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********************** Start of Change 1 *****************************

4.3.5
Service Exposure in Interworking Scenarios

4.3.5.1
Non-roaming architecture

Figure 4.3.5.1-1 shows the non-roaming architecture for Service Exposure for EPC-5GC Interworking. If the UE is capable of mobility between EPS and 5GS, the network is expected to associate the UE with an SCEF+NEF node for Service Capability Exposure.
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Figure 4.3.5.1-1: Non-roaming Service Exposure Architecture for EPC-5GC Interworking

NOTE 1:
In Figure 4.3.5.1-1, Trust domain for SCEF+NEF is same as Trust domain for SCEF as defined in TS 23.682 [36].

NOTE 2:
In Figure 4.3.5.1-1, EPC Interface represents southbound interfaces between SCEF and EPC nodes e.g. the S6t interface between SCEF and HSS, the T6a interface between SCEF and MME, etc. All southbound interfaces from SCEF are defined in TS 23.682 [36] and are not shown for the sake of simplicity.

NOTE 3:
In Figure 4.3.5.1-1, 5GC Interface represents southbound interfaces between NEF and 5GC Network Functions e.g. N29 interface between NEF and SMF, N30 interface between NEF and PCF, etc. All southbound interfaces from NEF are not shown for the sake of simplicity.

NOTE 4:
Interaction between the SCEF and NEF within the combined SCEF+NEF is required. For example, when the SCEF+NEF supports monitoring APIs, the SCEF and NEF need to share context and state information on a UE's configured monitoring events in case the UE moves between from EPC and 5GC.

NOTE 5:
The north-bound APIs which can be supported by an EPC or 5GC network are discovered by the SCEF+NEF node via the CAPIF function and/or via local configuration of the SCEF+NEF node. Different sets of APIs can be supported by the two network types.

4.3.5.2
Roaming architectures

Figure 4.3.5.2-1 represents the roaming architecture for Service Exposure for EPC-5GC Interworking. This architecture is applicable to both the home routed roaming and local breakout roaming.
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Figure 4.3.5.2-1:
Roaming Service Exposure Architecture for EPC-5GC Interworking
NOTE 1:
Figure 4.3.5.2-1 does not include all the interfaces, and network elements or network functions that may be connected to SCEF+NEF.

NOTE 2:
Roaming support is optionally provided by the NEF of V-PLMN. The Interworking SCEF (IWK-SCEF) is optional. When deployed, the IWK-SCEF is located in the VPLMN as shown in the figure 4.3.5.2-1.
********************** Start of Change 2 *****************************
6.2.5
NEF

6.2.5.2
Support for roaming

Roaming support of the NEF in the VPLMN is optional. When it is not provided, NFs in the VPLMN may connect directly with the NEF of the HPLMN. When provided, the NEF in the VPLMN connects with the NEF of the HPLMN. The the NEF in the VPLMN receives the Monitoring Event Reports from the underlying entities and sends them to the NEF in the HPLMN. The NEF in the VPLMN also relays the unstructured data between the SMF in the VPLMN and the NEF in the HPLMN.

NOTE:
In this release the only VPLMN network entities connected towards the NEF in the VPLMN are the AMFs and SMFs. 
The functionality for roaming support provided by the NEF in the VPLMN includes the following:

-
Normalization of reports according to roaming agreement between VPLMN and HPLMN, e.g. change the location granularity (from cell level to a level appropriate for the HPLMN) of Monitoring Event Reports received from the underlying entities; and

-
Optionally, generate charging/accounting information:

-
For generation of charging/accounting information, the NEF in the VPLMN receives the Monitoring configuration information as well as the Monitoring Event Report from the underlying nodes;

-
For generation of charging/accounting information, the NEF in the VPLMN receives the charging ID from the NEF in the HPLMN.

If the UE is capable of mobility between EPS and 5GS, the network is expected to associate the UE with an SCEF+NEF node in the HPLMN for Service Capability Exposure. If the NEF in the VPLMN supports roaming or the IWK-SCEF in the VPLMN is deployed, it shall connect with the SCEF+NEF node in the HPLMN.
********************** Start of Change 3 *****************************
4.2.4
Roaming reference architectures

Figure 4.2.4-1 depicts the 5G System roaming architecture with local breakout with service-based interfaces within the Control Plane.
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Figure 4.2.4-1 Roaming 5G System architecture- local breakout scenario in service-based interface representation

NOTE 1:
In the LBO architecture. The PCF in the VPLMN may interact with the AF in order to generate PCC Rules for services delivered via the VPLMN. The PCF in the VPLMN uses locally configured policies according to the roaming agreement with the HPLMN operator as input for PCC Rule generation. The PCF in VPLMN has no access to subscriber policy information from the HPLMN.

NOTE 2:
An SCP can be used for indirect communication between NFs and NF services within theVPLMN, within the HPLMN, or in within both VPLMN and HPLMN. For simplicity, the SCP is not shown in the roaming architecture.

Figure 4.2.4-3 depicts the 5G System roaming architecture in the case of home routed scenario with service-based interfaces within the Control Plane.
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Figure 4.2.4-3 Roaming 5G System architecture - home routed scenario in service-based interface representation

NOTE 3:
An SCP can be used for indirect communication between NFs and NF services within theVPLMN, within the HPLMN, or in within both VPLMN and HPLMN. For simplicity, the SCP is not shown in the roaming architecture.

Figure 4.2.4-4 depicts 5G System roaming architecture in the case of local break out scenario using the reference point representation.
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Figure 4.2.4-4: Roaming 5G System architecture - local breakout scenario in reference point representation

NOTE 2:
The NRF is not depicted in reference point architecture figures. Refer to Figure 4.2.4-7 for details on NRF and NF interfaces.

NOTE 3:
For the sake of clarity, SEPPs are not depicted in the roaming reference point architecture figures.

The following figure 4.2.4-6 depicts the 5G System roaming architecture in the case of home routed scenario using the reference point representation.
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Figure 4.2.4-6: Roaming 5G System architecture-Home routed scenario in reference point representation

For the roaming scenarios described above each PLMN implements proxy functionality to secure interconnection and hide topology on the inter-PLMN interfaces.
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Figure 4.2.4-7: NRF Roaming architecture in reference point representation

NOTE 4:
For the sake of clarity, SEPPs on both sides of PLMN borders are not depicted in figure 4.2.4-7.

In roaming scenarios, the NEF in the VPLMN may be deployed to support roaming. Figure 4.2.4-8 depicts the roaming architecture for Network Exposure Function, using reference point representation.
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Figure 4.2.4-8: Roaming architecture for Network Exposure Function in reference point representation

NOTE 5:
It is assumed that the N52 reference point uses the same protocol(s) as the N29 and N51 reference points. 
********************** Start of Change 4 *****************************
4.2.7
Reference points

The 5G System Architecture contains the following reference points:

N1:
Reference point between the UE and the AMF.

N2:
Reference point between the (R)AN and the AMF.

N3:
Reference point between the (R)AN and the UPF.

N4:
Reference point between the SMF and the UPF.

N6:
Reference point between the UPF and a Data Network.

NOTE 1:
The traffic forwarding details of N6 between a UPF acting as an uplink classifier and a local data network are not specified in this Release of the specification.

N9:
Reference point between two UPFs.

The following reference points show the interactions that exist between the NF services in the NFs. These reference points are realized by corresponding NF service-based interfaces and by specifying the identified consumer and producer NF service as well as their interaction in order to realize a particular system procedure.

N5:
Reference point between the PCF and an AF.

N7:
Reference point between the SMF and the PCF.

N8:
Reference point between the UDM and the AMF.
N10:
Reference point between the UDM and the SMF.

N11:
Reference point between the AMF and the SMF.

N12:
Reference point between AMF and AUSF.

N13:
Reference point between the UDM and Authentication Server function the AUSF.

N14:
Reference point between two AMFs.

N15:
Reference point between the PCF and the AMF in the case of non-roaming scenario, PCF in the visited network and AMF in the case of roaming scenario.

N16:
Reference point between two SMFs, (in roaming case between SMF in the visited network and the SMF in the home network).

N16a:
Reference point between SMF and I-SMF.
N17:
Reference point between AMF and 5G-EIR.

N18:
Reference point between any NF and UDSF.

N22:
Reference point between AMF and NSSF.

N23:
Reference point between PCF and NWDAF.

N24:
Reference point between the PCF in the visited network and the PCF in the home network.

N27:
Reference point between NRF in the visited network and the NRF in the home network.

N29:
Reference point between NEF and SMF.

N31:
Reference point between the NSSF in the visited network and the NSSF in the home network.

NOTE 2: in some cases, a couple of NFs may need to be associated with each other to serve a UE.

In addition to the reference points above, there are interfaces/reference point(s) between SMF and the CHF. The reference point(s) are not depicted in the architecture illustrations in this specification.

NOTE 3:
The functionality of these interface/reference points are defined in TS 32.240 [41].

N32:
Reference point between SEPP in the visited network and the SEPP in the home network.

NOTE 4:
The functionality of N32 reference point is defined in TS 33.501 [29].
N33:
Reference point between NEF and AF.

N34:
Reference point between NSSF and NWDAF.

N35:
Reference point between UDM and UDR.
N36:
Reference point between PCF and UDR.

N37:
Reference point between NEF and UDR.
N38:
Reference point between I-SMFs.
N40:
Reference point between SMF and the CHF.

NOTE 5:
The reference points from N40 up to and including N49 are reserved for allocation and definition in TS 23.503 [45].

N50:
Reference point between AMF and the CBCF.

NOTE 6:
The Public Warning System functionality of N50 reference point is defined in TS 23.041 [46].

N51:
Reference point between NEF and the AMF.

N52:
Reference point between the NEF in VPLMN and the NEF in HPLMN.
The reference points to support SMS over NAS are listed in clause 4.4.2.2.

The reference points to support Location Services are listed in TS 23.273 [87].
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