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Abstract of the contribution: Provides background information to show that when ePDG is connected to PGW-C+SMF, S6b for GTP can be replaced by N10 
1 Discussion
Details of impacts of not supporting S6b for ePDG with GTP S2b. 
The interworking architecture for ePDG with 5GS is shown below:



Interworking is only supported for GTPv2 based S2b. This was decided in the early phase of 5GS specification.
S6b is a Diameter based interface and only used for registration and deregistration of PGW-C address in the HSS+UDM.
However, the N10 interface which is HTTP2 based exists between the SMF+PGW-C and the HSS and can be used for the registration and deregistration of the PGW-C in the HSS for ePDG access.
The goal of 5GS is not to have non-HTTP2 interfaces in the core. 
By moving the function of reg/dereg of PGW-C in HSS to N10, we can get rid of the S6b interface for ePDG connected to SMF+PGW-C.

The overall replacement of S6b with N10 is captured below.
[image: ]

The annex covers the details from specifications perspective of TS 23.402 and stage 3 TS 29.273.
Proposal
SA2 agree to not require Diameter based S6b between SMF+PGW-C and AAA for ePDG.
The following two CRs update 23.501 (S2-1903426) and 23.502 (S2-1903425).



 Annex

[bookmark: _Toc509916023]7.2.4	Initial Attach with GTP on S2b
This clause is related to the case when the UE powers-on in an untrusted non-3GPP IP access network via the GTP based S2b interface.
GTPv2 (see TS 29.274 [57]) is used to setup GTP tunnel(s) between the ePDG and the PDN GW. The IPsec tunnel between the UE and the ePDG provides a virtual point-to-point link between the UE and the ePDG.


Figure 7.2.4-1: Initial attachment over GTP based S2b for roaming, non-roaming and LBO
…
C.1)	Step C.1 is the same as Step C of clause 7.2.1, with the following addition:
-	when informing the 3GPP AAA Server of the PDN GW identity, the selected PDN GW also indicates the selected S2b protocol variant (here GTP); this allows the option for the 3GPP AAA Server or 3GPP AAA Proxy not to return to the PDN GW PMIP specific parameters (e.g. static QoS Profile, Trace Information, APN-AMBR) if GTP is used over S2b; the PDN GW shall ignore those parameters if received from the 3GPP AAA Server or 3GPP AAA Proxy.	Comment by Irfan Ali (irfaali): When S6b is not present, the 3GPP AAA is not even informed of PGW IP address. 	Comment by Irfan Ali (irfaali): Since 3GPP AAA is not informed, the parameters (needed for PMIP S2b) are not even provided to the PGW. Hence, OK.
-	The PDN GW forwards to the PCRF in the IP-CAN Session Establishment procedure following information extracted from User Location Information it may have received from the ePDG:
-	The UE local IP address and optionally UDP or TCP source port number (if NAT is detected).
-	WLAN location information in conjunction with the Age of this information.
…

[bookmark: _Toc509916024]7.2.5	Initial Attach for emergency session (GTP on S2b)
When the UE needs to establish an IMS emergency session over Untrusted WLAN access, the procedure described in this clause applies. The Initial Attach for emergency session follows the same steps that the Initial Attach for a non emergency session, so only the differences with regard to the procedures described in clauses 7.2.1 and 7.2.4 are documented.


Figure 7.2.5-1: Initial attachment for emergency services over GTP based S2b
1)	As in step 1 of Figure 7.2.1 with following modifications:
	As part of procedures for Authentication and Authorization on an Access Point based NAI defined in clause 4.6.3,the 3GPP AAA server may store WLAN Location Information defined in clause 4.5.7.2.8.
2)	The UE releases any connectivity it may have over Un-trusted access to EPC per the procedure defined in clause 7.4.3. The UE does not need to wait the procedure defined in clause 7.4.3 to be completed to proceed with following steps: the UE shall select an ePDG that supports emergency services as defined in clause 4.5.4a and initiate an IKEv2 tunnel establishment procedure as in step 2 of clause 7.2.1 but with following specificities:
-	The behaviour defined in clause 4.5.7.2.1 shall apply.
-	The UE provides an indication that the EPC access is for emergency services.The indication is used by the 3GPP AAA server to give precedence to this session in case of signalling congestion (over SWx) and for authenticated UE without roaming permission to not carry out roaming and location checks for this UE. The indication is used by the ePDG to apply specific policies related with emergency PDN connection (e.g. stored in Emergency Configuration Data).	Comment by Irfan Ali (irfaali): The 3GPP AAA server already has this emergency indication. Hence, no additional indication is needed in step 5.
-	For an Emergency Attach, the IMEI check to the EIR may be performed. Dependent upon the result, the 3GPP AAA server or 3GPP AAA proxy (roaming case with ePDG in VPLMN) decides whether to continue or to stop the authentication and authorization procedure is based on operator policies.
-	Any APN received by the ePDG from the UE is ignored as the ePDG uses its Emergency Configuration Data to determine the APN to be associated with the emergency PDN connection and possibly to determine the PDN GW to use.
NOTE 1:	No procedure for additional authentication and authorisation with an external AAA Server as specified in RFC 4739 [50] and in TS 33.402 [45] is expected.
-	During the IKE tunnel establishment procedure, the identity provided by the UE in IKE_AUTH message to the ePDG is defined in clause 4.6.3. When local policies (related with local regulations) allow unauthenticated emergency sessions, the ePDG forwards the EAP payload received from the UE to the 3GPP AAA Server in the VPLMN serving the specific domain for unauthenticated emergency access.
-	if the UE includes an identity based on IMEI and the ePDG is not configured to support Unauthenticated Emergency Attach (i.e for supporting cases c and d as defined in TS 23.401 [4] clause 4.3.12), the ePDG shall reject the Emergency Attach Request.
-	if the UE did not include the IMEI in the identity and the ePDG is configured for supporting Unauthenticated Emergency Attach (per cases c and d as defined in TS 23.401 [4] clause 4.3.12), the ePDG shall request the IMEI from the UE.
Editor's note:	The enhancement of authentication procedure defined in TS 33.402 [45] for an unthenticated UE, i.e. UE without valid IMSI or without IMSI, is outside the scope of SA2. The reference to SA3 specification will be added when available.
-	Upon a successful authorization by the 3GPP AAA server, the ePDG stores subscription information if they are received from the 3GPP AAA, but does not use this information for the emergency PDN connection. It instead uses Emergency Configuration Data to get information on the APN and possibly PDN GW and / or QoS (APN-AMBR, default QoS) to use for the emergency PDN connection.
3)	The ePDG sends a Create Session Request message to the PGW as described in step B.1 of clause 7.2.4 but with following specificities:
-	No parameter sent in the Create Session Request message is related with the user subscription. Parameters in the Emergency Configuration Data are used instead.
-	No Additional Parameters are provided for additional authentication and authorisation with an external AAA Server.
-	The PDN GW deduces the emergency related policies to apply from the APN received in the Create Session Request message.
-	For emergency attached UEs, if the IMSI cannot be authenticated or the UE has not provided it (according to cases c) and d) as defined in TS 23.401 [4] clause 4.3.12), then the IMEI shall be used as UE identifier.
4)	As Step 4 of clause 7.2.1, with the following specificities:
-	The PCRF deduces the emergency related policies to apply from the APN received in the IP‑CAN Session Establishment message.
5)	As in step C.1 of clause 7.2.4, with the following specificities:
-	The PDN GW sends an Emergency indication over S6b in order for the 3GPP AAA server to be able to apply specific policies for emergency services. For a UE without UICC or with an unauthenticated IMSI or a roaming authenticated UE, the 3GPP AAA server does not update the HSS with the identity of the PDN GW. For a non-roaming authenticated UE, based on operator policy, this indication may be sent together with the "PDN GW currently in use for emergency services", which comprises the PDN GW address and the indication that the PDN connection is for emergency services to the HSS, which stores it as part of the UE context for emergency services.	Comment by Irfan Ali (irfaali): The emergency indication is already provided to AAA server in step 2 above. Hence OK if this is not provided. 	Comment by Irfan Ali (irfaali): This step needs to be performed by the PGW-C. 
There is an indication flag in Create Session Request, which enables the PGW to know if IMSi is authenticated or not. 
Unauthenticated IMSI: This flag shall be set to 1 on the S4/S11, S5/S8 and S2a/S2b interfaces if the IMSI present in the message is not authenticated and is for an emergency attached UE. 

Indication of use of PGW for emergency is already supported in N10, see below.
6)	As in step D.1 of clause 7.2.4.
7)	As in step E.1 of clause 7.2.4, with the following specificities:
-	No APN is provided by the ePDG in the IDr payload of the final IKEv2 message.

[bookmark: _Toc509916027][bookmark: _Toc509916033]7.4.1	UE/ePDG-initiated Detach Procedure and UE-Requested PDN Disconnection with PMIPv6 on S2b	Comment by Irfan Ali (irfaali): Only being provided here since we have a reference from the GTP S2b procedure.
[bookmark: _Toc509916028]7.4.1.1	Non-Roaming, Home Routed Roaming and Local Breakout Case
The procedure in this clause applies to Detach Procedures, initiated by UE or ePDG initiated detach procedure, and to the UE-requested PDN disconnection procedure when PMIPv6 is used on the S2b interface.
The UE can initiate the Detach procedure, e.g. when the UE is power off. The ePDG should initiate the Detach procedure due to administration reason or the IKEv2 tunnel releasing, when the ePDG should initiate the Detach procedure is implementation specific based on local operator policies.
For multiple PDN connectivity, this detach procedure shall be repeated for each PDN connected.


Figure 7.4.1-1: UE/ePDG-initiated detach procedure with PMIPv6 on S2b
NOTE:	For GTP based S2b, procedure steps (A) and (B) are defined in clause 7.4.3.1.
The home routed roaming (Figure 4.2.3-1), LBO (Figure 4.2.3-4) and non-roaming (Figure 4.2.2-1) scenarios are depicted in the figure. In the LBO case, the 3GPP AAA Proxy acts as an intermediary, forwarding messages from the 3GPP AAA Server in the HPLMN to the PDN GW in the VPLMN and visa versa. Messages between the PDN GW in the VPLMN and the hPCRF in the HPLMN are forwarded by the vPCRF in the VPLMN. In the non-roaming case, the vPCRF and the 3GPP AAA Proxy are not involved.
If dynamic policy provisioning is not deployed, the optional step 4 does not occur. Instead, the PDN GW may employ static configured policies.
1)	IKEv2 tunnel release triggers PMIP tunnel release.	Comment by Irfan Ali (irfaali): What is not shown here, but required in stage 3 (29.273) is for the ePD to also inform the AAA.

The SWm reference point allows the ePDG to inform the 3GPP AAA Server/Proxy about the termination of an IKE_SA between UE and ePDG, and that therefore the mobility session established on the ePDG for all associated PDN connections are to be removed.
The SWm Session Termination Request procedure shall be initiated by the ePDG to the 3GPP AAA Server which shall remove associated non-3GPP Access information.
2)	The MAG in the ePDG should send a Proxy Binding Update (MN NAI, APN, lifetime=0) message to the PDN GW. When the MAG in the ePDG should send a Proxy Binding Update message to the PDN GW is implementation specific based on local operator policies. The MN NAI identifies the UE. When only one PDN connection to the given APN is allowed the APN is needed in order to determine which PDN to deregister the UE from, as some PDN GWs may support multiple PDNs. When multiple PDN connections to the given APN are supported, the APN and the PDN connection identity are needed in order to determine which PDN to deregister the UE from. The lifetime value set to zero, indicates this is a PMIP de-registration.
3)	The PDN GW informs the 3GPP AAA Server of the PDN disconnection. If the UE no longer has any context in the 3GPP AAA Server, the 3GPP AAA Server notifies the HSS as described in clause 12.1.2.	Comment by Irfan Ali (irfaali): Stage 3 29.273 actually says:

To de-register the current 3GPP AAA Server address in the HSS for a given non-3GPP user. This procedure is invoked when the 3GPP AAA Server removes the access information for a non-3GPP user after all sessions for the user (i.e. the STa, SWm, S6b sessions) have been terminated.

Since in case of no S6b, there is only Swm session, the dereg of AAA with HSS will occur in Step 1. There is not change in AAA behaviour, just that there is no S6b session for the UE.
4)	The PDN GW deletes the IP CAN session associated with the UE and executes a PCEF-Initiated IP‑CAN Session Termination Procedure with the PCRF as specified in TS 23.203 [19].
5)	The PDN GW deletes all existing entries for the indicated HoA from its Binding Cache and sends a Proxy Binding Ack (MN NAI, lifetime=0) message to the MAG in the ePDG. The PDN GW sends a Proxy Binding Ack message to the ePDG. The MN NAI value and the lifetime=0 values indicate that the UE has been successfully deregistered.
6)	Non-3GPP specific resource release procedure is executed.
7.4.3	UE/ePDG-initiated Detach Procedure and UE-Requested PDN Disconnection with GTP on S2b
[bookmark: _Toc509916034]7.4.3.1	Non-Roaming, Home Routed Roaming and Local Breakout Case
This clause describes the UE-requested PDN disconnection procedure when GTP is used on the S2b interface.
The UE can initiate the Detach procedure, e.g. when the UE is power off. The ePDG should initiate the Detach procedure due to administration reason or the IKEv2 tunnel releasing. When the ePDG initiates the Detach procedure is implementation specific based on local operator policies.
For multiple PDN connectivity, this detach procedure shall be repeated for each PDN connected.


Figure 7.4.3-1: UE/ePDG-initiated detach procedure with GTP on S2b
…
A.2)	Same as step 3 of clause 7.4.1.1.
…
Step 3 of 7.4.1.1:
[bookmark: _Toc509916036]3)	The PDN GW informs the 3GPP AAA Server of the PDN disconnection. If the UE no longer has any context in the 3GPP AAA Server, the 3GPP AAA Server notifies the HSS as described in clause 12.1.2.	Comment by Irfan Ali (irfaali): See above. 
7.4.4.1	Non-Roaming, Home Routed Roaming and Local Breakout Case
HSS/AAA-initiated detach procedure when GTP is used on the S2b interface is illustrated in Figure 7.4.4-1. The HSS can initiate the procedure e.g. when the user's subscription is removed. The 3GPP AAA Server can initiate the procedure, e.g. instruction from O&M, timer for re-authentication/re-authorization expired.
If the HSS/AAA-initiated detach procedure has been initiated to delete the UE from the Evolved Packet Core, the HSS/AAA server shall initiate the detach procedure for each of the access systems to which the UE is registered.


Figure 7.4.4-1: HSS/AAA-initiated detach procedure with GTP on S2b
A.1)	For multiple PDN connectivity, this step shall be repeated for each PDN connected. This step does not apply to a PDN connection set-up for emergency services.
NOTE:	The HSS/AAA may also send a detach indication message to the PDN GW. The PDN GW does not remove the GTP tunnels on S2b, since the ePDG is responsible for removing those tunnels on S2b. The PDN GW acknowledges the receipt of the detach indication message to the 3GPP AAA Server.

[bookmark: _Toc509916045]7.6.3	UE-initiated Connectivity to Additional PDN with GTP on S2b
NOTE:	The PDN GW treats each IMSI+APN as a separate PDN connection and may allocate a new IP address/prefix for each PDN connection.
This clause is related to the case when the UE has an established PDN connection over untrusted non-3GPP access with GTP on S2b and wishes to establish one or more additional PDN connections over such untrusted access. This procedure is also used to request for connectivity to an additional PDN over untrusted non-3GPP access with GTP on S2b when the UE is simultaneously connected to such untrusted access and a 3GPP access, and the UE already has active PDN connections over both the accesses. Since GTP is used to establish connectivity with the additional PDN, the UE establishes a separate SWu instance (i.e. a separate IPSec tunnel) for each additional PDN.
There can be more than one PDN connection per APN when GTP is used between the ePDG and the PDN GW. During the establishment of a new PDN connection, the ePDG allocates and sends a default EPS bearer ID to the PDN GW. The default EPS bearer ID is unique in the scope of the UE within an ePDG, i.e. the IMSI and the default EPS bearer ID together identify a PDN connection within an ePDG. In order to be able to identify a specific established PDN connection, both the ePDG and the PDN GW shall store the default EPS bearer ID. Between the UE and the ePDG the IPSec SA associated with the PDN connection identifies the PDN connection.
An UE attached for emergency services shall not initiate any additional PDN Connectivity Request procedure. An UE attached for regular services may request a PDN connection for emergency services if an emergency PDN connection is not already active.


Figure 7.6.3-1: UE-initiated connectivity to additional PDN from Un-trusted Non-3GPP IP Access with GTP
1)	The UE has performed the Initial GTP based S2b Attach procedure as defined in clause 7.2.4, Figure 7.2.4-1 and has an established PDN connection.
2)	The UE repeats the procedure of clause 7.2.4, Figure 7.2.4-1 for each additional PDN the UE wants to connect to, with the following exceptions:
a)	The IKEv2 tunnel establishment procedure for each additional PDN connection is initiated with the ePDG that was selected in step 1;
b)	The APN information corresponding to the requested PDN connection is conveyed with IKEv2 as specified in TS 33.402 [45];
c)	For network supporting multiple mobility protocols, if there was any dynamic IPMS decision in step 1, the AAA/HSS enforces the same IPMS decision for each additional PDN connection.
	In case of an additional PDN connection for emergency services while the UE is attached for regular services to an ePDG supporting emergency services, the step 2 procedure takes place with following exceptions:
-	The UE shall add an emergency indication in IKE signalling in order to indicate that the EPC access is requested for emergency services;
-	Any APN received by the ePDG from the UE shall be ignored as the ePDG shall use its Emergency Configuration Data to determine the APN and the QoS parameters to be associated with the emergency PDN connection and to determine the PDN GW to use. The ePDG shall not check whether this APN is part of the subscription of the UE.
-	The ePDG shall add the location information it may have for the UE in the Create Session Request:
-	WLAN Location Information it may have received from the AAA server for the UE;
-	The UE local IP address, and optionally UDP source port number if NAT is detected.

[bookmark: _Toc509916116][bookmark: _Toc509916118]12.1.2	AAA-initiated UE De-registration Notification
The 3GPP AAA Server requests the HSS to De-Register the currently registered UE. In doing so, the 3GPP AAA Server is notifying the HSS that the UE no longer has any context in the 3GPP AAA Server. The HSS should in turn delete the registered 3GPP AAA Server address.
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Figure 12.1.2-1: AAA-initiated UE De-registration Notification
1.	The 3GPP AAA Server sends a UE De-Registration Request (User Identity, Cause) to the HSS. The "Cause" field may take values such as Authentication-Failure, UE-Detached, Charging-System-Request, etc.
2.	The HSS marks the UE as not-registered, removes the 3GPP AAA Server address previously stored for the UE and responds with a UE De-Registration Ack.

12.1.4	PDN GW Identity Notification from AAA Server
For non-emergency services, the 3GPP AAA Server updates the HSS with the PDN GW identity of the selected PDN GW and the APN associated with the UE's PDN Connection. For emergency services, the 3GPP AAA server may update the HSS with the PDN GW currently in use for emergency services. This procedure only occurs when the 3GPP AAA Server has in turn successfully received the PDN GW identity and APN (or the PDN GW currently in use for emergency services in case of emergency services) from the PDN GW the UE is attached to. The 3GPP AAA server should subsequently always update the HSS with the PDN GW identity in the above-mentioned manner. This procedure is used for PDN GW registration.


Figure 12.1.4-1: PDN GW Address Notification
1.	The 3GPP AAA Server sends a Update PDN GW Identity Request (PDN GW Identity, APN, User Identity) or a Update PDN GW Identity Request (PDN GW currently in use for emergency services) to the HSS.
	The PDN GW identity (or the PDN GW currently in use for emergency services) is either the IP address (e.g. if the PDN GW has a single IP address for all the mobility protocols it supports or if it only supports one mobility protocol) or the FQDN (e.g. if the PDN GW has multiple IP addresses for the mobility protocols it supports).
2.	The HSS checks that the user is known and that the stored 3GPP AAA Server name is the currently registered 3GPP AAA server for this same user. If this is successful, the HSS returns a Update PDN GW Identity Acknowledgement.	Comment by Irfan Ali (irfaali): This step is not needed, since the update is coming directly from SMF+PGW-C. 
3.	Steps 3-4 are only performed if the PDN GW identity (or the PDN GW currently in use for emergency services) information was successfully modified in the HSS and an SGSN or MME is registered in the HSS for the same UE. In this case the HSS sends an Insert Subscriber Data message to the SGSN or MME to update the change in the SGSN or MME. If both an SGSN and an MME is registered in the HSS, and Insert Subscriber Data message is sent to each of them.
4.	The SGSN or MME acknowledges by sending an Insert Subscriber Data Ack message.
[bookmark: _Toc509916119]12.1.5	PDN GW Identity Notification from MME/SGSN	Comment by Irfan Ali (irfaali): No impacts here when we do not have S6b.
In case of initial attach, or UE requested PDN connectivity in the 3GPP access, if the Request Type of the UE requested connectivity procedure does not indicate "Emergency", the SGSN/MME updates the HSS with the PDN GW identity of the selected PDN GW and the APN associated with the UE's PDN connection. If a 3GPP AAA Server is registered in the HSS for the same UE, the HSS provides the updated APN and PDN GW identity information to the 3GPP AAA Server.
If, in the case of initial attach or UE requested PDN connectivity in the 3GPP access, the Request Type of the UE requested connectivity procedure indicates "Emergency", the SGSN/MME may update the HSS with the "PDN GW currently in use for emergency services". If a 3GPP AAA Server is registered in the HSS for the same UE, the HSS provides the "PDN GW currently in use for emergency services" to the 3GPP AAA Server.
If NBM is used for establishing connectivity in the non-3GPP access, the 3GPP AAA Server notifies the changes to the non-3GPP access network. This procedure is used for PDN GW registration.


Figure 12.1.5-1: PDN GW address notification from SGSN/MME
1.	The SGSN/MME sends a Notify Request (PDN GW Identity, APN, User Identity) or a Notify Request (PDN GW currently in use for emergency services, User Identity) to the HSS.
2.	The HSS checks that the user is known and that the stored SGSN/MME is the currently registered SGSN/MME for this same user. If this is successful, the HSS returns a Notify Response.
3.	Steps 3-4 are only performed if the PDN GW identity (or the PDN GW currently in use for emergency services) information was successfully modified in the HSS and a 3GPP AAA Server is registered in the HSS for the same UE. In this case the HSS sends Update APN and PDN GW Identity Request message to the 3GPP AAA Server.
4.	The 3GPP AAA Server acknowledges by sending a Update APN and PDN GW Identity Ack message.
5.	If NBM is used for establishing connectivity in the non-3GPP IP access, the 3GPP AAA Server updates the ePDG/trusted non-3GPP IP access network with the new APN and PGW Identity data by sending Update APN and PDN GW Identity message.
6.	The ePDG/trusted non-3GPP IP access network acknowledges by sending Update APN and PDN GW Identity Ack message.


=== 23.502
Description of the Nudm_UECM_Registration step, Clause 4.3.2.2.1:
16c.	If Request Type in step 3 indicates neither "Emergency Request" nor "Existing Emergency PDU Session" and, if the SMF has not yet registered for this PDU Session, then the SMF registers with the UDM using Nudm_UECM_Registration (SUPI, DNN, PDU Session ID, SMF Identity) for a given PDU Session. As a result, the UDM stores following information: SUPI, SMF identity and the associated DNN and PDU Session ID. The UDM may further store this information in UDR by Nudr_DM_Update (SUPI, Subscription Data, UE context in SMF data).
	If the Request Type received in step 3 indicates "Emergency Request":
-	For an authenticated non-roaming UE, based on operator configuration (e.g. related with whether the operator uses a fixed SMF for Emergency calls, etc.), the SMF may register in the UDM using Nudm_UECM_Registration (SUPI, PDU Session ID, SMF identity, Indication of Emergency Services) for a given PDU Session that is applicable for emergency services. As a result, the UDM shall store the applicable PDU Session for Emergency services.
-	For an unauthenticated UE or a roaming UE, the SMF shall not register in the UDM for a given PDU Session.

[bookmark: _Toc4423160]


5.2.3.2	Nudm_UECM (UECM) service
[bookmark: _Toc4423161]5.2.3.2.1	Nudm_UECM_Registration service operation
Service operation name: Nudm_UECM_Registration
Description: Register UE's serving NF (if NF Type is AMF, SMSF) or Session's serving NF (if NF Type is SMF) on the UDM. This operation implies the following:
-	The authorization, if applicable, to register the NF service consumer in UDM for the UE (e.g. based on UE roaming/RAT restrictions applicable when NF type is AMF). If this is successful, the NF service consumer is set as a serving NF for the corresponding UE/Session context.
-	When the consumer is AMF, it is implicitly subscribed to be notified when it is deregistered in UDM. This notification is done by means of Nudm_UECM_DeregistrationNotification operation.
-	When the consumer is AMF or SMF, it may optionally use this operation to subscribe to be notified of the need for P-CSCF Restoration. This notification is done by means of Nudm_UECM_PCscfRestoration operation. For more information regarding P-CSCF restoration procedures see TS 23.380 [38].
Inputs, Required: NF ID, SUPI, PEI, NF Type, Access Type (if NF Type is AMF, SMSF), PDU Session ID (if NF Type is SMF). If NF Type is SMF: DNN or Indication of Emergency Services, PGW-C+SMF FQDN for S5/S8 if the PDU Session supports EPS interworking. If NF type is AMF and Access Type is 3GPP access: Registration type. If NF type is SMSF: SMSF MAP address and/or Diameter address.	Comment by Irfan Ali (irfaali): Currently this is only stored if pgw support IWK with 4G. Take the typical case where ePDG is used, IMS. IN this  case the PGW should support IWK with S5/S8 so not an issue. The PGW is written into HSS for ePDG to support interworking with S5/S8. So we are OK.

No changes needed here.
Inputs, Optional: P-CSCF Restoration notification information, GUAMI, backup AMF(s) (if NF Type is AMF), "Homogeneous Support of IMS Voice over PS Sessions" indication (if NF Type is AMF). Backup AMF(s) sent only once by the AMF to the UDM in its first interaction with the UDM.
Outputs, Required: Result indication.
Outputs, Optional: None.
See step 14a of clause 4.2.2.2.2 for an example usage of this service operation.
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