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Beginning of changes
4.x
Procedures for NEF based Non-IP Data Delivery
4.x.1
SMF-NEF Connection
4.x.2
AF requested NIDD Configuration

Figure 4.x.2-1 illustrates the procedure for configuring necessary information requested by AF for data delivery via the NIDD API.
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Figure 4.x.2-1: NIDD Configuration requested AF procedure
1.
The AF sends an Nnef_NIDDConfiguration_Create Request (GPSI, AF ID, NIDD Duration, T8 Destination Address) message to the NEF.
2.
The NEF stores the GPSI, AF ID, T8 Destination Address, and NIDD Duration. If either the AF is not authorized to perform this request (e.g. based on policies, if the SLA does not allow for it) or the Nnef_NIDDConfiguration_Create Request is malformed, the NEF performs step 6 and provides a Cause value appropriately indicating the error. Depending on the configuration, the NEF may change the NIDD Duration.

3.
The NEF sends an Nudm_NIDDAuthorisation_Get Request (GPSI, DNN, S-NSSAI) message to the UDM to authorize the NIDD configuration request for the UEs that belongs to the GPSI, received External Identifier or MSISDN, and to receive necessary information for NIDD, if required.

4. The UDM examines the Nudm_NIDDAuthorisation_Get Request, e.g. with regard to the existence of GPSI. If a  GPSI was included in the Nudm_NIDDAuthorisation_Get Request, the UDM maps the GPSI to SUPI and updates the NEF ID field of the subscription data for the provided DNN and S-NSSAI with the requesting NEF's ID. If this check fails, the UDM follows step 5 and provides a result indicating the reason for the failure condition to the NEF.

5.
The UDM sends an Nudm_NIDDAuthorisation_Get Response (SUPI and GPSI, Result) message to the NEF to acknowledge acceptance of the Nudm_NIDDAuthorisation_Get Request. This allows the NEF to correlate the AF request received in step 1 of this procedure to the SMF-NEF Connection established (see subclause 4.x.1) for each UE or each group member UE.

6.
The NEF sends an Nnef_NIDDConfiguration_Create Response (TLTRI and Cause) message to the AF to acknowledge acceptance of the Nnef_NIDDConfiguration_Create Request. If the NIDD Configuration was accepted, the NEF will create an association between the TLTRI, GPSI, SUPI, and PDU Session ID of the non-IP PDU Session. In the MT NIDD procedure, the NEF will use TLTRI and GPSI to determine the SUPI(s) and PDU Session ID(s) of the non-IP PDN Connection(s). In the MO NIDD procedure, the NEF will use the SUPI(s) and PDU Session ID(s) to obtain the TLTRI, GPSI.
4.x.3
NEF initiated NIDD Configuration

Figure 4.x.3-1 illustrates the procedure for configuring necessary information initiated by NEF for data delivery via the NIDD API.
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Figure 4.x.3-1: NIDD Configuration initiated by NEF procedure
0.
UE performs steps 1-2 of SMF-NEF Connection procedure described in clause 4.x.1. If NIDD Configuration has not been performed by the AF with the NEF and AF ID is configured at NEF then the NEF may initiate NIDD Configuration.
1.
The NEF sends an Nnef_NIDDConfiguration_Trigger (GPSI) message to the AF for asking the Nnef_NIDDConfiguration_Create Request for the UE identified by the GPSI.

2.
The AF sends an Nnef_NIDDConfiguration_Create Request message to the NEF as described in clause 4.x.2. The Nnef_NIDDConfiguration_Create Request includes the Authorisation Token. The Authorisation Token is used for authorizing the AF by the UDM (the Authorisation Token is shared between UDM and AF during SLA).
3.
The NEF sends an Nudm_NIDDAuthorisation_Get Request (GPSI, S-NSSAI, DNN, AF ID, Authorisation Token) message to the UDM to authorize the NIDD configuration request for the received External Identifier or MSISDN.
4.
The UDM examines the Nudm_NIDDAuthorisation_Get Request message with Authorisation Token. If this check fails, the UDM follows step 5 and provides a result indicating the reason for the failure condition to the NEF.

5.
The UDM sends an Nudm_NIDDAuthorisation_Get Response (SUPI and GPSI), Result) message to the NEF to acknowledge acceptance of the Nudm_NIDDAuthorisation_Get Request. This allows the NEF to correlate the AF request received in step 1 of this procedure with the PDU session to be established for this subscriber if this procedure takes place during a PDU Session Establishment procedure.

6.
The NEF sends an Nnef_NIDDConfiguration_Create Response message as described in clause 4.x.2 to the AF to acknowledge acceptance of the Nnef_NIDDConfiguration_Create Request. If the NIDD Configuration was accepted, the NEF assigns a TLTRI to the NIDD Configuration and creates an association between the TLTRI, GPSI, SUPI, and PDU session ID which is received from the SMF in step 2 of the SMF-NEF Connection procedure in subclause 4.x.1. In the MT NIDD procedure, the NEF will use TLTRI and GPSI to determine the SUPI and PDU session ID of PDU session for delivering non-IP data. In the MO NIDD procedure, the NEF will use the SUPI and PDU session ID to obtain the TLTRI, GPSI.
4.x.4
NEF Anchored Mobile Originated Data Transport 
4.x.5
NEF Anchored Mobile Terminated Data Transport
Next change
5.2.3
UDM Services
5.2.3.1
General

The following table illustrates the UDM Services.

Table 5.2.3-1: NF services provided by UDM

	NF service
	Service Operations
	Operation Semantics
	Example Consumer(s)

	Subscriber Data
	Get
	Request/Response
	AMF, SMF, SMSF

	Management
	Subscribe
	Subscribe/Notify
	AMF, SMF, SMSF

	(SDM)
	Unsubscribe
	Subscribe/Notify
	AMF, SMF, SMSF

	
	Notification
	Subscribe/Notify
	AMF, SMF, SMSF

	
	Info
	Request/Response
	AMF

	UE Context
	Registration 
	Request/Response
	AMF, SMF, SMSF

	Management
	DeregistrationNotification
	Subscribe/Notify
	AMF

	(UECM)
	Deregistration
	Request/Response
	AMF, SMF, SMSF

	
	Get
	Request/Response
	NEF, SMSF, GMLC

	
	Update
	Request/Response
	AMF, SMF

	
	PCscfRestoration
	Subscribe/Notify
	AMF, SMF

	UE
	Get
	Request/Response
	AUSF

	Authentication
	ResultConfirmation
	Request/Response
	AUSF

	EventExposure
	Subscribe
	Subscribe/Notify
	NEF

	
	Unsubscribe
	
	NEF

	
	Notify
	
	NEF

	Parameter Provision
	Update
	Request/Response
	NEF

	NIDD Authorisation
	Get
	Request/Response
	NEF


Next change
5.2.3.x
Nudm_NIDDAuthorisation service

5.2.3.x.1
General

See subclause 4.x.2 and 4.x.3.
5.2.3.x.2
Nudm_NIDDAuthorisation_Get service operation

Service operation name: Nudm_NIDDAuthorisation_Get

Description: the consumer requests authorisation for NIDD Configuration.
Inputs (required): GPSI, DNN, S-NSSAI, Authorisation Token (if NIDD Configuration initiated by NEF).
Outputs (required): SUPI, GPSI, Result.
Next change
5.2.6
NEF Services

5.2.6.1
General

The following table shows the NEF Services and Service Operations:

Table 5.2.6.1-1: NF Services provided by the NEF

	Service Name
	Service Operations
	Operation

Semantics
	Example Consumer(s)

	Nnef_EventExposure
	Subscribe
	Subscribe/Notify
	AF

	
	Unsubscribe
	
	AF

	
	Notify
	
	AF

	Nnef_PFDManagement
	Fetch
	Request/Response
	SMF

	
	Subscribe
	Subscribe/Notify
	SMF

	
	Notify
	
	SMF

	
	Unsubscribe
	
	SMF

	
	Create
	Request/Response
	AF

	
	Update
	Request/Response
	AF

	
	Delete
	Request/Response
	AF

	Nnef_ParameterProvision
	Update
	Request/Response
	AF

	Nnef_Trigger
	Delivery
	Request/Response
	AF

	
	DeliveryNotify
	Subscribe/Notify
	AF

	Nnef_BDTPNegotiation
	Create
	Request/Response
	AF

	
	Update
	Request/Response
	AF

	Nnef_TrafficInfluence
	Create
	Request/Response
	AF

	
	Update
	Request/Response
	AF

	
	Delete
	Request/Response
	AF

	Nnef_ChargeableParty
	Create
	Request/Response
	AF

	
	Update
	Request/Response
	AF

	
	Notify
	Request/Response
	AF

	Nnef_AFsessionWithQoS
	Create
	Request/Response
	AF

	
	Notify
	Request/Response
	AF

	Nnef_NIDDConfiguration
	Create
	Request/Response
	AF

	
	Trigger
	Trigger
	AF


Next change
5.2.6.x
Nnef_NIDDConfiguration service
5.2.6.x.1
General

See subclauses 4.x.2 and 4.x.3.
5.2.6.x.2
Nnef_NIDDConfiguration_Create service operation
Service operation name: Nnef_NIDDConfiguration_Create
Description: This service operation is used by the consumer to request NIDD Configuration between NF consumer and NEF to support NIDD via NEF.
Inputs (required): GPSI, AF ID, NIDD Duration, T8 Destination Address, Authorisation Token (if NIDD Configuration initiated by NEF).
Outputs (required): TLTRI, Cause.
5.2.6.x.3
Nnef_NIDDConfiguration_Trigger service operation

Service operation name: Nnef_NIDDConfiguration_Trigger
Description: NEF triggers NIDD Configuration Create Rquest if there is no NIDD Configuration between NF consumer and NEF.
Inputs (required):  GPSI, AF ID, NEF ID.
Outputs (required): None.
End of changes
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