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Abstract of the contribution: This paper proposes to describe the analytics features offered by NWDAF to other NFs/AFs/OAM
1. Discussion
As discussed and studied in TR 23.791, regarding to Key Issue 1 (Analytic Information Exposure to 5GS NF) on how a consumer request or subscribes to analytics and on how analytics information is provided to consumers, solution #1 is selected for the normative phase. This contribution proposes to procedures and services on analytics exposure to NFs/AFs/OAM  into TS 23.288.
2. Proposal
The following changes are proposed in TS 23.288.
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6.2.2	Analytics Exposure to NFs/AFs/OAM
[bookmark: _Toc534714446]6.2.2.1	Procedure for Analytics Exposure to NFs/AFs/OAM
[bookmark: _Toc531932487]6.2.2.1.1	Network data analytics Subscribe/Unsubscribe
[bookmark: _Toc534877975][bookmark: _Toc535918609][bookmark: _Toc535919576][bookmark: _Toc536016119]5	Procedure to support network data analytics
[bookmark: _Toc535918610][bookmark: _Toc535919577][bookmark: _Toc536016120]5.1	Procedure to analytics exposure
[bookmark: _Toc536016121]5.1.1	Analytics subscribe/unsubscribe
5.1.1.1 Analytics subscribe/unsubscribe by NFs, AFs or OAM
This procedure is used by any NF service consumer (including NFs/AFs/OAM) to subscribe/unsubscribe at NWDAF to be notified on analytic information, using existing Nnwdaf services defined in clause 7.2.2.TS 23.502 [yy]. Any entity can consume this service as far as they follow SBI defined in clause 7.2.2.TS 23.502 [yy].


Figure 6.1.1.1-1: Network data analytics Subscribe/unsubscribe
1.	The NF NWDAF service consumer subscribes to or cancels subscription to analytic information by invoking the Nnwdaf_EventsAnalyticsSubscription_Subscribe/ Nnwdaf_EventsAnalyticsSubscription_Unsubscribe service operation.
2.	If NF service consumer subscribes to analytic information, the NWDAF notifies the NF NWDAF service consumer with the analytic information by invoking Nnwdaf_EventsAnalyticsSubscription_Notify service operation.
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6.2.2.1.1	Network data analytics Request
[bookmark: _Toc535925560]5.1.2	Analytics request
5.1.2.1	Analytics request by NFs, AFs or OAM
This procedure is used by the NF NWDAF service consumer (including NFs/AFs/OAM) to request and get from NWDAF analytic information, using Nnwdaf_AnalyticsInfo_Request defined in TS 23.502 [yy].clause 7.2.3.


Figure 6.1.1.2-1: Network data analytics Request
1.	The NF NWDAF service consumer requests analytic information by invoking Nnwdaf_AnalyticsInfo_Request service operation.
2.	The NWDAF responds with analytic information to the NF NWDAF service consumer.
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6.2.2.2	Services Related to Analytics Exposure to NFs/AFs/OAM
Table 6.2.2.2-1: NWDAF services consumed by NFs/AFs/OAM
	NF
	Service
	Reference in TS 23.502 [yy]

	NWDAF
	Nnwdaf_ EventsSubscription
	5.2.11.2

	
	Nnwdaf_ AnalyticsInfo
	5.2.11.3


5.1.X	Contents of Analytics Exposure

Analytics Exposure by NWDAF to NFs/AFs/OAM  uses network capabilities exposure for analytics as defined in TS TS 23.502 [yy] clause 4.15. 
6.2.2.3	Usage of Exposure framework by the NWDAF for Analytics Exposure
[bookmark: _Toc536016134]
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The NWDAF 


service consumer (NFs/AF/ OAM) shall subscribe (using Nnwdaf_ EventsSubscription) or requests (using Nnwdaf_ AnalyticsInfo) analytics from NWDAF reusing the Network Exposure framework already defined in TS 23.502 [yy] subclause 4.15. For This framework supports the possibility for NFs/AF/ OAM to indicate / request:
The NFs/AF/ OAM subscribing  (using Nnwdaf_ AnalyticsSubscription)  or requesting (using Nnwdaf_ AnalyticsInfo) analytics to NWDAF should contains:

-	Analytic ID:Events-ID: one or multiple E Analyticvent ID(s) as defined in TS 23.502 [yy] clause 4.15.1
Editor’s note: New Analytic IDEvents-IDs possibly need to be extended to fit to use cases.
Editor’s note: The relationship (e.g. the mapping when using NEF) of Analytic ID and Event ID (as defined in TS 23.502 [yy] clause 4.15.1) is FFS.
-	Event Filter Information defined in TS 23.502 [yy] 4.15.1. This set of parameter types and values enables to select which type of analytics information are requested (e.g. subset of all available analytics produced by NWDAF for the given Analytic ID Event ID value). 
-	Target of Event Reporting (as defined in TS 23.502 [yy] clause 4.15.1): the object targeted by analytics/predictions (UEs, group of UE(s), any UEs). The target of event reporting indicates entities such as specific UEs, a group of UE(s) or any UE (i.e. all UEs). A Notification Target Address (+ Notification Correlation ID) as defined in TS 23.502 [yy] clause 4.15.1, allowing to correlate notifications received from NWDAF with this subscription.
-	Event Reporting Information as described in TS 23.502 [yy] Table 4.15.1-1. with the following additional parameters:
-	Observation period: time interval [start..end] covered by the computation, either in the past or in the future, expressed as positive or negative offsets to the present. An interval in the past is a request for statistics. An interval in the future is a request for predictions. A default value means statistics in the recent past, with a time range defined by the NWDAF.
· Preferred level of accuracy of the analytics (e.g. Low/High). 
[bookmark: _GoBack]
Editor’s note: Other additional parameters is FFS which is according to use cases e.g. as level of aggregation or analytic preference item .
The NWDAF provide analytic feedback to NFs/AF/ OAM by notifying (using Nnwdaf_ EventsAnalyticsSubscription)  or response (using Nnwdaf_ AnalyticsInfo) to analytics should contains:
-	The Notification Correlation Information provided in the subscription request.
-	The Analytic IDEvent ID (one of the Analytic ID Event Id provided in the request),
-	Related list of analytics on the requested observation period;
-	Optional additional information:
-	Timestamp of analytics generation, which allows consumers to decide until when the received information shall be used. For instance, an NF can deem a received notification from NWDAF for a given feedback as invalid based on this timestamp;
-	Probability assertion: level of certainty, degree of confidence in statistics/prediction. A probability assertion may be provided per each analytics if an explicit list has been requested
* * * End of changes * * * *
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