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1. Introduction

At the QoS drafting session in Stockholm (9.5.-11.5.2000), the interaction between an MT and an attached TE for end-to-end QoS negotiation was discussed. This document discusses possible scenarios for the interaction between TE and MT and describes why none of these scenarios can be mandated.

2. Discussion

There are three possible combinations between TE and MT regarding their RSVP capabilities. The following subsections describe these combinations.

2.1. RSVP in TE and MT

An important point which needs to be considered for this scenario is that RSVP should not be mandated in the MT at all, because the purpose of the MT is to support "functions specific to management of the radio interface" (TS 21.905). Its functionality should be kept to the minimum which is necessary to access and manage the radio resources in an efficient way. RSVP signalling support is not a functionality which is required for the management of radio resources from the MT. Also, in a TE/MT configuration, the MT would only serve as a simple "modem" for the TE. RSVP is a layer 3 functionality which should be provided by the endpoints as well as potentially the routers on the path between the endpoints (in the UMTS case this would only be the GGSN), but not by the "modem" (i.e. the MT) which provides the connection between the endpoint and the access network.
Also, it is necessarily a question if both the TE and MT would need their own IP-address if they support RSVP. In fact, if the MT acts as a full RSVP-router, it would require two IP addresses (one for each interface). There is no mechanism within GPRS to provide more than one IP address to an endpoint for one PDP context. The MT may be able to use private IP addresses with the TE to solve this problem, but that would require the MT to be able to assign IP addresses and to perform address translation between this private address space and the public address space. 

It would be of course possible that the mobile phone does not have its own IP address as described above. It could for example intercept RSVP messages coming from the TE and translate them into a PDP context activation procedures. However, in that case there is for example the open question which IP address the mobile phone uses for sending RSVP messages back to the TE, e.g. if there is the need to send a RESVERR message.

2.2. RSVP in MT, no RSVP in TE

This case has the same disadvantages for the MT as described in the first paragraph of section 2.1.

Also, in this scenario, the TE would still require a fully access-specific API to access the MT. However, if the TE already has access-specific functionality, then it is not clear why RSVP-signalling would be used at all, since it is a current assumption that RSVP is not going to be used to setup resources in wide-area IP networks, and within the UMTS network, the resource setup is done in a highly efficient way using the PDP context activation procedure, using the messages described in TS 24.008 and TS 29.060.

2.3. RSVP in TE, no RSVP in MT

In this scenario, the TE can use RSVP-signalling, which would pass transparently through the MT, similar to the case where a workstation is connected to a dial-up server through a modem connected to a phone line, and all RSVP messages coming from this workstation would be transparent to the modem.

However, there is still a need to trigger the PDP context activation procedure which is needed for the session which is advertised by the RSVP signalling. If the application is UMTS-aware, it could do that by using an access-specific API, and RSVP could be used only for end-to-end QoS negotiation. Another possibility is a "semi-access-aware" solution in which for example in a laptop, a software could be installed which is able to interpret RSVP messages. Based on the RSVP messages, this software could trigger a PDP context activation in the MT. This would guarantee full access independence for the application which generates the RSVP messages. However, such a software as described here can not be mandated, since it would have to be provided by the mobile phone vendor.

3. Proposal

In section 2, it was shown that there are different approaches for how to provide RSVP functionality in the UE. Especially the cases where the MT needs to support RSVP are highly questionable. The third case presents a possible solution for providing access independence to applications, but it is also not possible to mandate this case. Hence, it is proposed that the UE is seen as a "black box" regarding RSVP functionality and that the split between TE and MT is left to the implementation.

