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Introduction

The current architecture within 23.060 clause 12.3.2 that discusses the sub-functions of Subnetwork Dependent Convergence Functionality for GPRS specifies ITU-T Recommendation V.42bis as the default data compression algorithm.  In Feb 2000 the ITU-T agreed to replace V.42bis as the preferred algorithm and create Recommendation V.44 to be determined in June 2000, with final approval in Nov 2000.  The LZJH data compression algorithm is the basis of V.44 and achieves superior performance to V.42bis.  Annex B of the recommendation defines the operation of V.44 in packet networks.  In a packet network, such as GRPS, V.44 Annex B will provide superior compression ratios and superior execution times than V.42bis.
Proposal

This contribuition proposes that the R2000 architecture be changed to make the default and preferred data compression algorithm for SNDCP be V.44 Annex B.  In conjunction with this proposal, the possibily of changing GSM 04.65, which describes the method by which V.42bis operates in GRPS, to conform to the operation of V.44 Annex B should be investigated.

Justification for Change

The data compression algorithm described in Recommendation V.44 (LZJH) achieves substantially better compression ratios than the algorithm described in V.42bis (LZW), although the LZJH is similar to, and a superset of LZW.  As shown in Figure 1, V.44 achieves up to 100% or better compression ratios than V.42bis compressing HTML files.  V.44 is a very fast algorithm and requires fewer MIPs than V.42bis or any LZ77 derivative in a packet network environment.

The V.42bis Recommendation is targeted towards a modem environment where a continuous stream of unframed data is transferred between modem peers using a guaranteed link.  The implementation of V.42bis in packet networks is not optimal, especially for a network switch or a hub that has point-to-point links with many user terminals.  A switch or hub, supporting V.42bis, must maintain a separate encoder and decoder dictionary and context for each point-to-point link that is supported.  This requires extensive CPU, memory resources, and complexity which discourages the use of data compression within 3G networks.

The primary focus of the V.44 Recommendation is also a modem environment; however, there are specific provisions for V.44 operation in packet networks.  Annex B of V.44 describes two methods of operation in packet networks:

1. Packet method (clause B.1) in which each transport layer packet (IP, frame relay, GPRS N-PDU, etc) is compressed individually such that each stands on its own and can be correctly decompressed even if some packets are lost.  This method does not require and guaranteed link and allows a network switch or hub to have a single instance of V.44 encoder and decoder dictionaries and context for all supported point-to-point links.  The V.44 encoder or decoder dictionary is re-initialised between each packet.  Unlike V.42bis and LZ77 derivatives, re-initialisation of V.44 dictionaries is trivial and requires very few MIPs.  

2. Multi-packet method (clause B.2) in which several packets or portions of packets are compressed as a continuation.  This method is very similar to V.44 operation in the modem environment and requires a guaranteed link to insure delivery of all packets.  This method requires a network switch or hub to have a separate instance of encoder and decoder dictionary and context for each point-to-point link supported.

Due to the complexity and memory requirements of multi-packet method, network developers may use packet method even when using guaranteed links because of its relative simplicity.

Proposed V.44 Operation in 3G

The LZJH (i.e. V.44) data compression algorithm was initially designed for a packet network and is ideal for that environment.  It has been operating in 200,000+ Hughes Network Systems VSAT satellite terminals world wide for the past 3 years.  In a packet network environment, compressing packets individually (as described in packet method above), it achieves superior compression ratios and execution speeds compared to any of the widely known algorithms (V.42bis, LZS, or other LZ77 derivatives).  As shown in Figure 2, V.44 achieves superior compression ratios compared to V.42bis or LZS compressing packets individually.  V.44 in packet method gets better compression ratios on HTML files than V.42bis does compressing a continual stream of data when both use the same dictionary size. 

Thus, GRPS using Recommendation V.44 Annex B, packet method can achieve better compression ratios on Internet traffic than is currently being achieved by V.42bis, with considerably less complexity.  It is proposed that V.44 packet method becomes the default data compression for 3G networks including GPRS.
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ANNEX B

Operation of V.44 in Packet Networks

The operation of V.44 in packet networks differs from its operation in modems, primarily because a network terminal has knowledge of packet boundaries, including the delineation between header and data. A network terminal can identify a complete transport-layer packet and process it as a unit, whereas a modem processes a continuous stream of unframed data.

This annex describes two methods of compressing packetised data: the packet method, in which each packet is processed separately; and a multi-packet method, in which several packets, or portions of packets, are processed as continuation. The multi-packet method requires the guaranteed delivery of all packets. The primary method of operation of V.44, described in the main body of this Recommendation, is referred to as the “stream method”.

In this Annex, the term “packet” is used to refer to a transport-layer packet, IP packet, frame, block, N-PDU, etc. The term “packet network” is used to describe any network that handles packets; examples are IP, Frame Relay, etc. The term “segment” is used to describe a portion of a packet that has been segmented to allow for transmission over a link. 

Important features of data compression in packet networks include:

· Typically, data compression is performed only on the data portion of a packet; if the header is compressed, it is typically via another method.

· Packets are compressed and transmitted as a unit. Thus, a flush is performed after the last data byte of the original packet has passed into the encoder to complete compression and transmit the entire packet.

· Data compression parameter negotiation is not necessary, the default for packet networks is V.44 packet method described in § B.1.  If necessary, negotiation of data compression and related parameters takes place outside V.44 prior to data transfer. The manner by which negotiation takes place may be through XID or other protocol message exchange.

· If V.44 is negotiated between data compression peers (i.e., using XID), the P, M, and T bits of the V.44 capability parameter are used to indicate which options of V.44 packet method are supported. See Table A.1.

· Typically, a bit (or some other indication) in the packet, link, or protocol header is used to indicate whether or not the packet is compressed. Thus, if the data expand due to the compression algorithm, the original data are transmitted. 

· In packet networks, V.44 transparent mode is optional and not typically supported. Both peers must indicate support of transparent mode in the V.44 capability parameter in order that it be used; support is indicated by setting the T bit to ‘1’. See Table A.1.

The possibility of indicating compressed data/original data within the data stream itself is for further study.

B.1 Packet method operation of V.44

Packet method is the default for V.44 operation in packet networks.  Negotiation between the data compression peers is not necessary using packet method.   The default values for packet method are listed in § B.1.1.

Packet method operation must be used in networks in which packets or segments are transmitted using unacknowledged mode, without guaranteed delivery. In such a case, since a previous packet may not have been received, the packet method does not rely on information in previous packets for compression and de-compression of any individual packet. The packet method may also be preferred even if delivery is guaranteed, because of its simplicity compared to the multi-packet method. The packet method allows a network hub or packet switch supporting numerous links to use a single instance of LZJH encoder and decoder dictionaries and context to support all links, since each packet is processed separately.

If V.44 is negotiated between data compression peers, support of packet method is indicated in the V.44 capability parameter by setting the P bit to ‘1’ and the M bit to ‘0’.

Specific differences between V.44 packet method and V.44 stream method include:

· Packets are compressed and transmitted as a unit.  The encoder transfers a FLUSH control code.

· Between packets, the encoder and decoder dictionaries are re-initialised.  Re-initialisation is performed by the control function or is built into the algorithm itself, the encoder does not transfer a RINIT control code.

· Memory for the encoder and decoder history is not allocated.The uncompressed data in the packet being encoded serves as the encoder history; and the de-compressed data placed into an output buffer by the decoder serves as the decoder history.

· When the last codeword has been created (the node-tree filled), the string-matching and string-extension activities continue (i.e. the algorithm operates normally), but no additional codewords are created. Thus, string-extension lengths are transferred, but the string extensions are not used to define additional string-segments in the node-tree or new strings in the string collection.

· The maximum number of codewords default is set to1024 unless otherwise negotiated. For a 1450-byte packet, 1024 codewords should be adequate if the data are compressing well. If the data are not compressing well, increasing the number of codewords beyond 1024 probably will not improve compression significantly.

· The maximum string length default is set to 255 unless otherwise negotiated.

B.1.1 Packet method default values

If there is no data compression parameter negotiation between devices within a packet network, V.44 operates in packet method with the following default parameter values:

P0 – both directions;

P1T – 1024 codewords;

P1R – 1024 codewords;

P2T – 255 maximum string length;

P2R – 255 maximum string length;

P3T – not applicable;

P3R – not applicable.

B.2 Multi-packet method of operation of V.44

At the cost of additional complexity and memory, the multi-packet method can provide better compression performance than packet method. It can only be used in a packet network in which packets or segments are transmitted using acknowledged mode with guaranteed delivery. Multi-packet method operation places a burden of complexity and memory on a network hub or packet switch that supports numerous point-to-point links with terminals or other user devices, since each point-to-point link using multi-packet method requires an individual instance of encoder and decoder dictionaries and context. 

If V.44 is negotiated between data compression peers, support of the multi-packet method is indicated in the V.44 capability parameter by setting the P bit to ‘0’ and the M bit to ‘1’.  Note that if one of the peers indicates multi-packet method and the other indicates packet method, then packet method is used.

Multi-packet method is very similar to V.44 stream method but there are some minor differences as follows:

· Packets are compressed and transmitted as a unit. The encoder transfers a FLUSH control code.

· The history must be larger than the maximum packet length. The history length default is set to 3072 unless otherwise negotiated or pre-set. 

· Prior to or during encoding, the data to be compressed is copied from the packet into the next available positions of the encoder history, up to the limit of the history length.  If the history becomes full in the middle of a packet, the dictionary is re-initialised, a RINIT control code is transferred, and then remainder of the data from the packet is copied to the history and compressed.

· When the last codeword has been created (the node-tree is full)the encoder dictionary is re-initialised and a RINIT  control code is transferred t, even if in the middle of a packet. This subsequently causes the decoder dictionary to re-initialise.

· The maximum number of codewords default is set to 1024 unless otherwise negotiated.

· The maximum string length default is set to 255 unless otherwise negotiated.

Figure � SEQ Figure \* ARABIC �1�: Compression Ratio for modem environment (V.42bis and V.44)
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Figure � SEQ Figure \* ARABIC �2�: Compression Ratio for packet networks (V.42bis, LZS, and V.44)
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