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1. Discussion
The solution #5 in clause 7.5 specifies how a UE that supports NAS over non-3GPP access can perform access network selection, i.e. (a) how the UE can select a trusted non-3GPP access, (b) how the UE can select a PLMN to connect to via the trusted non-3GPP access, and (c) how the UE can select either "S2a connectivity" or "5G connectivity" for connecting to this PLMN.

A similar solution is needed for UEs not supporting NAS over WLAN access. More specifically, a solution is need that specifies how a UE that does not support NAS over WLAN access (aka "Non-5G-capable over WLAN" UE) (a) can select a WLAN access network, (b) can select a 5G PLMN "behind" the WLAN, and (c) can optionally select a network slice in this 5G PLMN. This "access network selection" problem is schematically illustrated in Fig. 1-1.
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Fig. 1-1

For performing "access network selection", as defined above, the UE should be able to: 

-
determine which of the available WLANs support "5G connectivity without NAS", i.e. which WLANs deploy a Trusted WLAN Interworking Function (TWIF);

-
determine the 5G PLMNs to which a WLAN supports "5G connectivity without NAS"; and

-
optionally, determine the network slices in a 5G PLMN with which "5G connectivity without NAS" is supported.

In the example scenario shown in Fig. 1-1, the UE must be able to determine that: 

-
the WLAN access network 1 is able to support "5G connectivity without NAS" to (say) network slice A and network slice B in the 5G PLMN-a;
-
the WLAN access network 2 is able to support "5G connectivity without NAS" to (say) network slice C in the 5G PLMN-d; and
-
the WLAN access network 3 is able to support "5G connectivity without NAS" to (say) network slice D in the 5G PLMN-d.

After that, the UE should be able to:

-
select a 5G PLMN and a network slice in this PLMN; and

-
establish a data connection via the selected network slice in the selected 5G PLMN, without using the NAS protocol. 

In the example scenario shown in Fig. 1-1, the UE has connected to WLAN access network 2 and has established a data connection (depicted in red colour) to a data network (e.g. IMS) via the network slice C in PLMN-d. This data connection has been established without using the NAS protocol. 
2 Solution Proposal

The solution specified in the changes below enables a "non-5G-capable over WLAN" UE to perform the access network selection procedure outlined in the previous clause. 

* * * Start of Changes * * * 

7.6
Solution #6: Access Network Selection for UEs not supporting NAS

7.6.1
General

This clause specifies the procedure executed by a UE, which does not support the NAS protocol over WLAN access (aka "Non-5G-capable over WLAN" UE), in order to (a) select a 5G PLMN network, and (b) select a WLAN access network that can provide 5G connectivity-without-NAS to the selected 5G PLMN. This procedure is called "access network selection" procedure.
An example deployment scenario is schematically illustrated in Figure 7.6.1-1. In this scenario, the "Non-5G-capable over WLAN" UE has discovered 4 WLAN access networks. These WLANs advertise information about the 3GPP networks they interwork with, e.g., by using the ANQP protocol, as defined in the HS2.0 specification. Each WLAN may support "S2a connectivity" to one or more PLMNs, and/or "5G connectivity" to one or more PLMNs, and/or "5G connectivity without NAS" to one or more PLMNs. The UE needs to select a WLAN access network that supports "5G connectivity without NAS" to one or more PLMNs, and a PLMN to connect to without using the NAS protocol.
Each trusted WLAN may advertise one or more of the following PLMN lists:

1)
A PLMN List-1, which includes PLMNs with which "AAA connectivity" is supported. A WLAN supports "AAA connectivity" with a PLMN when it deploys an AAA function that can connect with a 3GPP AAA Server/Proxy in this PLMN, via an STa interface (trusted WLAN to EPC), or via an SWa interface (untrusted WLAN to EPC); see TS 23.402.

2)
A PLMN List-2, which includes PLMNs with which "S2a connectivity" is supported. A WLAN supports "S2a connectivity" with a PLMN when it deploys a TWAG function that can connect with a PGW in this PLMN, via an S2a interface; see TS 23.402, clause 16.

3)
A PLMN List-3, which includes PLMNs with which "5G connectivity" is supported. A WLAN supports "5G connectivity" with a PLMN when it deploys a TNGF function that can connect with an AMF function and an UPF function in this PLMN via N2 and N3 interfaces, respectively; see clause 7.1 in this document.
4)
A PLMN List-4, which includes PLMNs with which "5G connectivity without NAS" is supported. A WLAN supports "5G connectivity without NAS" with a PLMN when it deploys a TWIF function that can connect with an AMF function and an UPF function in this PLMN via N2 and N3 interfaces, respectively; see clause 7.3 and clause 7.4.
When the UE sends a query (e.g. an ANQP query) to a WLAN requesting "3GPP Cellular Network" information, the WLAN replies with a response containing a "3GPP Cellular Network" information element containing the PLMN List-1, and/or the PLMN List-2, and/or the PLMN List-3, and/or the PLMN List-4. Note that the PLMN List-1 and the PLMN List-2 are already supported in the EPS specifications (see e.g. TS 23.402 and TS 24.302). The PLMN List-3 is defined in clause 7.5 and the PLMN List-4 is a list used to advertise 5G PLMNs with which the WLAN can establish connectivity without the NAS protocol.
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Fig. 7.6.1-1

7.6.2
Access Network Selection Procedure

This clause specifies the steps executed by a "Non-5G-capable over WLAN" UE when the UE wants to establish a data connection to a Data Network (DN), via a trusted WLAN access and via a 5G PLMN. Note that the UE executes these steps before connecting to a WLAN access network. 
The steps executed by a "Non-5G-capable over WLAN" UE are described below. These steps are very similar to the corresponding steps executed by a UE that supports NAS; see clause 7.5.2.
Step 1: The UE constructs a list of available PLMNs. This list contains the PLMNs included in the PLMN List-4 advertised by all discovered WLAN access networks.

a.
In the example shown in Figure 7.6.1-1, the list of available PLMNs may include:

-
PLMN-a

-
PLMN-d

 Step 2: The UE selects a PLMN that is included in the list of available PLMNs as follows. In the example scenario shown in Fig. 7.6.1-1, the UE may select PLMN-d.
a.
If the UE is connected to a PLMN via 3GPP access and this PLMN is included in the list of available PLMNs, the UE selects this PLMN.
b.
Otherwise (the UE is not connected to a PLMN via 3GPP access, or the UE is connected to a PLMN via 3GPP access but this PLMN is not in the list of available PLMNs):

i)
If the UE determines to be located in its home country, then:
-
The UE selects the HPLMN if the UE has a USIM or a pre-configured PLMN, if included in the list of available PLMNs. Otherwise, the UE selects an E-HPLMN (Equivalent HPLMN), if an E-HPLMN is included in the list of available PLMNs. If the list of available PLMNs does not include the HPLMN and does not include an E-HPLMN, the UE stops the access network selection procedure.
ii)
If the UE determines to be located in its visited country, then:
-
The UE determines if it is mandatory to select a PLMN in the visited country, as follows:
-
If the UE has IP connectivity (e.g. the UE is connected via 3GPP access), the UE sends a DNS query and receives a DNS response that indicates if a PLMN must be selected in the visited country. The DNS response includes a lifetime that denotes how long the DNS response can be cached.
-
If the UE has no IP connectivity (e.g. the UE is not connected via 3GPP access), then the UE may use a cached DNS response that was received in the past, or may use local configuration that indicates which visited countries mandate a PLMN selection in the visited country.
-
If the UE determines that it is not mandatory to select a PLMN in the visited country, and the HPLMN or an E-HPLMN is included in the list of available PLMNs, then the UE selects the HPLMN or an E-HPLMN, whichever is included in the list of available PLMNs.
-
Otherwise, the UE selects a PLMN in the visited country by considering a pre-configured list of PLMNs in priority order. If the UE has a USIM, this list shall be the Operator Controlled PLMN Selector list. The UE selects the highest priority PLMN in the pre-configured list that is also included in the list of available PLMNs.
-
If the list of available PLMNs does not include a PLMN that is also included in the pre-configured list, the UE either stops the access network selection procedure, or may select a PLMN based on UE implementation means.
Step 3: Finally, the UE selects a WLAN access network (e.g. an SSID) to connect to, as follows:
a.
The UE puts the available WLAN access networks in priority order. The UE constructs this prioritized list by using the WLANSP rules (if they have been received via 3GPP access), or any other UE implementation specific means.
b.
From the prioritized list of WLAN access networks, the UE selects the highest priority WLAN access network that supports "5G connectivity without NAS" to the PLMN selected in step 2.
c.
In the example shown in Figure 7.6.1-1, if the UE selected PLMN-d in step 2, then the UE would select the either the WLAN access network 2, or the WLAN access network 3.
After the UE completes the above access network selection procedure, the UE initiates the establishment of the desired data connection by associating with the selected WLAN and by sending an EAP-Response/Identity message. The Network Address Identifier (NAI) provided by the UE indicates that the UE wants "5G connectivity without NAS" towards a specific PLMN. For example, with NAI=<username>@nai.5gc-nn.mnc123.mcc45.3gppnetwork.org, the UE indicates that it wants "5G connectivity without NAS" (5gc-nn) to the PLMN with MCC=45 and MNC=123. 
* * * Next Change * * * 

8.1
Interim Conclusions on Trusted Non-3GPP Access

The following list summarizes the interim conclusions regarding the support of trusted non-3GPP access:

-
The 5GC registration over trusted non-3GPP access (as required by Key Issue #1 in clause 5.3.1) will be based on the procedure specified in clause 7.1.3.3.

-
Over the NWt reference point between the UE and TNGF, the IKEv2/IPsec protocols will be used, as specified in clause 7.1.3.4.2, "Option 1: IKEv2 and IPsec with NULL Encryption". SA WG3 will specify all security details, including whether NULL encryption is sufficient and what type of security protection is generally required for NAS transport and User Plane transport between the UE and the TNGF.
-
A UE that does not support NAS over WLAN access shall select a 5G PLMN and a WLAN access network to connect to this 5G PLMN, as specified in clause 7.6.
* * * End of Changes * * * 
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