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Abstract of the contribution: Discussion on how NPN signaling and QoS flows can be mapped to QoS flows in PLMN carrier PDU session.
1
Discussion
For the sake of convenience, this discussion mainly uses the architecture for accessing NPN via PLMN, as shown in Figure 6.20.1-2, but obviously it should also apply to the other architecture for accessing PLMN via NPN.
In this architecture, NPN control plane signaling and data flows are carried by a PDU session in PLMN, which provides the IP connectivity to the N3IWF in NPN and can be called “PLMN carrier PDU session”. We have various virtual paths or “pipes” in this architecture:

· NPN NAS signaling connection between the UE and the NPN AMF;
· NPN PDU session between the UE and the NPN UPF;

· NPN QoS flows within the NPN PDU sessions;

· IPSec SA between the UE and NPN N3IWF for NPN NAS signaling;

· IPSec child SAs between the UE and the NPN N3IWF for NPN QoS flows;

· PLMN carrier PDU session between the UE and the PLMN UPF;

· PLMN QoS flows within the PLMN carrier PDU session;

The relationship between these vitural paths/pipes is shown in the figure below (the PLMN QoS flows are not shown in the figure).
NPN NAS control plane signaling and NPN QoS flows are supposed to be contained in certain PLMN QoS flows to be sent over the PLMN carrier PDU session. Traditional QoS rules may not be used to determine the PLMN QFIs for the NPN signaling and NPN QoS flows thus new solutions are needed.

[image: image1.emf]PLMN

UPF

UE

NPN

N3IWF

NPN

UPF

NPN

AMF

PLMN NPN

PLMN carrier PDU Session

NPN PDU Session

Signalling IPSec SA

Child IPSec SA 1 (for UP)

NPN QoS flow 1

Child IPSec SA 2 (for UP)

NPN QoS flow 2

NPN NAS connection


Figure 1

The following solutions may be considered:

a) A default PLMN QoS flow with pre-determined QFI is used for all NPN traffic, without differentiating between NPN signaling and various NPN QoS flows. This is the simplest solution.

b) Two default QoS flows may be used, one for NPN signaling and the other for all NPN data traffic (without differentiating between NPN QoS flows).
c) A default QoS flow is used for NPN signaling, and the NPN QoS flows are mapped to different PLMN QoS flows based on a mapping configuration provided by the network or locally configured. However, the PLMN network may not always be able to configure such a mapping, e.g. when non-standardized QFIs are used in NPN.
Based on the above discussion, we propose to capture this issue and potential solutions in Solution#20.
2
Proposal

It is proposed to adopt the following changes to Solution#20 in TR 23.734.
* * * * First Change * * * *
6.20
Solution #20: Supporting service continuity between Public PLMN and non-public network via an N3IWF-like gateway 
6.20.1
Description
The solution addresses Key Issue #6.

Assumptions:

-
The UE is configured with non-public network credentials by the non-public network with mechanisms outside the scope of this solution. 

-
The UE is configured with PLMN credentials for access to PLMN services by the PLMN

-
UE is authorized to use both Public PLMN and non-public network
The solution is based on the following concepts:

-
The NPN is assumed to be based on the 5GS architecture
-
The PLMN and the non-public network deploy N3IWF functionality and configure the UE to discover the respective N3IWFs
-
The UE discovers the PLMN or non-public network N3IWF based on the configured information

-
The non-public network may configure the UE with an IP address or FQDN of the Non-public network N3IWF, and the N3IWF selection configuration defined for the 5GS is not required

-
The PLMN configures the UE to discover the PLMN N3IWF based on 5GS mechanisms. e.g., for an N3IWF to be used for access from non-public networks, the configuration may be simply an IP address or FQDN.

NOTE:
Whether a PLMN deploys separate N3IWF for access via non-public networks and non-3GPP access is a deployment decision.
-
For access to PLMN services via a non-public network, the UE obtains IP connectivity via the non-public network, discovers an N3IWF provided by the PLMN, and establishes connectivity to the PLMN via the N3IWF.

-
In this way, the UE is registered at the same time with both the non-public network and the PLMN, including the scenario when NR is deployed in both the PLMN and the non-public network.
-
PLMN signaling and QoS flows are mapped to NPN QoS flows based on local or network-provided configuration. For example, PLMN signaling may use a default NPN QoS flow and all PLMN data traffic may use another default NPN QoS flow.
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Figure 6.20.1-1: Access to PLMN services via non-public network

-
Similarly, for access to non-public network services via a PLMN, the UE obtains IP connectivity via the PLMN, discovers an N3IWF provided by the non-public network, and establishes connectivity to the non-public network via the N3IWF

-
In this way, the UE is registered at the same time with both the PLMN and the non-public network, including the scenario when NR is deployed in both the PLMN and the non-public network
-
The interface between the Data network and the NPN N3IWF is IP connectivity
-
NPN signaling and QoS flows are mapped to PLMN QoS flows based on local or network-provided configuration. For example, NPN signaling may use a default PLMN QoS flow and all NPN data traffic may use another default PLMN QoS flow.
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Figure 6.20.1-2: Access to non-public network services via a PLMN
6.20.2
Procedures

6.20.2.1
Access to PLMN Services via non-public networks
It is proposed to enable a UE to obtain 5GC services offered by an PLMN via Non-Public Network.  The UE can first obtain IP connectivity by registering with the non-public network. Then it obtains connectivity to the 5GC in the PLMN via an N3IWF. The Non-public network deploys a 3GPP RAT, though it is not considered a public PLMN. The UE performs PLMN selection as part of the N3IWF discovery as defined for untrusted non-3GPP access.
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Figure 6.20.2.1-1: Registration to 5GC for MNO PLMN services over non-public network via N3IWF
In order to register to public PLMN services via the non-public network:

1.
The UE discovers, selects and connects to a non-public network using non-public network credentials. The UE obtains IP connectivity.
2.
The UE is provisioned with public PLMN policies for N3IWF selection and discovers an N3IWF using the mechanisms defined for untrusted non-3GPP access.
3.
The UE registers with the 5G core network via N3IWF using the public PLMN credentials and using the registration procedure for untrusted non-3GPP access.

4.
The UE establishes PDU session(s) with the public PLMN's 5GC (or triggers the handover to the N3IWF as described in cluse 6.X.2.3).

6.20.2.2
Access to non-public network services via PLMN

It is proposed to enable a UE to obtain 5GC services offered by a Non-Public Network via a PLMN. The UE can first obtain IP connectivity by registering with the PLMN. Then it obtains connectivity to the 5GC in the Non-Public Network via an N3IWF. The UE is configured by the non-public network to discover an N3IWF (e.g. configured IP address(es), configured FQDN, etc.), without requiring an N3IWF selection mechanism similar to the one defined for 5GS. 
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Figure 6.20.2.2-1: Establishing connectivity to non-public network via 5GC Public PLMN services. 
In order to register to non-public network services via the public PLMN:

1.
The UE discovers, selects and connects to a PLMN using the public credentials. The UE obtains IP connectivity.

2.
The UE is configured by the non-public network for N3IWF selection and discovers an N3IWF using the configured information.

3.
The UE registers with the non-public network via the non-public network N3IWF using the non-public credentials and using the registration procedure for untrusted non-3GPP access.

4.
The UE establishes PDU session(s) with the non-public network (or triggers the handover to the N3IWF as described in clause 6.X.2.3).

6.20.2.3
Service continuity between non-public networks and PLMN

Service continuity is achieved by having a UE perform a PDU Session(s) handover from one network to another. Note that in both cases described above, the UE is registered in both the PLMN and the non-public network (via the PLMN N3IWF when the UE is connected to the non-public network, and via the non-public network N3IWF when the UE is connected via the PLMN 3GPP RAN), and both networks have a context for the UE even though a single radio is used. This allows the UE to remain registered in both networks even if the UE is accessing the services of a single network and using the other one to provide IP connectivity.

In particular:

-
for services provided by the non-public network when the UE is connected to the PLMN via the 3GPP RAN,  the PDU sessions of the non-public network are handed over from the non-public network N3IWF to the non-public network access as described in figure 6.20.2.3-1

-
for services provided by the PLMN when the UE is connected to the Non-Public Network via the 3GPP RAN (e.g. IMS voice), PDU sessions established in the PLMN are handed over from the PLMN N3IWF to the PLMN 3GPP RAN as described in figure 6.20.2.3-2

-
both may happen in parallel. When moving from PLMN 3GPP RAN to non-public network 3GPP RAN, non-public PDU sessions are handed over from non-public network N3IWF to the non-public network 3GPP RAN, and PLMN PDU sessions are handed over from the PLMN 3GPP RAN to a PLMN N3IWF connected via the non-public network 3GPP RAN. When moving from Non-Public Network 3GPP RAN to PLMN 3GPP RAN, PLMN PDU sessions are handed over from PLMN N3IWF to the PLMN 3GPP RAN, and Non-Public Network PDU sessions are handed over from the Non-Public Network 3GPP RAN to a NPN N3IWF connected over a PLMN 3GPP RAN.

NOTE 1:
The following assumes a single radio UE. Potential optimizations for UEs that can operate on two radios are not considered in the description.
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Figure 6.20.2.3-1: PDU session mobility from PLMN 3GPP access to Non-public network 3GPP access for access to non-public network services
PDU session mobility from PLMN 3GPP access to Non-public network 3GPP access for access to non-public network services takes place as follows:

0.
The UE has a PLMN PDU Session in use to support the Nwu towards the NPN N3IWF and to support NPN PDU Session(s). The UE may also have other PLMN PDU Sessions. The UE is registered both with the PLMN via the PLMN 3GPP access and the NPN via the NPN N3IWF.

1.
The UE detects the need to move to the NPN 3GPP access.

2.
The UE performs a mobility registration to the NPN over the NPN 3GPP access with the 5G GUTI the UE was given when registering with the NPN N3IWF and triggers mobility of NPN PDU sessions to NPN 3GPP access (from NPN N3IWF). 

NOTE 2:
The Nwu between the UE and the NPN N3IWF may be maintained until expiration and not explicitely turned down.

3.
If the UE has PLMN PDU sessions that require continuity, the UE performs block A of Figure 6.X.2.1-1 (i.e. discovers a PLMN N3IWF, triggers registration with the PLMN N3IWF using the PLMN 5G GUTI provided when it registered with the PLMN, and triggers mobility of the PLMN PDU sessions from the PLMN 3GPP access to the PLMN N3IWF.

NOTE 3:
The UE may need to establish a dedicated NPN PDU session for the Nwu to the PLMN N3IWF. 

Editor's note:
It is FFS whether optimizations to establish an Nwu between the UE and a PLMN N3IWF while the UE is connected to the PLMN 3GPP access, or to maintain it while the UE is connected to the NPN 3GPP access, are needed in order to speed up the PLMN PDU sessions mobility when the UE moves between the PLMN 3GPP access and the NPN 3GPP access.
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Figure 6.20.2.3-2: PDU session mobility from non-public network 3GPP access to PLMN 3GPP access for access to PLMN network services
PDU session mobility from non-public network 3GPP access to PLMN 3GPP access for access to PLMN network services takes place as follows:

0.
The UE has an NPN PDU Session over the NPN 3GPP access in use to support the Nwu towards the PLMN N3IWF and to support PLMN PDU Session(s). The UE may also have other NPN PDU Sessions. The UE is registered both with the NPN via the NPN 3GPP access and the PLMN via the PLMN N3IWF.

1.
The UE detects the need to move to the PLMN 3GPP access.

2.
The UE performs a mobility registration to the PLMN over the PLMN 3GPP access with the 5G GUTI the UE was given when registering with the PLMN N3IWF over the NPN 3GPP access, and triggers mobility of PLMN PDU sessions to PLMN 3GPP access (from PLMN N3IWF).

NOTE 4:
The Nwu between the UE and the PLMN N3IWF may be maintained until expiration and not explicitely turned down.

3.
If the UE has NPN PDU sessions that require continuity, the UE performs block B of Figure 6.X.2.2-1 (i.e. discovers an NPN N3IWF, triggers registration with the NPN N3IWF using the 5G GUTI provided when it registered with the NPN, and triggers mobility of the NPN PDU sessions from the NPN 3GPP access to the NPN N3IWF.

NOTE 5:
The UE may need to establish a dedicated PLMN PDU session for the Nwu to the NPN N3IWF. 

Editor's note:
It is FFS whether optimizations to establish an Nwu between the UE and a NPN N3IWF while the UE is connected to the NPN 3GPP access, or to maintain it while the UE is connected to the PLMN 3GPP access, are needed in order to speed up the NPN PDU sessions mobility when the UE moves between the PLMN 3GPP access and the NPN 3GPP access.
6.20.3
Impacts on Existing Nodes and Functionality
Editor's note:
This clause captures impacts on existing 3GPP nodes and functional elements.

6.20.4
Solution Evaluation

Editor's note:
This clause provides an evaluation of this solution.
* * * * End of Change * * * *
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