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Introduction

This paper proposes updates to solution 18 to cover solution evaluation and impacts

Proposal

It is proposed to update TR 23.716 as follows
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6.18
Solution#18 Mobility Restrictions to support W-5GAN use cases

6.18.1 Description

This solution applies to key issue #13. 

6.18.1.1
Overall description

This solution is based on the rel-15 Mobility Restriction features (Service Area Restrictions and Forbidden Area restrictions).

The existing features for Service Area Restrictions and Forbidden Area can be re-used also for 5WWC, with enhancements to better cater for 5WWC deployments and use cases. 

6.18.1.2
Service Area Restrictions

The current Service Area restrictions feature allows the operator to define areas in which the RG may or may not initiate communication with the network. An Allowed Area may be defined, in which the RG is permitted to initiate communication with the network. Alternatively, a Non-Allowed Area can be defined in which an RG is not allowed to initiate Service Request or SM signalling to obtain user service.

When in a Non-Allowed Area (or outside an Allowed Area), the RG is allowed to register but not receive any services (except emergency services).

The solution is re-using the Service Area Restrictions in rel-15 with the following enhancements:

-
Type of location information in the Allowed Area and Non-Allowed Area: The current Allowed / Non-Allowed Area is based on lists of Tracking Area(s). The Allowed Area may also be limited by a maximum allowed number of tracking areas which can be suitable e.g. for cases where the exact location of the RG is not known beforehand but it is desired to limit the mobility of the RG. This type of location information is suitable for the case when a 5G-RG is connected via NG-RAN. However, when a 5G-RG is connected over wireline access some other location ID such as Line ID is required. An Allowed / Non-Allowed Area containing Line ID(s) is however only managed in the network and not sent to the UE (as the UE is not aware of the Line ID). 

6.18.1.3
Forbidden Area

The Forbidden Area mechanism described in TS 23.501 [2] is a feature where the UE, when inside a Forbidden Area, is based on subscription not permitted to initiate any communication with the network for this PLMN. The UE is thus not even allowed to Register to the network when inside a Forbidden Area. 

The solution is re-using the Forbidden Area solution in rel-15 with the following enhancements:

-
Type of location information in the Forbidden Area: The current Forbidden Area is based on forbidden Tracking Area(s). This type of location information is suitable for the case when a 5G-RG is connected via NG-RAN access. However, when a 5G-RG is connected over wireline access some other location ID such as Line ID is required.  

-
Encoding of Forbidden Area: In the current rel-15 solution, the Forbidden Area is provided from UDM to AMF as a list of forbidden TAs. However, with 5WWC use cases it may be that the forbidden area is large and the 5G-RG is only allowed to register in a small area, e.g. the subscriber's home and possible some additional locations. The encoding of Forbidden Area from UDM to AMF should thus be enhanced to allow an efficient encoding for the case all TAs except a few TAs are forbidden ("white list" instead of "black list"). Also, the Handover Restriction List sent from AMF to RAN would need similar capabilities. 

6.18.1.4
Aspects that are re-used

The solution proposes that Service Area Restrictions and Forbidden Area restrictions can be applied mostly as is to 5WWC use cases. Below some specific topics are discussed, including motivation for how it is applied to 5WWC use cases.

-
Granularity of Forbidden Area and Allowed / Non-Allowed Areas: For NG-RAN, the granularity is currently based on TA, e.g. for Fixed Wireless Access (FWA) use cases, and this solution maintains that granularity. 

-
Creation of the forbidden area list in the UE (5G-RG) for the Forbidden Area feature: According to the NAS specification (TS 24.501 [YY]) the UE builds the list of forbidden TAs dynamically based on registration rejects with certain cause codes (e.g., "tracking area not allowed"). It is not proposed to change this principle. 

-
Erasing the forbidden area list and Allowed / Non-Allowed Areas in the UE (5G-RG): According to the NAS specification (TS 24.501 [YY]) the UE shall erase the list of forbidden TAs as well as Allowed / Non-Allowed Areas when the UE is switched off, the UICC containing the USIM is removed, and periodically (with a period in the range 12 to 24 hours). For a 5G-RG it is reasonable that the areas are erased e.g. at power off and UICC change, in order for the UE to update the list e.g. in case subscription has changed (e.g. if the user brings the RG to a friend's house while at the same time upgrading the subscription to allow a new location). 

6.18.2
Impacts on Existing Functions

The Registration and mobility procedures are re-used as is. The only impact is the enhancements of certain information elements as described above. In particular:
For Service Area Restrictions applied to WWC use cases:
-
To support wireline access, the type of location information in the Allowed Area and Non-Allowed Area IEs stored in UDM and provided to AMF is enhanced to support also Allowed Area and Non-Allowed Area to contain Line ID(s). Also the PCF and corresponding interactions with AMF are enhanced to handle Service Area Restrictions containing Line ID(s). 
- 
AMF enhanced to enforce Service Area restrictions based on Line ID when 5G-RG is using wireline access. 
NOTE: 
Since Allowed Area and Non-Allowed Area is not provided to the UE/5G-RG there is no impact to the NAS protocol. 
For Forbidden Area applied to WWC use cases:

- 
To support wireline access, the type of location information in the Forbidden Area IEs stored in UDM and provided to AMF is enhanced to support also Allowed Area and Non-Allowed Area to contain Line ID(s). The AMF is enhanced to enforce Forbidden Area based on Line ID when 5G-RG is using wireline access. 

- 
Encoding of Forbidden Area sent from UDM to AMF is enhanced to allow also “white list”. For NG-RAN access, Handover Restriction List sent from AMF to RAN is enhanced to allow also “white list”.
6.18.4
Solution Evaluation


The solution is re-using mobility restriction defined in rel-15 (Service Area Restrictions and Forbidden Areas). Apart from minor impacts to the possible content of existing information elements there is no impact to the procedures. 
The solution does not define a separate area restriction solution just for 5WWC use cases and is thus in line with the goal to have common core functionality for multiple accesses. It thus allows a common handling of mobility restrictions across different usage scenarios (e.g. wireline-wireless convergence, FWA, MBB etc)
Particular aspects for the case the RG connects via wireline access:

The solution enables use of rel-15 mobility restriction features also when UE connects via wireline access. 
Particular aspects for the case the RG connects via NG-RAN access:

For the case of NG-RAN access, the solution re-uses Forbidden Area and Allowed / Non-Allowed Areas based on a list of Tracking Areas (for the case the RG is connected via NG-RAN). There are several benefits with keeping the granularity at TA level:

-
It minimizes impact on rel-15 systems as rel-15 mobility restriction can largely be re-used

-
Avoids RAN impacts (Having a more fine-grained area e.g. a granularity at Cell ID level to limit a 5G-RG to be used in one or a few cells, will also have RAN impact as it would need to be provided in the Handover Restriction List and RAN would need to study whether such increased granularity is feasible.) 

A drawback with TA level granularity is that TAs may be big. However, also cells may be big, ranging between macro cells with 1-20 km radius to high frequency small cells with e.g. 200m radius. A cell-level area definition would thus anyway not fulfil the wish to limit the RG to be used in one specific household in residential areas (multi-apartment buildings adds further challenges to this). Furthermore, it may also not be possible to limit an area to a single cell as even a stationary UE/RG may handover between cells due to dynamic radio conditions. In practice a cell-level based area may therefore need to contain multiple cells. A TA may contain e.g. 5-20 cells (which is common for EPS, not clear whether it will be common also for 5GS). Therefore, it seems that there is no fundamental improvement reached by using cell-level areas, only a potential reduction to a somewhat smaller area which does anyway not limit the usage of the RG to a single household. Also, if required, operators may configure smaller TAs in certain areas. The use of three octet TACs allows a larger number of TAs in 5GS compared to EPS. 

In conclusion, both cell-level and TA-level areas would restrict usage to a certain city or part of city. In order to be able to limit usage of a FWA RG to a single household, other techniques than cell level restriction allowing more exact positioning are needed (e.g. using UE location positioning).
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