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Abstract of the contribution: This contribution updates the solution #30 with defining the communication establishment between NEF and AF
1. Proposal
In this paper, it is proposed to establish the connection between AF and NEF. In order to establish the PDU Session for non-IP data transmission over NAS-SM via NEF, NEF needs to know some information from the AF, such as External Identifier or MSISDN, AF Identifier, NIDD Duration, T8 Destination Address, Requested Action, PDN Connection Establishment Option, and UDM needs to authorize the request from the AF. This paper removes below EN. 
Editor's note:
Details on the establishment of the communication between NEF and AF are FFS.

* * * Start of Changes * * * 

6.30
Solution 30: NEF based infrequent small data transfer via NAS-SM
6.30.4
Procedures

6.30.4.1
PDU Session Establishment (non-roaming)

It takes the PDU Session Establishment procedure as described in TS 23.502 [7], subclause 4.3.2.2.1 as the baseline.
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Figure 6.30.4.1-1: PDU Session Establishment enabling Data over NAS-SM via NEF (non-roaming)
1.
The UE sends a PDU session establishment request message as SM payload of a NAS transport message. The NAS transport message contains PDU session ID and a "Data transfer over NAS-SM preference" indication along with other regular information e.g. DNN, S-NSSAI, etc. if applicable.

2.
The AMF takes the received "Data transfer over NAS-SM requested" indication received from the UE into account to select an SMF that supports Data over NAS-SM if available for the requested DNN, and S-NSSAI if it applies. The AMF stores the association of the PDU Session ID and the selected SMF ID in the UE context.

3.
The AMF forwards the Data transfer over NAS-SM requested indication to the SMF by invoking Nsmf_PDUSession_CreateSMContext request including DNN, S-NSSAI, PDU Session ID. The SMF replies with an Nsmf_PDUSession_CreateSMContext Response.
4.
The SMF registers with the UDM and retrieves the Session Management Subscription data for the corresponding SUPI, DNN and S-NSSAI. If the subscription includes an Invoke NIDD API indication for the DNN and S-NSSAI indicated by UE, the SMF decides to transfer data to the DN via NEF. The SMF selects the NEF based on the UE subscription profile.

5.
The SMF configures the NEF for data transfer.

6.
The connection between AF and NEF is established. It can be previously established via NIDD Configuration procedure described in subclause 6.30.4.3. If not previously established, the NEF can either rejects the establishment of the connection or initiate a configuration procedure with the AF.


7.
The SMF sends a PDU Session Establishment Accept providing indication that Data Over NAS-SM is enabled for this PDU session without including the N2 SM container.

8.
The AMF forwards the NAS message to the UE.
* * * 2nd Changes * * * 

6.30.4.3
NIDD Configuration procedure
Figure 6.30.4.3-1 illustrates the procedure for configuring necessary information at NEF and UDM for data delivery via the NIDD API.
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Figure 6.30.4.3-1: NIDD configuration procedure
1.
The AF sends an NIDD Configuration Request (External Identifier or MSISDN, AF Identifier, NIDD Duration, T8 Destination Address) message to the NEF. T8 Destination Address is an optional parameter included by the AF to indicate that the non-IP data is to be delivered to an address different from the address of the requesting AF. The NEF assigns a TLTRI to the NIDD Configuration.
NOTE 1:
It is up to the AF to determine whether and if NIDD Duration can be set to never expire.

2.
The NEF stores the External Identifier or MSISDN, AF Identifier, T8 Destination Address, and NIDD Duration. If either the AF is not authorized to perform this request (e.g. based on policies, if the SLA does not allow for it) or the NIDD Configuration Request is malformed, the NEF performs step 6 and provides a Cause value appropriately indicating the error. Depending on the configuration, the NEF may change the NIDD Duration.

3.
The NEF sends an NIDD Authorization Request (External Identifier or MSISDN, S-NSSAI, DNN) message to the UDM to authorize the NIDD configuration request for the received External Identifier or MSISDN, and to receive necessary information for NIDD, if required.

NOTE 2:
The NEF uses the AF Identifier and External Identifier or MSISDN that was obtained in step 1 to determine what S-NSSAI and DNN will be used to enable transfer of non-IP data between the UE and the AF. This determination is based on local policies.

4.
The UDM examines the NIDD Authorization Request message, e.g. with regard to the existence of External Identifier or MSISDN and maps the External Identifier to SUPI and/or MSISDN. If this check fails, the UDM follows step 5 and provides a result indicating the reason for the failure condition to the NEF.

5.
The UDM sends an NIDD Authorization Response (SUPI and MSISDN or External Identifier, Result) message to the NEF to acknowledge acceptance of the NIDD Authorization Request. The SUPI and, if available, the MSISDN (when NIDD Configuration Request contains an External Identifier) or if available, External Identifier(s) (when NIDD Configuration Request contains an MSISDN) are returned by the UDM in this message. This allows the NEF to correlate the AF request received in step 1 of this procedure with the PDU session to be established for this subscriber if this procedure takes place during a PDU Session Establishment procedure.
Editor’s note: It is FFS how to initiate a NIDD Configuration with the AF if not previously established.
6.
The NEF sends an NIDD Configuration Response (Cause) message to the AF to acknowledge acceptance of the NIDD Configuration Request. If the NIDD Configuration was accepted, the NEF will create an association between the TLTRI, External Identifier or MSISDN, SUPI, and PDU Session ID which is received from the SMF in step 5 of the PDU Session Establishment procedure in subcluse 6.30.4.1. In the MT NIDD procedure, the NEF will use TLTRI and External Identifier or MSISDN to determine the SUPI and PDU Session ID of PDU Session for delivering non-IP data. In the MO NIDD procedure, the NEF will use the SUPI and PDU Session ID to obtain the TLTRI, External Identifier or MSISDN.
* * * End of Changes * * * 
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