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Introduction
As described in the pCR updating KI#2 (S2-188084), providing services for the FN-RG and the 5G-RG lead to very different requirements; the relevant scenarios have been captured in BBF document SD-420R2 and some key aspects covered by the relevant LS sent by BBF. /BBF Forum outgoing LS# 208./ 
Note: this LS was sent by BBF on 13/08 but has not been allocated a Tdoc number / included in the meeting documents before the submission deadline. It is expected to be available before the #128bis meeting and therefore referenced here.
From the BBF perspective, the FN-RG support will be provided in 2 different ways:
· Via the fixed AN + BBF core + FMIF – this is referred to as interworking scenario

· Via the fixed AN + AGF that will provide similar IWF functions between the FN-RG and the 5GC as provided by the FMIF
However, from 3GPP perspective, the above 2 scenarios would not be different, as the “FAGF” represented in the architecture diagrams used in TR23.716 may either correspond to what BBF architecture calls “AGF” or the “FMIF”. In this CR, we keep this ambiguity – to keep the separation of the responsibilities between BBF and 3GPP – but introduce the migration scenario that is being worked out in BBF. The main reason for this contribution is to allow 3GPP to discuss, how the migration/replacement of the RG from FN-RG to 5G-RG (and vice versa) can be supported in 5GC.  

Proposal
It is proposed to update TR 23.716 as follows.
* * * Start of Change (all new text)* * * 
6.X
Solution #X: Supporting FN-RG and its migration to 5G-RG in 5GC

6.X.1
General

This solution specifies the following functionality:

1. 5GC functionality required to support registration and session management of FN-RG, when interworking functionality defined by BBF is in place. 
In essence, the solution is based on the FAGF authenticating the FN-RG, registering on behalf of it and establishing a PDU session in order to provide connectivity. 

2. Aspects of replacing the FN-RG with 5G-RG (by the customer) without major service disruption. This 

They are described in the next clauses. 

6.X.2
Registration and PDU management for FN-RG 

6.x.2.1. Initial registration and session setup for FN-RG
When the connectivity is established between FN-RG and the FAGF, the 5-WGAN will 

· Authenticate the FN-RG

· Perform registration to 5GC, on behalf of the FN-RG

· Setup a PDU session on behalf of the FN-RG  
The relevant architecture is shown on figure 6.X.2-1
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Figure 6.X.2-1: Solution architecture for supporting the FN-RG
The high level flow diagram for this procedure is represented on Figure 6.X.2-2.
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Figure 6.X.2-2: Registration and PDU session setup for FN-RG
1. A layer-2 (L2) connection is established between the 5G-RG and the FAGF. 
2. The FN-RG is authenticated by the W-5GAN. This may be based e.g. on the fixed AN inserting line ID to a DHCP request, or using PPP authentication. 
NOTE: It is crucial that the existing BBF authentication methods can be used for FN-RG, also when connected to 5GC via the W-5GAN and this is the only authentication taking place during the procedure.   

· Editor's note: The authentication of the FN-RG based on the trust relationship between 5GC/AMF and the access network/FAGF shall be defined/approved by SA3.  
3. The FAGF shall perform initial registration for / on behalf of the FN-RG. For this, it will select a network slice based on its network configuration; e.g. the FAGF may user the line ID to derive the required network slice.

4. The FAGF sends a registration request to the AMF. The following differences exist, compared to the 5G-RG case:

· The NSSAI is provided based on FAGF local configuration. In this example it is assumed that a single S-NSSAI is requested, but from 3GPP perspective, multiple ones should be supported; e.g. the FAGF may decide to use a specific slice for RG management purposes.
· The FAGF shall use the LineID to derive a SUPI. 

· Editor's note: This requires a new SUPI format beyond those supported in Rel-15. The exact format is FFS.  
· The FAGF will indicate that it has authenticated the RG, no authentication is to be performed by the 5GC
· The FAGF shall indicate that no PEI can be provided

5. The AMF shall skip authentication via AUSF. As this FN-RG is not yet registered, the AMF selects the UDM based on the SUPI received

6. The AMF invokes the Nudm_UEContextManagement_Registration, with the "subscription data retrieval indication" included. 

7. UDM invokes the Nudm_SubscriptionData_UpdateNotification service operation to provide the subscription data from the UDM.

The AMF shall create an MM context for the FMIF_RG with the indication that the mobility is not applicable
8. The AMF may interact with the PCF for obtaining the Access and Mobility policy for the FN-RG.
9. The AMF sends Registration Accept message to the FAGF
Editor’s note: Whether the parameter 5G-GUTI, Registration area. Mobility restrictions, PDU session status, NSSAI, Periodic registration update timer, LADN Information and accepted MICO mode are sent to FMIF_CP and/or additional parameters needs to be send for supporting interworking scenario is for further study

10. The FMIF-CP may respond by sending a registration complete message back to the AMF when the procedure is completed. 
Editor’s note: Whether this step is required for acknowledging 5G-GUTI or BBF specific parameter is for further study
11. When completing the registration, the FAGF shall continue by establish a PDU session for / on behalf of the FN-RG. For this, the FAGF generates a PDU session ID, it derives S-NSSAI and DNN based on its local configuration, will request SSC mode=1. 
12. The PDU session is processed in the 5GC
13. The SMF responds via AMF with PDU session request, including QoS parameter

14. The FAGF may perform BBF specific resource reservation with the AN

15. The FAGF allocates AN N3 tunnel information for the PDU Session and includes the AN N3 tunnel endpoint in the PDU Session Request Ack message
16. The FN-RG uses DHCP based IP address allocation. Typically the request for this is sent during the authentication procedure; the FAGF and 5GC complete this procedure after the PDU session setup.
6.x.2.2. Registration management for FN-RG

The FAGF shall provide re-registration for the FN-RG, as requested by the 5GC.

The 5GC may explicitly de-register the FN-RG, e.g. in case of termination of the subscription. 

Editor's note: It is FFS whether FAGF initiated de-registration is required for the FN-RG.

6.x.2.3. PDU session management for FN-RG

The 5GC may modify the PDU session, e.g. due to the change in QoS subscription information. 

Editor's note: It is FFS whether FAGF initiated PDU session modification or PDU session release is applicable for the FN-RG.

6.X.3
Supporting the service migration with RG replacement 

The solution for 5G-RG / scenario1 is described in other solutions, e.g. in section 6.2 and 6.3., while supporting FN-RG is covered in the earlier part of this solution. In this section, only the migration aspects are covered.
The complete migration procedure of a BBF service with FN-RG to 5GC based service, using 5G-RG is described on figure 6.2.X-3.
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 Figure 6.X.2-3: Migration procedure for FN-RG to 5G-RG
0. The service is operated using the BBF solution.
1. The operator decides to migrate the service to 5GC based solution; as a preparatory step, the subscription needs to be created in 5GC / in UDR. 

As we have seen, the subscription data required to support FN-RG and 5G-RG is significantly different: FN-RG support requires different SUPI format and authentication method. Due to the basic, network (FAGF) configuration based registration and session management, it can also be assumed that 

For this reason, it is proposed that for the FN-RG and 5G-RG based service operation, independent subscription data is used in 5GC/UDR. These records are expected to share a lot of parameters – e.g. the access related ones, including the line ID as service location – but this will be ensured by the management systems, outside of the 5GC/UDR.
The network operator shall at this stage provision the FN-RG related subscription information, and optionally, may provision also the 5G-RG related subscription as well. 

2. The service is migrated to the 5GC, with the FN-RG being unchanged.  

a. The L2 traffic steering capability in the fixed AN and aggregation is used to direct the traffic of the FN-RG to the FAGF. 

b. The BBF service may be terminated at this stage. 

NOTE: It is BBF’s responsibility to define when the service in BBF core shall be terminated – is it e.g. required to prevent IP address allocation conflict between BBF core and the 5GC.

3. The traffic steering to FAGF leads to FAGF providing service for the FN-RG via the 5GC
a. L2 connectivity is established between the FN-RG and FAGF

b. The FN-RG is authenticated by the FAGF. It does not support EAP, and thus, the FAGF shall recognize that it is an FN-RG and that it needs to provide interworking for this FN-RG towards the 5GC.
c. The FAGF shall be configured with the relevant access related information. It derives registration and PDU session setup related information, and it performs initial registration and PDU session setup for / on behalf of the FN-RG, as described in the section 6.X.1.

4. If not done in step1, the network operator provisions a 5G-RG related subscription record to the UDR. This is a separate record from the one used for FN-RG.
NOTE: the upgrade to 5G-RG may be connected to the customer being contracted to specific services that are implemented using only 5G-RG. This means that step4 and the further steps may be significantly delayed, compared to step2/step3.

5. The customer may now replace the RG disconnect the FN-RG

6. The customer is expected to connect the 5G-RG to the same access network termination

7. The replacement of the FN-RG to 5G-RG will lead to the FAGF integrating the RG to the 5GC in 5G-RG mode

a. The L2 connectivity is established and the FAGF shall recognize that the RG supports EAP. 

NOTE: the details of the protocols used between the 5G-RG and FAGF are defined by BBF.
b. The FAGF shall initiate EAP based authentication towards the 5G-RG. 

c. As the FAGF recognizes that the RG has been replaced to a 5G-RG, it de-registers the FN-RG.

NOTE: the explicit de-registration shall be triggered by the RG replacement being recognized, as otherwise it may be happen after a longer timeout. This would cause e.g. IP address conflicts between the 2 modes of operation
d. The 5G-RG initiates registration to the 5GC, the registration is performed as described in section 6.2.
e. The 5G-RG requested PDU session setup is performed as described e.g. in section 6.3.3 
Editor's note: It is FFS whether reverse migration to FN-RG mode shall be supported as well. This may be required where the customers can use BYO device and may (knowingly or unknowingly) revert to an FN-RG, after already using a 5G-RG.
* * * End of Change * * * *
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