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Abstract of the contribution: This contribution proposes a solution to provide the currently available analytic information to 5GS NFs and AFs. 
1. Discussion
This contribution proposes a solution for key issue #1, how the NWDAF provides/updates the available analytic information metadata to the 5GS NF, and key issue #2, how the NWDAF provides/updates the available analytic information metadata to AF.  
The proposed solution is used by any NF consumer to obtain the metadata of the available analytic information such as the list of available analytic information. This metadata requesting procedure is necessary to solve a bootstrap problem between NF and NWDAF by allowing to discover the available analytic information by the NWDAF. The returned metadata have to contain at least event ID and the available event filters required for the existing NWDAF operations such as subscribe and request operations. The event filter and event id is described in TS 23.502.
The main idea of this solution is to provide the metadata of the available analytic information from NWDAF to 5GS by using service based interfaces. By introducing this solution, it expected to bring several benefits, 1) enhance the programmability of 5GS NFs/AFs, 2) improve the reusability of the analytic information by sharing multiple NFs/AFs, 3) encourage the diversity of 5G NFs/AFs by allowing discovery of the available analytic information, 4) may improve vendor-neutrality by allowing the exchange of the analytic information after the deployment. 
In the procedure, a NF may requests about the metadata with parameters such as {NF type, NF Id, and Information category} with OR condition. When a NWADF received the request, it will returns a set of related analytic information metadata. For example, we can assume that NWDAF has providing the following analytic information, {UPF1 average load, UPF2 average load, UPF1 peak load, UPF2 peak load, UE1 communication pattern, UE1 behavioural pattern, …}. 
In this situation, if a SMF instance request metadata with NF type = “SMF” and information category =”load”, then {UPF1 average load with event id and available event filters, UPF2 average load, UPF1 peak load with event id and available event filters, UPF2 peak load with event id and available event filters}, the set of analytic information metadata related with SMF’s responsibility. The set of metadata will be returned by NF type parameter is pre-defined by vendor or operators. To extend this operation for advanced purposes such as considering UE’s communication pattern for traffic steering, the request message can contain information category parameter. 
In AF case, the NF type is hard to figure out the characteristics of a specific AF. To cover this case, NF ID can be used to mapping a set of analytic information and a specific NF. For example, AF1 is serving a service for UE1, then the AF will request analytic information to NWADF with NF TYPE = “AF” and NF ID = “AF0001”. The NWDAF will return {UE1 Communication pattern with event id and available event filters, UE1 behavioural pattern with event id and available event filters}.  In this case, the mapping between NF ID and analytic information should be defined by the operator and the AF owner by considering security aspect also.
The last parameter, analytic information category can be used for two cases, 1) to reduce the set of returned meta data, 2) to request more information hard to cover by NF type and id. In upper case, a SMF just want to know about UPF1’s situation, then,  the SMF can request metadata to NWDAF with NF TYPE = “SMF” and Information category = “UPF1”. The NWDAF will returned, {UPF1 average load with event id and available event filters, UPF1 peak load with event id and available event filters} by filtering out UPF2 related analytics. The second case is that SMF want to consider selecting of UPF by considering UE’s communication pattern with an advanced algorithm, then the SMF requests the metadata to NWDAF with NF TYPE = “SMF” and information type = “UE”. The NWDAF will return {UPF1 average load with event id and available event filters, UPF2 average load with event id and available event filters, UPF1 peak load with event id and available event filters, UPF2 peak load with event id and available event filters, UE1 Communication pattern with event id and available event filters, UE1 behavioural pattern with event id and available event filters}. The definition of information category need to be future studied.

2.	Proposal
It is proposed to include the added text into the TS 23.791. The detailed issue to solve in this document is described in S2-186723. This contribution proposes solutions for Key Issue 1: Analytic information exposure to 5GS NF and Key Issue 2: Analytic information exposure to AF. 
* * * * First Change * * * *
[bookmark: _Toc515866784][bookmark: _Toc515950704][bookmark: _Toc516127771][bookmark: _Toc516128313][bookmark: _Toc484168145][bookmark: OLE_LINK5][bookmark: OLE_LINK6][bookmark: _Toc463016657]6.x	Solution X: Metadata exposure to 5GS NF and AF
[bookmark: _Toc515866785][bookmark: _Toc515950705][bookmark: _Toc516127772][bookmark: _Toc516128314]6.x.1	Description
Editor's note:	Describe the solutions. Sub-clause(s) may be added to capture details, procedural flow, etc.
This is a solution to Key Issue #1: Analytic Information Exposure to 5GS NF, and Key Issue #2: Analytic information exposure to AF. 
[bookmark: _Toc515866786][bookmark: _Toc515950706][bookmark: _Toc516127773][bookmark: _Toc516128315]6.x.1.1	Metadata request by 5G NF 
This procedure is used by any NF service consumer to obtain the metadata of the available analytic information from the NWDAF such as the list of the available analytics.   


 
Figure 6.x.1.1-1: Metadata request/response by a 5G NF

1. The 5G NF service consumer requests to obtain the metadata of the available analytic information to NWDAF by invoking the request operation via service-based interface with several parameters to efficiently filter out non-related with the request. For example, the parameters of the request operation may be NF type, analytic information category, NF ID, and etc. 
2. When the NWDAF successfully received the request from the NF, the metadata containing the analytic information list should be returned via available analytic information response operation.
3. (Optional) If the NF require to get notified when the metadata of the available information is changed, the NWDAF may notify the NF by invoking an analytic information update operation. 

6.x.1.2	Available analytic information request by AF
This procedure is used by an AF service consumer to obtain the metadata of the available analytic information from the NWDAF. Not like a case of 5G NF, the request from an AF may be bypassed via NEF to filter out not authorized requests from 3rd party AFs. 



Figure 6.x.1.2-1: Metadata request/response by an AF via NEF

1. An AF service consumer request to obtain the metadata of the available analytic information to NWDAF by invoking the request operation via service-based interface with several parameters to efficiently filter out non-related with the request. For example, parameters of the request operation may be NF type (AF), analytic information category, AF ID, and etc. The request message may be bypassed by NEF.
2. When the NWDAF successfully received the request from the AF, the metadata of the analytic information list should be returned via available analytic information response operation. The response message may be bypassed by NEF.
3. (Optional) If the NF require to get notified when the metadata of the available information is changed, the NWDAF may notify the NF by invoke analytic information update operation. The update message may be bypassed by NEF.

[bookmark: _Toc516127775][bookmark: _Toc516128317]6.x.1.3	How 5GS NF/AF request the metadata of the available analytic information
5G NF or AF request the metadata of the available analytics using the Nnwdaf service defined in 6.x.1.1 and 6.x.1.2 that may input several parameters to efficiently filter out highly related analytics only. 
	Parameter 
	Description (examples of patterns)

	NF Type
	The requesting NF type to find out a set of the information related with the role of the NF. For example, AMF may request the information related with the mobility. 

	NF ID
	NF’s ID to distinguish the NF from others. This parameter can be utilized when an AF requests the set of the analytic information. Using further information, NF ID may help NWDAF to figure out the characteristics of the AF.  

	Information category
	Several categories of the analytic information can be defined to categorize type of analytic information, such as granularity, load, mobility, session, and etc. 



Editor’s Note: 	The parameters of the request operation should be further studied to improve the usability of the NWDAF by other NFs

[bookmark: _Toc515950709][bookmark: _Toc516127776][bookmark: _Toc516128318]6.x.1.4	How NWDAF provides a set of the available analytics
As a response of the metadata for the available analytic information request, the NWDAF should provide the information to allow NF and/or AF can subscribe or request analytics successfully. NWDAF should provide the available analytic information metadata with event ID and available event filters at least. The candidate information contained in the response (or update) can be detailed in 6.1.1.3.

[bookmark: _Toc515866792][bookmark: _Toc515950712][bookmark: _Toc516127777][bookmark: _Toc516128319]6.x.2	Impacts on Existing Nodes and Functionality
NWDAF: A new Nwdaf service should be provided to allow requests from 5G NF/AF. No impacts on the existing Nnwdaf interface.
Consumer 5G NF/AF: For a NF such as PCF or NSSF that are consumers of new Nnwdaf service, the impact is that need to allow the processing of the response/update message from NWDAF. 
NEF: To connect NWDAF and AFs, NEF should allow the newly defined NWDAF service.

[bookmark: _Toc515866793][bookmark: _Toc515950713][bookmark: _Toc516127778][bookmark: _Toc516128320]6.x.3	Solution Evaluation
Editor's note:	Use this section for evaluation at solution level.

* * * * End of change * * * *
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