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Abstract of the contribution: Analysis and conclusions on identification of UE Radio Capabilities
Introduction
This discussion is related to Key Issue #1: “How are the UE Radio Capabilities identified?” It analyses a number of different approaches for how the identifier could be assigned, identifies the advantages and drawbacks of each and draws some conclusions. Two solution contributions based on the conclusions are submitted separately.
Discussion
Several methods have been suggested for assigning or determining the identifier to be used to represent the UE Radio Capabilities and this discussion examines three of them:
· Assignment by the UE manufacturer
· Assignment by the network operator
· Assignment by a 3rd party
Assignment by UE manufacturer
Assignment of an ID by the UE manufacturer offers the possibility that the identifier will be globally unique, whereas assignment by an individual network would seem to result in an identifier that is specific to the network that assigns it.
Unique global identifiers offer the possibility that when a UE first registers with a network the network might already have stored the association of the identifier to a set of capabilities, and so there is no need to retrieve the full capabilities from the UE. This clearly saves signalling for this initial registration. This benefit can be fully achieved by ensuring that these identifiers are in some way provisioned in all networks, or can be almost fully achieved by the “first contact” method described below.
Conclusion 1: Manufacturer-generated identifiers that are unique provide benefits at initial registration, whether distributed to networks by the manufacturer directly, or via the UE.
Distributing manufacturer-generated identifiers to all networks could be left out of scope, leaving it for network operators and UE manufacturers reach bi-lateral agreements.
We anticipate, however, that this could be an imperfect process, such that identifiers aren’t always distributed to all networks before UEs start to use them. This means that networks would still need the capability to handle identifiers that they don’t recognise. Here’s how this might work:
1. UE sends its assigned identifier
2. The network doesn’t recognise the identifier and retrieves the full capabilities from the UE
3. The network stores the capabilities, the identifier, and the association between them
For any subsequent UEs that use the same identifier the association of identifier to capabilities will already be known by the network. We describe this in contribution S2-187845 to this meeting.
Conclusion 2: Even if manufacturers generate the identifiers, and distribute them to networks, the network might need the capability to handle unknown identifiers.
Rather than consider the method for identifier distribution as out of scope for the study, methods could be investigated that would improve the reliability the process, and minimise the chances that a network receives an unknown identifier. We describe such a method in contribution S2-187846 to this meeting.
Conclusion 3: SA2 should investigate specifying procedures for identifier distribution.
If the above approach is adopted for handling the case where an identifier is not recognised by a network then one conclusion could be that there is little need for manufacturer-assigned identifiers to be provisioned to networks since the first UE that uses an unknown identifier will cause the network to retrieve the capabilities from it and store them. In other words, identifiers are distributed to networks by the UEs themselves during “first contact”.
Conclusion 4: Manufacturer-generated identifiers could be distributed to networks during “first contact”.
However, there are some risks to relying on a first contact approach to identifier distribution. The first UE to use the identifier could use it in error (using it with the wrong set of capabilities), or could maliciously use the wrong identifier with the wrong set of capabilities. The network would then use the wrong capabilities for any subsequent UEs using that identifier. Similarly, the first UE could use the correct identifier, but then a subsequent UE could use the wrong identifier for the set of capabilities it wants to use. If the network hasn’t seen this identifier before it could treat this identifier as a new one and follow the procedure described in contribution S2-187845 as described above. The problem is that then any subsequent UE using this identifier to stand for the correct set of capabilities will be treated as wanting a different set.
Conclusion 5: But SA2 needs to determine whether possible error cases related to this approach are a significant problem. If they are then the identifier distribution method in contribution S2-187846 would allow the network to avoid this problem.
Assignment by the Network operator
Some similar points come up when discussing the option of network operator generated identifiers. Assignment by the network operator could work in the following way:
1. The first time a UE registers with a network it sends its full capability set
2. The network generates an identifier (using a proprietary algorithm) and sends it back to the UE
3. For subsequent interactions with that network the UE uses the same identifier for the same combination of capabilities
Although this seems to work in principle, it seems less efficient than the manufacturer-generated TAC + identifier approach as all UEs would always need to send the full set of capabilities when they first register with a network. In addition the UE would need to store an identifier from each PLMN for each set of capabilities and use the correct one.
This could be avoided if the algorithm used by operators to generate identifiers was standardised. A UE receiving such an identifier could then use it with any other network. However, all UEs first registering to that network would still need to send the whole set of capabilities. An algorithm would be needed that could guarantee a unique identifier for every likely/possible combination of capabilities.
Conclusion 6: We prefer not to pursue this option as it there is greater complexity on the UE side, and seems to provide less signalling saving when compared to a manufacturer-generated identifier.
Assignment by a 3rd party
As with a manufacturer assigned identity, if a 3rd party (such as GSMA) is globally recognised then identifiers that it assigns could also be globally unique.
Unique global identifiers offer the possibility that when a UE first registers with a network the network might already have stored the association of the identifier to a set of capabilities, and so there is no need to retrieve the full capabilities from the UE. This clearly saves signalling for this initial registration, but there would be a need ensure identifiers are in some way provisioned in all networks. (This could be achieved as described in contribution S2-187846 to this meeting.)
However, it seems unlikely that the 3rd party would generate and distribute identifiers for all combinations of capabilities, but only for some common/standard combinations. UEs that want to use capabilities that do not have an identifier provided by the 3rd party would need to either have a manufacturer-generated identifier, or the network would need to generate one, so this alternative approach cannot stand alone.
Conclusion 7: For assignment by a 3rd party it is unclear to us that there is enough benefit in avoiding the extra signalling at initial registration signalling for unknown identifiers as the saving would only apply to a subset of the identifiers, and there is a cost in distributing the identifiers to the networks.
Conclusions
Conclusion 1: Manufacturer-generated identifiers that are unique provide benefits at initial registration, whether distributed to networks by the manufacturer directly, or via the UE.
Conclusion 2: Even if manufacturers generate the identifiers, and distribute them to networks, the network might need the capability to handle unknown identifiers.
Conclusion 3: SA2 should investigate specifying procedures for identifier distribution.
Conclusion 4: Manufacturer-generated identifiers could be distributed to networks during “first contact”.
Conclusion 5: But SA2 needs to determine whether possible error cases related to this approach are a significant problem. If they are then the identifier distribution method in contribution S2-187846 would allow the network to avoid this problem.
Conclusion 6: We prefer not to pursue this option as it there is greater complexity on the UE side, and seems to provide less signalling saving when compared to a manufacturer-generated identifier.
Conclusion 7: For assignment by a 3rd party it is unclear to us that there is enough benefit in avoiding the extra signalling at initial registration signalling for unknown identifiers as the saving would only apply to a subset of the identifiers, and there is a cost in distributing the identifiers to the networks.
[bookmark: _GoBack]Overall, we conclude that UE manufacturer-assigned identifiers provide more benefit at less cost than the network assigned and 3rd-party assigned approaches.
3GPP
SA WG2 TD
	


