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Abstract of the contribution: This contribution proposes requirements for 3GPP end user devices via 5G-RG and FN-RG which is scenario 3 and 5 in the TR.
Discussion
There are already some existing solutions that a 3GPP UE can use to connect via a 5G-RG/FN-RG and W-5GAN to packet data services:
1. WLAN/IP hotspot in RG. The RG share its data connection using WLAN to remote UEs (usually referred to as tethering). The RG is normally using NAT to share the IP address between all the remote devices. This solution provides no identity information to the network of the remote UEs and it will not be possible for the network to authenticate the UE and apply differentiated traffic treatment. IP session continuity will not be supported.
2. Using 1 + Untrusted N3GPP as defined in Rel-15. This provides mechanism for network to identify, authenticate and do differentiated treatment on traffic in N3IWF and UPF. IP session continuity is supported.
A new solution to solve UE connectivity via 5G-RG/FN-RG on wireline access must provide some extra benefit compared to solution 2 above, otherwise there is no reason to define any new solution.

One added benefit for a wireline enhanced solution for UE connectivity via RG is that the remote UE can receive differentiated treatment in the wireline access. For example, if a remote UE starts an IMS voice call via the RG, the W-5GAN network can provide the appropriate QoS treatment for the QoS flow in the wireline access network. For untrusted N3GPP access there is very limited support for that since any DSCP marking that the UE and N3IWF do, can be reset while the packet is traversing the Internet. 
Another benefit is that the wireline access network in most scenarios is considered trusted and there are opportunities for a more optimized user-plane. E.g., encryption can be skipped and there can potentially be less overhead bytes in the user plane data packet.
For this solution to be beneficial compared to existing solutions these requirements are proposed for scenario 3 and 5:

1. 5GC shall be able to support the functionality for user-plane treatment in the UPF defined in TS 23.501 clause 6.2.3 also for a 3GPP UE behind a 5G-RG/FN-RG. This includes being the anchor point for the PDU session of the 3GPP UE when moving between 5G-RG/FN-RG and 3GPP access.
2. 5GC and 3GPP UE shall be able to support ATSSS functions between 3GPP access and 5G-RG/FN-RG access
3. 
4. W-5GAN shall be enabled to support QoS treatment of QoS flows for a 3GPP UE using 5G-RG access. This implies that the W-5GAN needs to simultaneously manage QoS resources for PDU Session of the 5G-RG as well as PDU Session of 3GPP UEs connecting via the 5G-RG. For FN-RG scenario, same requirement may be supported (however there could be limitations in the interface between FN-RG and W-5GAN that prevents the implementation of the requirement.)
Requirements 1 and 2 are to get on-par with the untrusted N3GPP solution (if ATSSS for untrusted N3GPP is implemented in release 16). 


Requirement 3 provides added value for integrating 5G-RG/FN-RG access in the W-5GAN.
Proposal

It is proposed to update TS 23.716 as follows:
**** First Change ****
4.2.2.3
Scenario 3

In addition to scenario 1, the following architectural principles apply for a 3GPP UE behind a 5G-RG:

1.
3GPP UE shall use 3GPP procedures and impact on 3GPP reference points shall be minimized.

2.
5G-RG shall enable the N1 signalling between the 3GPP UE and AMF/SMF.

3.
5G-RG shall enable the UP transport between the 3GPP UE and UPF.

4.
5G-RG and 5GC shall enable the 3GPP UE to exchange traffic with the other devices on the Home LAN network.
5.
A W-5GAN interfaces the 5GC using the 3GPP reference points N2 and N3 as depicted in figure 4.2.2-3. For the interface(s) between 5G-RG and the W-5GAN the same principles defined for scenario 1 bullet 4 apply.
6.
5GC shall be able to support the functionality for user-plane treatment in the UPF defined in TS 23.501 clause 6.2.3 also for a 3GPP UE behind a 5G-RG. This includes being the anchor point for the PDU session of the 3GPP UE when moving between 5G-RG and 3GPP access.

7.
W-5GAN shall be enabled to support QoS treatment of QoS flows for a 3GPP UE using 5G-RG access. This implies that the W-5GAN needs to simultaneously manage QoS resources for PDU Session of the 5G-RG as well as PDU Session of 3GPP UEs connecting via the 5G-RG.
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Figure 4.2.2.3-1: High level architecture for the 3GPP UE behind a 5G-RG case
NOTE:
The reference points N2 and N3 might be impacted on protocol level.
8.
The 5GC capable UE can be registered and have PDU Sessions with active user planes via multiple accesses at the same time (i.e. via 5G-RG and NG RAN) as depicted in figure 4.2.2.3-X. These requirements apply:

a.
5GC and 5GC capable UE shall be able to support ATSSS functions between 3GPP access and 5G-RG access.
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Figure 4.2.2.3-X: High level architecture for the Hybrid access 5GC capable UE connected via NG RAN and 5G-RG.
NOTE:
The 5G-RG can also in this scenario use multiple accesses (i.e., NG-RAN and W-5GAN).
Additional scenarios, e.g. where the 5G-RG can connect to both the 5GC via a NG-RAN and/or via a W-5GAN, or where a 3GPP UE that is not 5GC capable is a device behind the RG, are for further study.

**** End of first Change ****
**** 2nd Change ****
4.2.2.5
Scenario 5

In addition to scenario 2, the following architectural principles apply for a 3GPP UE behind a FN-RG:

1.
3GPP UE shall use 3GPP procedures and impact on 3GPP reference points shall be minimized.

2.
FN-RG shall transparently enable direct N1 signalling between the 3GPP UE and AMF/SMF.

3.
FN-RG shall transparently enable direct UP transport between the 3GPP UE and UPF.

4.
FN-RG and 5GC shall enable the 3GPP UE to exchange traffic with the other devices on the Home LAN network.

5.
For the interfaces between the W-5GAN and the 5GC the same principles defined for scenario 2 bullet 3 and bullet 4 apply.
6.
5GC shall be able to support the functionality for user-plane treatment in the UPF defined in TS 23.501 clause 6.2.3 also for a 3GPP UE behind a FN-RG. This includes being the anchor point for the PDU session of the 3GPP UE when moving between FN-RG and 3GPP access.

7.
W-5GAN may be enabled to support QoS treatment of QoS flows for a 3GPP UE using FN-RG access. This implies that the W-5GAN may need to simultaneously manage QoS resources for PDU Session of the FN-RG as well as PDU Session of 3GPP UEs connecting via the FN-RG.
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Figure 4.2.2.5-1: High level architecture for the 3GPP UE behind a FN-RG case
NOTE:
The reference points N2 and N3 might be impacted on protocol level.
8.
The 5GC capable UE can be registered and have PDU Sessions with active user planes via multiple accesses at the same time (i.e. via FN-RG and NG RAN) as depicted in figure 4.2.2.5-X. These requirements apply:

a.
5GC and 5GC capable UE shall be able to support ATSSS functions between 3GPP access and FN-RG access.
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Figure 4.2.2.5-X: High level architecture for the Hybrid access 5GC capable UE connected via NG RAN and FN-RG.

**** End of 2nd Change ****
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