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Abstract of the contribution: This paper proposes a solution for ATSSS whereby per PDU session / SDF ATSSS rules are sent via NAS and a user plane access agnostic protocol is used by the UPF to set reporting thresholds in the UE and by the UE to report link quality parameters to the UPF to allow the UPF to decide in which access to send an IP flow. 
Discussion
Solution #1 in TR 23.793 is characterised by:

· Traffic switching/splitting decisions made by the SMF (SM-AT3SF), based on measurement reports received in the user plane;
· UPF (UPc-AT3SF) sending Radio Threshold Parameters (RSRP, RSRQ, BSS load, Beacon RSSI, backhaul BW). Under such thresholds, the UE sending Radio Measurements (RSRP, RSRQ, BSS load, average Beacon RSSI, backhaul available BW) to the UPF periodically;
· Thresholds provisioning and radio measurement reporting being carried in the user plane (UPc-AT3SF);
· PC-AT3SF providing to SM-AT3SF ATSSS policies;

· SM-AT3SF providing ATSSS PDU session related policies to UE-AT3SF during PDU session establishment and PDU session modification (via NAS).

This architecture where by ATSSS rules are sent by the SMF to the UE via NAS, while Threshold Parameters and Measurement Reports are sent via the user plane is in our view a proper architecture: 

· ATSSS rules are not expected to change during the PDU session lifetime hence they can be sent via NAS. These ATSSS rules are per SDF or PDU session;

· Measurement Reports need to be sent with the smallest delay, hence via the user plane rather than via NAS. These Measurement Reports are relative to an access (not to PDU session or SDF).

However, it is questionable whether using radio parameters for thresholds and measurements is adapted because it implies that the SMF and the UPF need to be handle pure radio concepts. Moreover, radio parameters would not be adapted for fixed wireline access. 
Therefore, we believe that Thresholds and Measurement parameters should be access agnostic. The parameters that are used for switching decisions should not be implementation dependent (e.g. RTT, loss ratio, etc). This does not preclude the use of an available bandwidth parameter for better distributing the traffic when the two legs have very different capabilities: even if this parameter may have some implementation dependency, the ratio between 3GPP access BW and non-3GPP access BW should be well representative. 
Concerning the granularity of the split, we don't see a need for packet per packet splitting (i.e. splitting an IP flow): a Data Flow can be split on both accesses, but all packets of an IP flow are sent on a single access. This does not preclude an IP flow to be switched to the other access if needed due to e.g. path quality. Hence, no sequence numbering is proposed in this solution. 

About ATSSS rules/policies, solution #1 does not describe anything. We believe that it is important to also defined what will be the ATSSS rules to apply to a SDF because it will be used by the UE for UL (and by the UPF for DL) to decide to which access an IP flow should be sent. Following ATSSS rules are proposed (non- exhaustive list):
-
either the preferred access together with an indication on whether fall-back access is allowed/not-allowed,

-
or, if there is no preferred access, the traffic distribution to apply between accesses.
Proposal

It is proposed to update TS 23.793 as follows.

FIRST CHANGE
6.x
Solution x: Architecture framework with ATSSS rules via NAS and Access Agnostic Reporting Control Protocol via user plane

6.x.1
Architecture framework Description
In terms of architecture requirements for this solution, the proposed ATSSS architecture framework is similar to solution #1 as described in 6.1. 
6.x.2
Functional Description
The functional description is similar to solution #1 as described in 6.1.1, with the following entities:

· User Data Repository for Access Traffic Steering Switching and Splitting Function (UDR-AT3SF)
· Policy Control Access Traffic Steering Switching and Splitting Function (PC-AT3SF)

· Session Management Access Traffic Steering Switching and Splitting Function (SM-AT3SF)
· User Plane Access Traffic Steering Switching and Splitting Function (UP-AT3SF)
· UE Access Traffic Steering Switching and Splitting Function (UE-AT3SF)
However, the measurement reports are not sent from UP-AT3SF to CP-AT3SF: UP-AT3SF at the Anchor UPF (other UPF are transparent) is the entity that decides which access a IP flow shall use or be moved to. 

The protocol between the UE and the UP-AT3SF at the Anchor UPF ("Access Agnostic Reporting Control Protocol") allows the network to configure measurement thresholds and reporting timers in the UE, and the UE to send the measurement reports to UP-AT3SF. 
A Data Flow defined by a set of TFTs can be split on both accesses, but all packets of an IP flow are sent on a single access. This does not preclude an IP flow to be switched to the other access if needed due to e.g. path quality. Hence, no sequence numbering is proposed in this solution.
6.x.3
Procedures
6.x.3.1
ATSSS Policy Control 

ATSSS policies for UL traffic are carried from PCF to UE over existing NAS SM procedures when a new PDU session is established or modified. ATSSS policies for DL traffic are carried from PCF to UPF via SMF. 

ATSSS policies for a certain data flow (SDF or PDU session) contain: 

-
the TFT corresponding to the traffic to which the policies apply, and 

-
either the preferred access together with an indication on whether fall-back access is allowed/not-allowed,

-
or, if there is no preferred access, the traffic load distribution to apply between accesses. Each access is assigned a weight factor (e.g. 50%) and receives a percentage of the SDF traffic corresponding to this factor. 
6.x.3.2
Measurement Configuration and Reporting Control Procedure

This procedure describes how and when the network configures measurement thresholds and reporting timers in the UE, and how and when the UE sends the measurement reports to the network, using the Access Agnostic Reporting Control Protocol (AARCP).
How to differentiate the AARCP messages from the user data can be performed via several ways, such as a specific UDP port.
Editor's note:
Details on differentiating AARCP messages from user data are FFS.
Editor's note:
It is FFS whether there are security issues due to the UPF IP address exposure to the UE.
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Figure 6.x.3.2-1: UE-AT3SF measurement configuration and reporting procedure
1. UP-AT3SF at the Anchor UPF sends AARCP Config Request (list of (threshold low, threshold high, reporting period)) to the UE. This is performed at least when the user plane is established, hence triggered by SMF. The UP-AT3SF may also send AARCP Config Request at any point in time when the UE is in connected mode. 

There may be one or several sets of (threshold low, threshold high, reporting period). This allows the network to adjust the reporting period. 
2.
The UE acknowledges with AARCP Config Response. Repetitions may occur if the UE does not acknowledge, but this is a stage 3 matter.

3.
The UE performs appropriate measurements and compare them to configured thresholds.

4.
The UE sends AARCP Measurement Report (access type, set of measurements) to the UP-AT3SF. When a threshold low/high is reached, the UE adapts its measurement reporting period. 

The measurements and the associated thresholds need to be independent from the UE implementation, in order to avoid two UEs in same radio conditions to report different measurement values. Also, these measurements should be agnostic to the access. Measurements can be for example:

-
Round Trip Time. For this, some AARCP Echo Request and AARCP Echo Response need to be exchanged between the UE and the network. This measurement may be used by UP-AT3SF for certain applications that are sensitive to latency. For example, voice can support a bit error rate up to 10-2 but the latency should be small. UP-AT3SF can also use the RTT variation to detect that the access is degrading but this should be taken with care as it will happen at cell changes.
-
Loss Ratio. Whether this parameter is bit error rate or packet error rate is to be assessed during the specification work and by stage 3. This measurement may be used for certain applications that are sensitive to loss. For example, data can support a latency up to 100 ms but the Loss Ratio should be smaller than 10-6.
Editor's Note:
How the UE calculates the loss ratio is FFS.
-
Available Bandwidth Ratio. This represents the ratio between the bandwidth available at the access and the bandwidth available on the sum of the two accesses. This parameter may be used for the distribution of the IP flows of the data flow between the two accesses. 

Thresholds can be for example:

· Threshold 0: RTT = 0 ms (i.e. all the time); reporting frequency = 30 seconds

· Threshold 1: Loss Ratio = 10-6; reporting frequency = 5 second

· Threshold 2: RTT = 300 ms and Loss Ratio = 10-3; reporting frequency = 1 second

6.x.3.3
Control plane protocol stack between UE-AT3SF and UP-AT3SF
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 Figure 6.x.3.3-1: UE-AT3SF UP-AT3SF control plane for 3GPP access
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 Figure 6.x.3.3-2: UE-AT3SF UP-AT3SF control plane for non-3GPP access
6.x.4
Impacts on existing entities and interfaces

This solution will impact the following entities in 5GS:

-
SMF

-
PCF

-
UDM

-
UPF

-
UE
Editor's note:
The impact on existing entities and interfaces is FFS.
END OF CHANGES
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