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Abstract of the contribution: This contribution proposes how to complete RLOS service in EPS.
Discussion
When the UE is attached for RLOS, based on operator’s policy the allowed RLOS service amount can be limited. E.g. how much time the UE can use the IP connectivity, how much amount of data the UE can be transmitted via the RLOS PDN connection, how long the system will allow inactivity for the PDN connection, etc. So, such information should be delivered to the UE and, if the allowed service amount expires, EPC should release the PDN connection.
Moreover, if the RLOS-attached UE becomes ECM-IDLE state, UE and EPC detach implicitly without sending NAS message transaction b/w UE and MME. 
Proposal
It is proposed to agree the following changes to TR23.715 v0.3.0.
***** Start of Changes *****
7.2
Solution #2: EPC attach/PDN connection for RLOS from unauthenticated UE

7.2.1
Functional Description

This is a solution to key issue EPC-2, EPC-3, EPC-4 that defines Attach/detach and PDN connectivity procedure for RLOS. The solution considers only the scenario where the UE requesting RLOS is unauthenticated.

7.2.2
Procedures
7.2.2.1 Attach procedure
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Figure 7.2.2.1-1: Attach/PDN connectivity procedure for RLOS
0.
A new SIB provided by E-UTRAN indicates that PLMN supports Restricted Local Operator Services. See clause 7.1.

1.
The UE sends an indication in Attach Request message that the Attach is for Restricted Local Operator Services (this is similar to the Emergency Attach indication that is used for "unauthenticated" UEs for emergency calls) which triggers the MME to select a locally configured APN that is used for RLOS.
2.
The UE does not need to be authenticated by the MME, IMSI (if available) and IMEI(SV) are retrieved from the UE.
3.
MME sends a Create Session Request towards the PGW including the indication that is for RLOS (indication or APN) the IMSI (if available), and the IMEI(SV) as specified in TS 23.401 [x].
4.
PGW establishes an IP-CAN session with the PCRF as described in TS 23.401 [x] and TS 23.203 [x]. The IP-CAN session is identified with UE's IPv4 address or IPv6 prefix associated with the PDN connection for RLOS. The IMSI (if available), and the IMEI(SV) are passed to the PCRF as part of the IP-CAN session establishment.
Available RLOS service amount (e.g. allowed service time, allowed service volume, allowed inactivity period) is configured in PGW and delivered to the UE via PCO. If dynamic PCC is deployed, PCRF may provide PGW with Available RLOS service amount, which is delivered to the UE via PCO. When the Available RLOS service amount expires, PGW initiates deletion of the default bearer.
NOTE: when the PGW initiates to delete the default bearer for RLOS, if emergency PDN connection is not established, the MME performs detach procedure as specified in TS 23.401 [x].
   If needed the PGW returns back to the UE in a PCO the P-CSCF address used for RLOS using procedures defined in TS 23.228 [x] for P-CSCF discovery. The PGW shall block any traffic that is not from or to addresses of network entities (e.g. P-CSCF, Captive portal) providing Restricted Local Operator Service.
5.
UE completes the Attach or UE requested PDN connection procedure.

7.2.2.2 Detach procedure
When the RLOS-attached UE has no emergency PDN connection, if UE becomes ECM-IDLE state, it shall be detached in both UE and EPC without signalling transactions. i.e. if the RRC connection is released, the UE shall detach itself implicitly without sending detach request, and if S1-AP is released, the MME shall detach the UE without sending the detach request.
7.2.3
Impact on existing entities and interfaces
Impacts in UE, MME, SGW/PGW and PCRF to implement the procedures defined in clause 7.2.2.

***** End of Changes *****
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