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Abstract of the contribution: This contribution is proposed to discuss whether ATSSS Rule can be part of URSP Rule or not. Based on some identified issues, it is proposed to use separated ATSSS Rule.
Discussion

The UE uses UE Route Selection Policy (URSP) rule to select and/or establish a PDU Session according to the request from the application layer. The following figure shows structure of the URSP rule.



[bookmark: _Ref509926182]Figure 1. Structure of the URSP rule

As shown in Figure 1, the URSP rule contains traffic descriptor and access type with precedence value. These components (i.e. traffic descriptor and access type) are key parameters of traffic routing for ATSSS. Therefore, it would be beneficial if we can modify the URSP rule instead of making a new ATSSS rule.
However, sourcing company believes there are some issues if we utilize URSP rule for ATSSS. This discussion paper lists potential issues and proposes to use separate ATSSS rule instead of utilizing URSP rule.

Issue #1. Signaling overhead between UE and PCF
If URSP rule is used for ATSSS, the rule should be updated whenever access status is changed. For example, when a UE moves out of WLAN coverage, the steering rule need to be updated to move traffic to 3GPP access. In order to support such behavior the UE need to report access status directly to the PCF. Therefore, a new end-to-end procedure triggered by the UE is required because current end-to-end procedure only can be initiated by the PCF. In addition, according to the access status, the UE may report access status frequently and it may increase signaling between UE and PCF.
One of the possible solution is reporting the access status to the SMF and the SMF reports the event to the PCF. This is almost same principle with NBIFOM. However, in 5G system, there may exist two PCFs for an UE (PCF connected to the AMF and PCF connected to the SMF). Because the URSP rule is sent by the PCF connected to the AMF, there should be a way to guarantee that the same PCF is selected during the PDU Session Establishment procedure. Otherwise, two PCFs need to communicate each other to align access status information.

Issue #2. URSP rule update by UE
In the NBIFOM, there are two modes, i.e. Network-initiated mode and UE-initiated mode. In UE-initiated mode, routing rules are generated by the UE. If we introduce a UE-initiated mode for ATSSS, the URSP rule is generated by the UE and delivered to the PCF. In this case, the UE may request to update existing URSP rule, which is configured by the operator. In addition, the UE may request to update URSP rule, which is not related with ATSSS such as Network Slice Selection, DNN Selection, etc. The PCF may reject such request but it will increases unnecessary signaling.
There is another issue on the assignment of PSI. According to TS 23.502, clause 6.1.2.2.2, the PCF shall provide the PSI when it provides URSP rule and it is up PCF decision how to divide the URSP rule into sub-policies. If a UE generate URSP rule, the UE also need to assign PSI but the UE has no knowledge on how to assign PSI value. Therefore, the PCF needs to provide PSI assignment method to the UE.
6.1.2.2.2	Distribution of the policies to UE
…
The PCF may divide the UE access selection and PDU Session related policy information into different policy sections, each identified by a Policy Clause Identifier (i.e. PSI). It is up to PCF decision how to divide the UE access selection and PDU Session related policy information into policy sections.
NOTE 1:	PCF may, for example, assign the URSP as one whole policy section, or it may subdivide the information in the URSP into multiple policy sections by assigning one or several URSP rules to each policy section.
When providing the UE with UE access selection and PDU Session related policy information, the PCF shall provide the Policy Clause Identifier(s) (PSI) policy section(s).
…


Issue #3. Additional interaction with SMF
According to TS 23.502, clause 4.2.4.3, the PCF provides URSP to the UE via AMF as follows.

Figure 4.2.4.3-1 UE Configuration Update procedure for transparent UE Policy delivery


The SMF is not involved during the URSP rule delivery. Therefore, after URSP rule is updated, the PCF should interact with SMF again to provide necessary information such as forwarding rules for UPF and related QoS information. After the URSP rule is updated, separate procedure for QoS flow management may be needed to establish or modify QoS flow of the target access. Because the URSP rule is delivered to the UE via AMF and the PCF connected to the SMF may be different from the PCF connected to the AMF, there may exist a transition period which may cause some issue e.g. QoS handling, charging, etc.
This problem can be solved by performing PDU Session modification first, and then update the URSP rule. However, this may cause issue if the UE or network does not accept the URSP rule. In that case, PDU Session modification may be performed again to restore to the original state. Another solution is selecting the same PCF as described in Issue #1. However, in case of local breakout PDU Session, there is no common PCF. The PCF connected to the AMF is in the HPLMN while the PCF connected to the SMF is in the VPLMN. Note that during the Session Management Policy Establishment procedure, H-PCF is not involved in local breakout roaming case as described in TS 23.502, clause 4.16.4.
4.16.4	Session Management Policy Establishment
…
In the non-roaming case the V-PCF is not involved. In the local breakout roaming case, the H-PCF is not involved. In the home routed roaming case, the V-PCF is not involved and the H-PCF interacts with the H-SMF.
…


Issue #4. URSP rule update by VPLMN
According to the TS 23.503, HPLMN configures and provisions URSP rule and VPLMN does not configure or update the URSP rule. 
6.6.2.2	Configuration and Provision of URSP
The UE may be provisioned with URSP rules by PCF of the HPLMN. When the UE is roaming, the PCF in the HPLMN may update the URSP rule in the UE. In addition, the UE may be also pre-configured with URSP rules (e.g. by the operator). The URSP rules provisioned by the PCF take precedence over the pre-configured URSP rules, if both are present.


When a UE is roaming and has a multi-access PDU Session which is established as a local breakout, then it is a serving PLMN that decides how to route a traffic. In order to support this scenario, V-PCF should be able to provide URSP rule to the UE according to the access condition. However, this is not aligned with current principle that URSP rule is managed by the HPLMN.

Issue #5. Unintentional UE behaviour
In NBIFOM, NBIFOM rule does not trigger the UE to establish a PDN Connection and does not trigger the addition of one access. When the UE establishes a PDN Connection and adds an access is up to UE implementation. However, if traffic steering is decided by the URSP rule, it may enforce the UE to establish a new PDU Session or add target access to the existing PDU Session because the UE uses URSP rule to decide whether a new PDU Session is required. Then the UE may keep trying to establish a multi-access PDU Session even though radio condition of the target access is not stable.

Above issues may exist even when separate ATSSS rule is used. For example, Issue #1 and #3 is still exist if the ATSSS rule is generated by the PCF. Those issues occur because the PCF itself generate steering rule and send it to the UE. In addition, the URSP rule is a per UE rule and it is not related with a specific PDU Session. However, ATSS rule should be applied in a specific PDU Session. Therefore, it is proposed to use separate ATSSS rule and the rule is sent to the UE by the SMF based on PCF interaction.

Proposal: It is proposed to use separate ATSSS rule and the rule is sent to the UE by the SMF based on PCF interaction.
Proposal
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