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Abstract of the contribution: This contribution proposes update the solution “Infrequent small data transmission with no PDU session available” to include Registration procedure, MO/MT data delivery procedure.
Discussion

Solution Infrequent small data transmission with no PDU session available has been incorporated into the TR23.724, but how the AMF and UE negotiates no PDU session data delivery and how the MO/MT data is delivered has not been specified. This contribution proposes to update the solution with details. 
Proposal
It is proposed to agree the following changes to TR23.724.
***** Start of Changes *****
6.3
Solution 3: Infrequent small data transmission with no PDU session available
6.3.1
Introduction

This solution applies to address the Key Issue 1: Support for infrequent small data transmission.

The solution assumes that the UE does not establish a PDU session before sending small data packet and addresses.
6.3.2
Functional Description

Editor's note:
This clause outlines solution principles and documents any assumptions made.

The infrequent small data transmission procedure for a scenario where the user data is forwarded to application server via control plane is illustrated in Figure 6.4-1.

6.3.3
Support of EPC interworking

Editor's note:
This clause describes if and how EPC-5GC interworking is supported by this solution.

6.3.4
Procedures
6.3.4.1
Registration Procedure
During the Registration procedure, the AMF determines whether the user data are allowed to be delivered without PDU session.
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Figure 6.3.4.1-1: small data transmission procedure

1.
The UE provides Non Session Data Delivery (NSDD) indication in the Registration Request message;

2.
Authentication/Security procedure is performed;
3.
The AMF retrieves the UE subscription from the UDM; the UE subscription data may indicate whether the NSDD is allowed or not for the UE; The AMF determines whether the NSDD is activated for the UE according to UE subscription;
4.
The AMF request SCEF or SMF to create NSDD context for the UE, which may include UE ID, AMF ID, etc.; If the NSDD Context is established at the SMF, the SMF selects UPF and initiates N4 session establishment procedure; based on pre-configuration, the UPF establishes a point-to-point tunnelling via the N6 between the UPF and the SCS/AS.
5.
The AMF indicates the UE that NSDD is activated in Registration Accept message;

6.3.4.2
MO NSDD procedure

If the NSDD is activated, the UE may send small data via NAS without PDU session establishment.
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Figure 6.3.4.2-1: MO NSDD procedure

0.
The UE was in CM-IDLE state.

1.
The UE transmits the NAS Data PDU to the AMF.

2.
The AMF checks the integrity of the incoming NAS PDU and decrypts the user data it contains.
If the NSDD Context is established at SMF, step 3a to step 6a are performed; 
3a.
The AMF forwards the user data to the SMF with the UE identity via N11 message. 
Editor's note:
More work is needed on the details of the association between AMF and SMF for the small data transmission, e.g. whether a temporary PDU session is needed or not.
4a.
The SMF forwards the user data to the UPF via N4 message. 
Editor's note:
More work is needed on how the association between SMF and UPF for the small data transmission is established, e.g. whether a temporary PDU session is needed or not.
5a.
The UPF receives the DL user data and forwards the user data to the SMF based on the local association information.

6a.
The SMF receives the DL user data and forwards the user data to the AMF based on the local association information.
If the NSDD Context is established at SCEF, step 3b to step 6b are performed;
3b. The AMF sends NSDD Submit Request (User Identity, User Data Container) to the SCEF;

4b. The SCEF retrieves SCS/AS address and External Identifier, then the SCEF sends NSDD Submit Request (External Identifier or MSISDN, User Data) to the SCEF;
NOTE 1:
The SCEF associates NSDD Context with SCS/AS address/External Identifier during the Configuration procedure as specified in subclause 5.13.2 TS 23.682.

5b. The SCS/AS responds to the SCEF with a NSDD Submit Response (Cause).;

6b. The SCEF sends NSDD Submit Response to the AMF;

7.
If downlink data is received, the AMF encrypts and integrity protects the NAS transport message with downlink user data.

8.
The AMF transmits the DL NAS Data PDU to the UE.

6.3.4.3
MT Small data transmission procedure
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Figure 6.3.4.3-1: MT NSDD procedure

If the NSDD Context is established at SMF, step 1a to step 2a are performed; 

1a.
Upon receiving DL data from the N6 tunnel, the UPF forwards the DL data to the SMF;

2a. The SMF forwards the user data to the AMF with the UE identity via N11 message. 
If the NSDD Context is established at SCEF, step 1b to step 2b are performed; 

1b.
The SCS/AS sends a NSDD Submit Request (External Identifier or MSISDN, User data) to SCEF;

2b. If the NSDD Context according to the External Identifier or MSISDN included in step 1b is found, the SCEF sends a NSDD Submit Request (User Identity, User Data Container) to the AMF;
3.
The AMF forwards the user data container to the UE via NAS message. 
If the NSDD Context is established at SCEF, step 4b to step 5b are performed; 

4b.
The AMF sends NSDD Submit Response to the SCEF;

5b.
The SCEF sends NSDD Submit Response to the SCS/AS.

6.3.5
Impacts on existing entities and interfaces

Editor's note:
This clause describes impacts to existing entities and interfaces.

6.3.6
Evaluation

Editor's note:
This clause provides an evaluation of the solution.

***** End of Changes *****
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