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[bookmark: OLE_LINK6]Abstract of the contribution: This contribution proposes a solution to resolve the key issue: UPF resource management impact when UPF shared by multiple SMFs. 
1 Introduction
Key issue#3 were proposed and agreed as following:
Per TS 23.501, a CN Tunnel Info is the Core Network address of the N3/N9 tunnel corresponding to the PDU Session. It comprises the TEID and the IP address which is used by the UPF for the PDU Session.
Allocation, modification and release of the CN Tunnel Info is performed when a new PDU Session is established, existing UPF is reallocated during the PDU session or existing PDU session is released. This functionality is supported either by SMF or UPF, based on operator's configuration on the SMF. If this functionality is supported by the SMFs and the UPF is controlled by multiple SMFs, the following should be considered:
[bookmark: OLE_LINK5]-	Study impact of resource management of UPF shared by multiple SMFs during UPF relocation and UPF recovery when UPF is shared by multiple SMFs.
This contribution proposes a solution to solve these issues.
2 Discussion
As agreed in sub clause 5.8.2.3.1 in TS23.501 allocation and release of CN Tunnel Info is supported either by SMF or UPF, based on operator's configuration on the SMF. It should be possible to allocate the F-TEIDu at the SMF. 
Issue 1: How to avoid the CN tunnel Info allocated by the SMF conflict with each other when the UPF is shared by multiple SMFs. 
The UPF pool is defined as UPF instances which can serve the same DN network. The UPF provides the User Plane IP Resource Information IE to the SMF, which contains the TEID range that the CP function shall use to allocate GTP-U F-TEID in the UP function. The operators allocates the TEID range value to the UPFs in the UPF pool. 
The following is one of the example to illustrate how to unify coding the TEID range.


The operators used 4 bits in the most significant octet of a TEID that are used to partition the TEID range, which is proposed to:
	TEID Range
	UPF ID
	SMF ID

	0000
	UPF1
	SMF1

	0001
	
	SMF2

	0010
	UPF2
	SMF1

	0011
	
	SMF2

	0100
	UPF3
	SMF1

	0101
	
	SMF2

	xxxx
	reserved
	Reseved


The UPF provides the TEID range to the SMF, and the SMF includes it in the TEID when the SMF allocates the TEID to the UE. Based on the different TEID range value, the TEID could be avoid to be conflict between each other. 
Thus even for the UPF relocation scenario (the PDU sessions are relocated from one UPF to another), the TEID would not be conflict as the TEID range is unique within the UPF pool. 
The alternative means for the SMF obtains the TEID range of one UPF instance via the NRF. The SMF query the NRF, the NRF allocates and provides TEID range of the UPF instance to the SMF. The NRF maintains the TEID range of each UPF instance and the SMF instance pair as above table described.

Issue 2: How to relocate the UE’s PDU sessions from one (source) UPF to other (target) UPFs when the source UPF failure or overload.
When one UPF (Source UPF) is failure or overload, the SMF relocates the PDU sessions of this UPF to other UPFs (Target UPFs). We proposes that the UE’s PDU session IP address should not be changed during the relocation, and the PDU sessions of the source UPF belongs to one UE’s IP address range should be relocated to the same target UPF to avoid mass of sporadic UE IP routing has to be broadcasted by the target UPFs.


[bookmark: OLE_LINK15]The above example describes the UPF1 relocation scenario, which the IP address ranges 1 of UPF1 is relocated to the UPF2 and the IP address ranges 2 of UPF1 is relocated to the UPF3. The UPF2 and UPF3 would broadcast the routing information for the IP address ranges1 and IP address ranges2 to the surround routers (e.g., via the OSPF or BGP etc.). 
The SMFs obtain the UPF1 failure or overload, and to be notified the relocation policy (the relationship between the target UPF and the IP address ranges) by other node, e.g., OAM. 
The SMFs re-establish the PDU sessions belonging to IP address ranges 1 and IP address ranges 2 via the N4 interface towards to the UPF2 and UPF3 separately. 
The SMFs notify AN to update the CN tunnel information. Only the N3 interface UL IP address parameter in the PDU session context of AN is changed during the UPF relocation, i.e. TEID keep unchanged. So the SMF could notify the AN to batch update the N3 interface UL IP address of the PDU session contexts. This can reduce the number of the N2 signalling between the SMF and AN. 
3 Proposal
It is proposed to include the following text into the TR:

/*************************** Start of the 1st change ************************/
[bookmark: _Toc508645389][bookmark: _Toc503538643]4.2	Architectural assumptions and Principles
Editor's note:	This clause will document the identified architecture principles.
Allocation and release of CN Tunnel Info is performed when a new PDU Session is established or released. This functionality is supported either by SMF or UPF, based on operator's configuration on the SMF.

/*************************** Start of the 2nd change ************************/
6.X	Solution #X: TEID ranges assist CN tunnel Info allocation
[bookmark: _Toc503538644]6.X.1	Overview
This solution addresses key issue #3, especially on how to assure the CN Tunnel Info allocated to the UE is unique when the allocation functionality is supported by the SMFs and the UPF is controlled by multiple SMFs. 
The principle of this solution is that the whole TEID resource within one UPF pool is divided to different TEID range for each SMF and UPF pair.
[bookmark: _Toc503538645]6.X.2	Description of the solution
The UPF provides the User Plane IP Resource Information IE to the SMF, which contains the TEID range that the CP function shall use to allocate GTP-U F-TEID in the UP function. For one UPF pool, i.e. the UPF instance(s) which can serve the same DN network, the TEID ranges is allocated per different SMF instance and UPF instance pair.
The alternative means for the SMF obtains the TEID range of one UPF instance via the NRF. The SMF query the NRF, the NRF allocates and provides TEID range of the UPF instance to the SMF. The NRF maintains the TEID range of each UPF instance and the SMF instance pair.
When the SMF assigns the TEID for the UE, the SMF includes the TEID range corresponding to the UPF instance in the most significant octet of a TEID.
6.X.3.	Impact of the solution to existing entities
SMF:
· The SMF includes the TEID range corresponding to the selected UPF instance in the most significant octet of a TEID.
UPF:
· The UPF instance provides corresponding TEID range to the corresponding SMF instance.
[bookmark: _Toc505676847]6.X.4	Evaluation of the solution


6.Y	Solution #Y: UPF relocation via Group ID 
6.Y.1	Overview
This solution addresses key issue #3, especially on how to support UPF relocation and the UPF is controlled by multiple SMFs.
This solution is based on the CN Tunnel Info is allocated per solution #X: TEID ranges assist CN tunnel Info allocation. When the UPF relocation is triggered, the PDU Session reallocation policy is assumed as following: 
· The UE’s IP address should not be changed even the UE’s PDU session is relocated to different UPF.
· For the UE IP address belonged to the same IP address ranges, they should be relocated to the same target UPF. Different UE IP address ranges PDU session can be relocated to different UPF. 
· The target UPF refresh the routing information of the relocated IP section to the surround routers (e.g., via the OSPF or BGP etc.).
[bookmark: _Toc505676845]6.Y.2	Description of the solution
At the PDU Session establishment procedure, the PDU Session of IP address belonged to the IP address range are grouped together and notified to the AN. The enhancement to the existing procedure is defined as following:


Figure 6.Y.2.-1: Group ID during the PDU Session Establishment procedure
1. The UE sends the PDU session establish request message to the SMF. 
2-3. The SMF selects the UPF and allocates the IP address to the PDU session. 
4.  The SMF allocates the connection set identifier (Group ID) to the PDU sessions which belongs to the same IP address range. If the PDU session is the first one of the IP address range, the SMF could assign a new Group ID. If not, the SMF could reuse the Group ID which has been assigned to other PDU session which belongs to this UE’s IP section.
5. 	The SMF sends the N2 PDU session establish request message which contains the Group ID to the AN, and the AN stores the Group ID in the UE context.
6-7.The rest call flows of the PDU session establishment procedure.

During the UPF relocation procedure, the SMFs notify AN to update the CN tunnel information. Only the N3 interface UL IP address parameter in the PDU session context of AN is changed, i.e. TEID keep unchanged. So the SMF could notify the AN to batch update the N3 interface UL IP address of the PDU session contexts. This can reduce the number of the N2 signalling between the SMF and AN. The procedure is as following: 


Figure 6.Y.2-2: UPF relocation
1-2. The SMF relocates the PDU sessions based on the relocation policy, i.e. per IP address ranges and UPF mapping table the PDU Session is reallocated to which UPF, to the target UPF. The SMF sends the N4 PDU session establish request message to re-establish the PDU sessions belongs to one IP section to the target UPF. 
3. The SMF sends the N2 Session modification request message to the AN. The N3 UL IP address of target UPF and the Group ID corresponding to the PDU session is contained in the N2 message. The SMF only sends N2 PDU Session modification request message one time to the AN for the PDU sessions which shares the same Group ID.
4.  AN batch updates the N3 interface UL IP address of PDU session contexts which contains the corresponding Group ID. AN sends the N2 Session modification response message to the SMF after update successfully.
6.Y.3 The impaction of the solution
SMF:
· SMF allocates Group ID to the PDU sessions belongs to the same IP address ranges.
· SMF provides the Group ID to the AN via the N2 PDU session establish message.
· SMF relocates the PDU sessions belongs to the same IP address ranges to the target UPF, and the SMF sends the Group ID and the N3 interface UL IP address to the AN via the N2 PDU session modification message.
AN:
· AN stores the Group ID to the PDU session context when receiving the PDU session establish request message form the SMF.
· AN batch updates the N3 interface UL IP address of PDU session contexts which contains the corresponding Group ID when receiving the N2 Session modification request message containing this Group ID.
6.Y.4	Evaluation of the solution

/*************************** End of the first change ************************/
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