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***** Start of Change # 1 *****
5.2.2.3.2
Namf_EventExposure_Subscribe service operation

Service operation name: Namf_EventExposure_Subscribe.
Description: The consumer NF uses this service operation to subscribe or modify event(s) for one UE, group of UE(s) or any UE.

Input, Required: NF ID, UE(s) ID (SUPI or IMSI-Group Identifier), Event Filters with Event ID(s).

Input, Optional: Immediate reporting flag, reporting options (One-time reporting, Maximum Number of Reports or Monitoring Duration for Monitoring Events), Event co-relation ID (required for modification).
Output, Required: Event co-relation ID.
Output, Optional: First corresponding monitoring event report is included, if corresponding information is available at the reception of the subscription request of the monitoring event (e.g. Immediate reporting).

This service operation can be invoked along with the Namf_Communication_N1N2MessageTransfer service operation invocation. The NF consumer subscribes to the event notification by invoking Namf_EventExposure_Subscribe (NF ID, UE ID, Event filter along with Event ID(s)) to the AMF. The AMF allocates an Event co-relation ID for the subscription and responds to the consumer NF with the Event co-relation ID. UE ID identifies the UE, SUPI and/or GPSI. Event ID (see clause 4.15.1) identifies the events that the NF consumer is interested in. The Event co-relation ID is unique within the AMF.
The Event co-relation ID helps the NF consumer to co-relate a notification against a corresponding event subscription. If the optional, immediate reporting flag is set, then the AMF notifies the current status of the subscribed event immediately to the NF consumer.

Event filter may include "AN type(s)" as part of the list of parameter values to match, and it indicates to subscribe the event per Access Type.

Event receiving NF ID identifies the NF that shall receive the event reporting.
When the consumer NF needs to modify an existing subscription previously created by itself in the AMF, it invokes Namf_EventExposure_Subscribe service operation which contains the Event co-relation ID and the Event Filters with Event ID(s) to the AMF.
***** Start of Change # 2 *****
5.2.5.3.6
Npcf_PolicyAuthorization_Subscribe service operation
Service operation name: Npcf_PolicyAuthorization_Subscribe
Description: provided by the PCF for NF consumers to explicitly subscribe the notification of events, such as change of Access Type or RAT type, changes of the PLMN identifier.
Inputs, Required: List of events (including the Event Id) as specified in Npcf_PolicyAuthorization_Notify service operation, information to identify the application session, NF ID.

Inputs, Optional: Immediate reporting flag.

Outputs, Required: Success or Failure.
Outputs, Optional: First corresponding monitoring event report is included, if corresponding information is available at the reception of the subscription request of the monitoring event (e.g. Immediate reporting).
Enable NF consumers to explicitly subscribe the notification of events.
***** Start of Change # 3 *****
5.2.6.2.2
Nnef_EventExposure_Subscribe operation

Service operation name: Nnef_EventExposure_Subscribe
Description: the consumer subscribes to receive an event, or if the event is already defined in NEF, then the subscription is updated.

Inputs (required): GPSI or External Group Identifier, Event filter with Event Id(s) (see clause 4.15.3.1) and optionally reporting options (e.g. Maximum Number of Reports or Monitoring Duration for Monitoring Events).

Inputs (optional): Immediate reporting flag.

Outputs (required): Operation execution result indication.
Outputs (optional): First corresponding event report is included, if corresponding information is available at the reception of the subscription request of the monitoring event (e.g. Immediate reporting).
***** Start of Change # 4 *****
5.2.8.3.3
Nsmf_EventExposure_Subscribe service operation

Service operation name: Nsmf_EventExposure_Subscribe.

Description: This service operation is used by an NF to subscribe or modify a subscription for event notifications on a specified PDU Session or for all PDU Sessions of one UE, group of UE(s) or any UE.
Input, Required: NF ID, PDU Session ID, Event filter along with Event ID and event notification method (periodic, one time, on event detection).
Input, Optional: PDU Session ID, Immediate reporting flag, reporting options (e.g. Maximum Number of Reports or Monitoring Duration), event correlation ID (required for modification).
Output, Required: Event co-relation ID.
Output, Optional: First corresponding monitoring event report is included, if corresponding information is available at the reception of the subscription request of the monitoring event (e.g. Immediate reporting).

Event filter (see clause 4.15.1) identifies the events that the NF consumer is interested in.
When a NF initially subscribes the events from the SMF, it invokes Nsmf_EventExposure_Subscribe service operation. The SMF allocates a unique Event co-relation ID for the subscription and responds to the NF with the Event co-relation ID.

When a NF needs to modify an existing subscription previously created by itself in the SMF, it invokes Nsmf_EventExposure_Subscribe service operation to the SMF providing the Event correlation ID.
During PCC policy update to the SMF, the PCF can subscribe to events from the SMF.
***** Start of Change # 5 *****
5.2.11.2.2
Nnwdaf_EventsSubscription_Subscribe service operation
Service operation name: Nnwdaf_EventsSubscription_Subscribe.
Description: Subscribes to NWDAF event with specific parameters.

Inputs Required: Identifier of Network Slice instance.

Editor's note:
The Slice Information rather than the ID regarding to the SCI generation should be provided. The detailed information is FFS.

Inputs, Optional: Periodicity, load level threshold value, Immediate reporting flag.

Outputs Required: Confirmation of the Subscription.

Outputs, Optional: First corresponding monitoring event report is included, if corresponding information is available at the reception of the subscription request of the monitoring event (e.g. Immediate reporting).

NOTE:
How load level of Network Slice instance is calculated is not specified in 3GPP.
***** End of Changes *****
