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Abstract of the contribution: This discussion paper proposes an update to the architectural assumptions for PARLOS with respect to the authenticated UE.
1
Introduction
TR 23.715 is the study to identify and evaluate potential architectural enhancements of EPS and IMS needed to support PARLOS by unauthenticated UEs.  Agreed architectural assumptions state that both unauthenticated and authenticated UEs can access RLOS via the same architecture.  While both unauthenticated and authenticated UEs access RLOS via the same architecture, the access mechanisms are different and should be clearly delineated (e.g., unauthenticated UEs using IMEI in the network as UE identifier).  
In addition, an architectural assumption is needed to state that the use of RLOS will not affect the local operator’s ability to perform LI of unauthenticated and authenticated UEs.
2
Discussion
Clause 4.3.12. IMS Emergency Service Support, TS 23.401, states that an authenticated UE in a limited service state (i.e., in a location where they are restricted from service) must have a valid IMSI.  It is an agreed architectural assumption that both unauthorized and authenticated UEs can access RLOS via the same architecture and access the same RLOS provided services.  While the unauthenticated UE can access RLOS with an unauthenticated IMSI, the authenticated UE must provide a valid IMSI for service.  It is our understanding that the differences between unauthenticated and authenticated accesses for RLOS provided services should be clearly delineated in the architectural assumptions.

It is important to state in the architectural assumptions that the use of RLOS will not affect the local operator’s ability to perform LI of unauthenticated and authenticated UEs.

3
Proposal
It is proposed to make the following changes to Clause 4.1 (Architectural Assumptions) of TR 23.715:
· Add new bullet stating that an authenticated UE must have a valid IMSI to access RLOS services.
· Add new bullet stating that the use of RLOS will not affect the local operator’s ability to perform LI of unauthenticated and authenticated UEs.
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