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Abstract of the contribution: This contribution proposes an architectural assumption and a new key issue on architectural support for highly reliable deployments.
1. Discussion

This document proposes an architectural assumption and key issue for architectural support for highly reliable deployments according to eSBA study's objective:
"The scope of this study is to consider potential optimizations to the Release 15 Service-Based Architecture (SBA) in order to provide higher flexibility and better modularization of the 5G System for the easier definition of different network slices and to enable better re-use of the defined services. Moreover, the study should consider mechanisms in order to better support automation and high reliability of network function service(s).

The potential aspects to be studied are: 

4) Study further architectural support for highly reliable deployments, considering:

· support for traceability and monitoring, 

· architectural aspects of automation and failover handling, reusing, whenever applicable, the enablers for network automation studied in FS_eNA.
· to support dynamic and automatic addition, update and planned removal of CP NFs and/or services in virtualized environments, by e.g., extension of the AMF related mechanisms that have been specified in Release 15
· study service operation to avoid long-living UE-specific bindings between service instances, e.g., by separating functional processing from state repository or other mechanisms"
2 Proposal
This document proposes to add a new Key Issue and an architectural assumption
* * * Start of Change 1 (ALL TEXT IS NEW)* * * 

4.x Architectural Assumptions
The assumption is that 5GS architecture supports cloud deployments (fully virtualized) and can make use of cloud operation mechanisms, e.g. auto-scaling, self-healing inline with ETSI GS NFV-MAN 001 [X]
* * * End of change 1, Start of Change 2 (ALL TEXT IS NEW)* * * 

5.x Key Issue X: Architectural support for highly reliable deployments
5.x.1 Description
When the 5GS is deployed in a cloud environment, it is expected that the reliability of the system shall be at least the same as today (i.e. non-cloud), whereas it is not feasible to achieve this on a SW/HW component level. Hence mechanisms need to be in place that can quickly and seamlessly replace failed components and/or adapt the system to increasing load. While it is the responsibility of management functionality of the system to detect the need for and execution of failover and scaling procedures, the system architecture has to be built in a way that seamless replacement, addition or removal of components within a given application context is possible without requiring specific (re‑)configuration (e.g. point to point interfaces or UE specific binding) of both the running and the new component(s).
Note: this functionality has no relation to URLLC.
This key issue will study architectural aspects supporting highly reliable deployments in virtualized environments (i.e. built for cloud) including e.g. (non-exhaustive list )
· automation for failover handling of CP NFs and/or services 

· automation to support dynamic addition, update and removal of CP NFs and/or services 
· impact on service operation to support scenarios with and without long-living UE-specific bindings between service instances, e.g., by separating functional processing from state repository or other mechanisms.
· support traceability and monitoring as needed to support automation.
Editor's note: Solutions may reuse, where applicable, the enablers for network automation studied in FS_eNA.
End of change 2, Start of Change 3 (ALL TEXT IS NEW)* * * 

3.x References
[X] ETSI GS NFV-MAN 001 Network Functions Virtualisation (NFV);Management and Orchestration; http://www.etsi.org/deliver/etsi_gs/NFV-MAN/001_099/001/01.01.01_60/gs_NFV-MAN001v010101p.pdf
* * * End of Changes * * * 

3GPP

SA WG2 TD


