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Abstract of the contribution: This paper discusses how to TLTRI and TTRI are used.
1
Discussion 

1.2 
TLTRI Usage

TS 23.682[1] states that: “T8 Long Term Transaction Reference ID (TLTRI) is a parameter which refers to a long term transaction (e.g. NIDD Configuration, Group Message Request, Monitoring Event configuration) between the SCEF and the SCS/AS when using T8 interface. Long term transactions consist of one or more request messages which may have one or more response messages i.e. one or more transactions represented by TTRI. It is created by the originator of the transaction, and is unique through the duration of the transaction. It is stored on both the SCEF and the SCS/AS for the duration of the transaction.”

In TS 23.682[1], TLTRI is included in requests that create long term transactions.  For example, TLTRI is used in monitoring requests so that the TLTRI can be included in monitoring indications when the monitoring event eventually occurs.  An example is shown in Figure 1.
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Figure 1. Example Transaction for TLTRI Usage
In their LS S2-182054 [2], CT3 explained that it would be preferable for TLTRI to be assigned by the SCEF and asked SA2 the following question: “CT3 would thus like to ask SA2 whether it would be acceptable from a stage 2 perspective if stage 3 decided that the TLTRI is assigned by the SCEF.”

Figure 2 shows an example of what the flow would like if TLTRI assignment was performed by the SCEF. Notice that if TLTRI is assigned by the SCEF, the requestor (SCS/AS) is still able to correlate the notification with the original request.
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Figure 2. Example Transaction for TLTRI Usage, with change for SCEF assignment
Observation 1.1: It is observed that is not important, from a stage 2 perspective, whether the SCEF or SCS/AS assigns the TLTRI.  It is only important that TLTRI can be used by the SCEF and SCS/AS to identify long term transactions. 

Proposal 1.1: In their LS S2-182054 [2], CT3 pointed out several advantages to allowing the SCEF to assign TLTRI and asked if was it was acceptable for the SCEF to assign TLTRI.  Since, from a stage 2 perspective, either approach is acceptable, it is proposed that SA2 respond to CT3 as follows: SA2 discussed the matter and agreed that it is acceptable for the SCEF to assign TLTRI and agreed to a CR making this change. S2-183121 has been submitted to this meeting for making the necessary changes to TS 23.682.
1.2 
TTRI Usage in the MT NIDD Procedure

In TS 23.682[1] states that: “T8 Transaction Reference ID (TTRI) is a parameter which refers to transactions (e.g. Set Chargeable Party Request followed by Set Chargeable Party Response, NIDD Submit, etc.) between the SCEF and the SCS/AS when using T8 interface. The transactions consist of one request message followed by one or more response messages. It is created by the originator of the transaction, and is unique through the duration of the transaction. It is stored on both the SCEF and the SCS/AS for the duration of the transaction.”

In TS 23.682[1], TTRI is included in all of the T8 requests sent from the SCS/AS to the SCEF. When the SCEF responds to the SCS/AS, the response includes the same TTRI. Similarly, TTRI is included in all of the T8 requests/indications sent from the SCEF to the SCS/AS. When the SCS/AS responds to the SCS/AS, the response includes the same TTRI.

In the MT NIDD procedure of TS 23.682 [1], TTRI is also used by the SCS/AS to replace or purge MT NIDD data that is buffered in the SCEF.  For example, when the SCS/AS provides MT data to the SCEF, the SCEF checks if the provided TTRI matches a TTRI value that is already associated with buffered data. If there is a match, the buffered data will be overwritten.

Observation 2.1: TTRI is overloaded in the MT NIDD procedure in the sense that it is used in for a secondary purpose in the MT NIDD procedure.

In their S2-182054 [2], CT3 asked SA2 the following question about how TTRI is used in the MT NIDD procedure: “CT3 also observed that for the Mobile Terminated NIDD procedure in subclause 5.13.3 of TS 23.682, the short-term transaction identifier (TTRI) could also be used as resource identifier for a sub resource if it was assigned by the SCEF rather than the SCS/AS (as stage 2 currently requires). Again, CT3 would thus like to ask SA2 whether it would be acceptable from a stage 2 perspective if stage 3 decided that for the Mobile Terminated NIDD procedure TTRI is assigned by the SCEF.”

Observation 2.2: It is more efficient, from a stage 3 perspective, if the identifier that is used to replace or purge MT NIDD data is assigned by the SCEF

Proposal 2.1: It is proposed that SA2 respond to CT3 as follows: For the case of the MT NIDD procedure, where TTRI is used as a sub-resource identifier to identify a MT NIDD transaction, SA2 has agreed that it would be acceptable for a new identifier to be used to replace or purge MT NIDD data and that the identifier maybe assigned by the SCEF. S2-183121 has been submitted to this meeting for making the necessary changes to TS 23.682.
1.3 
TTRI Usage in General

The original motivation for adding TTRI was the case where the client (e.g. SCS/AS) sends multiple requests to the server (e.g. SCEF) without waiting for a response. For example, the SCS/AS may send a request to monitor UE#1 and then send a request for background data transfer policies before the first response is received. The client (e.g. SCS/AS) uses the TTRI in the response to determine if the response is associated with the first or second request. This is shown in the example of Figure 3 which shows out of order responses from the SCEF.
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Figure 3. Out of Order HTTP Responses
Observation 3.1: TTRI is useful to the requestor in correlating responses with requests, but in order for it to be used for this purpose, it needs to be assigned by the requestor.

In reference [3], TS 29.122, CT3 has specified the use of HTTP 1.1 for the T8 API Interface. Reference [4], RFC 7230, specifies Message Syntax and Routing for HTTP 1.1 and states: “A client that has more than one outstanding request on a connection MUST maintain a list of outstanding requests in the order sent and MUST associate each received response message on that connection to the highest ordered request that has not yet received a final (non-1xx) response.”
Observation 3.2: Except for the MT NIDD procedure, the stage 3 specification (TS 29.122 [2]) does not provide a TTRI in T8 requests and responses. This is because responses on an HTTP connection must come in the order in which they were received. Thus, TTRI is not necessary for correlating responses with requests.
Proposal 3.1: Since TTRI is not used in stage 3 and not needed since due to the constraints of HTTP, it is proposed that TTRI be removed from TS 23.682 and that SA2 point this out to CT3 in their reply LS. S2-183121 has been submitted to this meeting for making the necessary changes to TS 23.682
1.4 
Discussion on Out of Order T8 Responses
This section proposes no specific actions by SA2. This purpose of this section is to provide additional discussion on how to handle the case where it may be advantageous for the SCS/AS to receive responses in an order that this different than the order in which the associated requests were issued.

If SCEF and SCS/AS implementations require that responses can be received in out of order fashion, as shown in Figure 3, then the SCS/AS should use different HTTP/TCP connections to send the requests.  For example, this may be desirable if there are concerns about a response to a request blocking responses to future requests. This issue could also be addressed in the stage 2 design by introducing provisional and final replies. In stage 3, the provisional immediate reply would then be the HTTP response and the final reply would be an HTTP Notification (i.e. an independent HTTP request sent from server to client.) However, the authors of this paper believe that this would require extensive changes to the stage 2 flows and would be too significant of a change in Rel-15, additionally, it is not even clear if the message blocking issue is a significant issue.
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