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	Reason for change:
	As per stage 2 TS 23.501 subclause 4.2.5, UDR shall support structured data for exposure in addition to subscription data, policy data and application data:

The following data in the UDR sets exposed via Nudr to the respective NF service consumer and stored shall be standardized:
-
Subscription Data,

-
Policy Data,

-
Structured Data for exposure,

-
Application data: Packet Flow Descriptions (PFDs) for application detection and application request information for multiple UEs, as defined in clause 5.6.7.

The service based Nudr interface defines the content and format/encoding of the 3GPP defined information elements exposed by the data sets.

CT3#96 sent an LS to SA2 on Nudr Structured Data for Exposure (C3-182302), asking clarification on which exposure data is to be supported by Nudr in Rel-15. The reply from SA2 is available in S2-184624, and is copied below:

“In Rel-15, SA2 has not yet specified the structure of the exposure data to stored in the UDR but SA2 has specified that the NEF can consume the EventExposure services provided by AMF and SMF respectively to subscribe to notification of the events supported by these NFs. The NEF can optionally store the event reporting data as structured data for exposure in the UDR as in TS 23.501 clause 4.2.5. Procedure and call flow for Exposure with bulk subscription in TS 23.502 clause 4.15.3.2.4 illustrates one scenario when storage of data in the UDR could be performed by NEF.

These events are defined in the following clauses in the TS 23.502:

-
Clause 5.2.2.3 for UE access and mobility information events provided by Namf_EventExposure service.

-
Clause 5.2.8.3 for events happening on PDU Sessions provided by Nsmf_EventExposure service.

Furthermore, monitoring events that is also applicable for events exposure via NEF are defined in Clause 4.15.3 for TS 23.502.”


	
	

	Summary of change:
	 Based on the content agreed for the SA2 reply LS, we conclude that there are three main sources of stage 2 requirements for the structured data for exposure, i.e. information exposed by AMF via Namf_EventExposure service, information exposed by SMF via Nsmf_EventExposure service (also taking into account agreed CR in S2-184428), and information exposed externally for monitoring. 

Further investigating the relevant stage 2 requirements, we derive that the information listed in the table below, categorized into “access and mobility information” and “session management information”, would need to be stored by NEF in UDR when NEF consumes the events provided by SMF and AMF. The primary key to access the data should be SUPI, but can also be GPSI for the NEF to be able to retrieve information based on GPSI.
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***** First Change *****

4.15.3.2.4
Exposure with bulk subscription

Based on operator configuration NEF may perform bulk subscription with the NFs that provides necessary services. This feature is controlled by local policies of the NEF that control which events (set of Event ID(s)) and UE(s) are target of a bulk subscription.

When the NEF performs bulk subscription (subscribes for any UE (i.e. all UEs), group of UE(s) (e.g. identifying a certain type of UEs such as IoT UEs)), it subscribes to all the NFs that provide the necessary services (e.g. In a given PLMN, NEF may subscribe to all AMFs that support reachability notification for IoT UEs). Upon receiving bulk subscription from the NEF, the NFs store this information. Whenever the corresponding event(s) occur for the requested UE(s) as in bulk subscription request, NFs notify the NEF with the requested information.
The following call flow shows how network exposure can happen for one UE, groups of UE(s) (e.g. identifying a certain type of UEs such as IoT UEs) or any UE.
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Figure 4.15.3.2.4-1: NF registration/status notification and Exposure with bulk subscription

1.
NEF registers with the NRF for any newly registered NF along with its NF services.

2.
When an NF instantiates, it registers itself along with the supported NF services with the NRF.

3.
NRF acknowledges the registration

4.
NRF notifies the NEF with the newly registered NF along with the supported NF services.

5.
NEF evaluates the NF and NF services supported against the pre-configured events within NEF. Based on that, NEF subscribes with the corresponding NF either for a single UE, group of UE(s) (e.g. identifying a certain type of UEs such as IoT UEs), any UE. NF acknowledges the subscription with the NEF.

6 - 7.
When the event trigger happens, NF notifies the requested information towards NEF along with the time stamp. NEF may store the information in the UDR along with the time stamp.

8.
Application registers with the NEF for a certain event identified by event filters.

9 - 10. When the event trigger happens, NF notifies the requested information towards NEF. NEF may store the information in the UDR.

11a-b.
NEF reads from UDR and notifies the application along with the time stamp for the corresponding subscribed events.
Editor's note:
Addition of authorization steps is FFS.

***** Next Change *****

5.2.12
UDR Services

5.2.12.1
General

Three different Data Set Identifiers shall be considered in this release: Subscription Data, Policy Data and Data for Exposure. The set of Data Set Identifiers shall be extensible to cater for new identifiers as well as for operator specific identifiers and related data to be consumed. The following table illustrates the UDR Services.

Table 5.2.12.1-1: NF services provided by UDR

	NF service
	Service Operations
	Operation Semantics
	Example Consumer(s)

	Data Management (DM)
	Query
	Request/Response
	UDM, PCF, NEF 

	
	Create
	Request/Response
	NEF 

	
	Delete
	Request/Response
	NEF 

	
	Update
	Request/Response
	UDM, PCF, NEF 

	
	Subscribe
	Subscribe/Notify
	UDM, PCF, NEF 

	
	Unsubscribe
	
	UDM, PCF, NEF 

	
	Notify
	
	UDM, PCF, NEF 


The following table shows the Exposure data that may be stored in the UDR along with a time stamp using Data Management (DM) Service:
NOTE: 
When the data in Table 5.2.12.1-2 need to monitoried in real time, they should be monitored directly at the originating NF (e.g. registration state changes may be monitored via the Namf_EventExposure service) and not use the stored information from UDR if it is not the latest. It is expected that such dynamically changing information (e.g. UE reachability status) is used for statistical purpose and analytics.
Table 5.2.12.1-2: Exposure data stored in the UDR
	Category
	Information
	Description
	Data key
	Data Sub key

	Access and mobility information
	UE location
	Gives the Location or the last known location of a UE (e.g. Tai, Cell Id… both 3GPP and non-3GPP access location)
	SUPI or GPSI
	

	
	UE time zone
	Current time zone for the UE
	SUPI or GPSI
	

	
	UE Access type
	3GPP access or non-3GPP access
	SUPI or GPSI
	

	
	UE RAT type
	E-UTRA or NR
	SUPI or GPSI
	

	
	UE registration state
	Registered or Deregistered
	SUPI or GPSI
	

	
	UE connectivity state
	IDLE or CONNECTED
	SUPI or GPSI
	

	
	UE reachability status
	It indicates if the UE is reachable for sending either SMS or downlink data to the UE, which is detected when the UE transitions to CM-CONNECTED state or when the UE will become reachable for paging, e.g., Periodic Registration Update timer
	SUPI or GPSI
	

	
	UE SMS over NAS service status
	SMS over NAS supported or not in the UE
	SUPI or GPSI
	

	
	UE Roaming status
	It indicates UE's current roaming status (the serving PLMN and/or whether the UE is in its HPLMN)
	SUPI or GPSI
	

	
	UE Current PLMN
	Current PLMN for the UE
	SUPI or GPSI
	

	Session management information
	UE IP address
	UE IP address
	SUPI or GPSI
	PDU session ID or DNN 

	
	PDU session status
	Active / released
	SUPI or GPSI
	PDU session ID or DNN or UE IP address

	
	DNAI
	DNAI
	SUPI or GPSI
	PDU session ID or DNN or UE IP address

	
	N6 traffic routing information
	N6 traffic routing information
	SUPI or GPSI
	PDU session ID or DNN or UE IP address


***** Next Change *****

5.2.12.2
Nudr_DataManagement (DM) service

5.2.12.2.1
General
The operations defined for Nudr_DM service use following set of parameters defined in this clause:

-
Data Set Identifier:. uniquely identifies the requested set of data within the UDR (see clause 4.2.5).

-
Data Subset Identifier: it uniquely identifies the data subset within each Data Set Identifier. As specified in the procedures in clause 4. e.g. subscription data can consist of subsets particularised for specific procedures like mobility, session, etc.

-
Data Keys defined in Table 5.2.12.2.1-1

For Nudr_DM_Subscribe and Nudr_DM_Notify operations:

-
The Target of event reporting is made up of a Data Key and possibly a Data Sub Key both defined in Table 5.2.12.2.1-2. When a Data Sub Key is defined in the table but not present in the Nudr_DM_Subscribe this means that all values of the Data Sub Key are targeted.

-
The Data Set Identifier plus (if present) the (set of) Data Subset Identifier(s) corresponds to a (set of) Event ID(s) as defined in clause 4.15.1

At least a mandatory key is required to identify the corresponding data. Depending on the use case, it is possible to use one or multiple sub keys to further identify the corresponding data, as defined in Table 5.2.12.2.1-1 below.

Table 5.2.12.2.1-1: Data keys

	Data Set
	Data Subset
	Data Key
	Data Sub Key

	
	Access and Mobility Subscription data
	SUPI
	-

	
	SMF Selection Subscription data 
	SUPI
	-

	
	UE context in SMF data
	SUPI
	S-NSSAI

	Subscription Data
	
	
	DNN

	(see clause 5.2.3.3.1)
	SMS Management Subscription data 
	SUPI
	-

	
	SMS Subscription data
	SUPI
	

	
	Session Management Subscription data
	SUPI
	S-NSSAI

	
	
	
	DNN

	
	Slice Selection Subscription data
	SUPI
	-

	Exposure Data

(see clause 5.2.12.1)
	Access and Mobility Information
	SUPI or GPSI
	

	
	Session Management information
	SUPI or GPSI
	PDU Session ID or UE IP address or DNN


***** End Change *****
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