SA WG2 Temporary Document

Page 2

SA WG2 Meeting #127-Bis
S2-185442
28 May – 1 June 2018, Newport Beach, USA
(resubmission of S2-183638)
Source:
Huawei, HiSilicon, Convida Wireless LLC
Title:
Analytic Information Exposure to SMF for Traffic Handling
Document for:
Approval

Agenda Item:
6.11
Work Item / Release:
FS_eNA / Rel-16
Abstract of the contribution: This contribution proposes solutions for Key Issue 1 and Use Case 3 of FS_eNA study. The NWDAF sends relevant information to the SMF to support more optimal traffic handling.
Discussion
In TR 23.791, clause 5.2.1, Key Issue 1 Analytic Information Exposure to 5GS NF:
5.2.2.1
Requirements

The NWDAF shall be able to provide the analytic information based on the requirement of the 5GS NF.
Proposal
It is proposed to add solutions for Key Issue 1, analytic information exposure to SMF for traffic handling.

* * * * Start of Change * * * * 
6.X
Solution #X: Analytic Information Exposure to SMF for Traffic Handling
6.X.1
Description
This solution is for key issue 1 to support Analytic Information Exposure to SMF for Traffic Handling.
6.X.1.1
Introduction 
There are certain traffic patterns in the network. For example, from 8:00 – 9:00 am, many users are in the roads to workplace. The mobile network can be highly loaded by traffic of V2X applications. The users may access news and social network websites while they are travelling. From 9:00 – 12:00 am, many users may access work related applications such as edge computing applications. In the evening, users at residential areas may frequently access to news and entertainment websites, for example video streaming.

While the above observations on traffic patterns could be generally correct, the actual traffic patterns at specific locations and at different times could be more complex as there is a mix of users of different ages, occupations, and many other factors.

With non-real time data information from AF and 5GS NFs, the NWDAF could continuously run traffic engineering optimization to identify the best logical connections between any (R)AN node and UPF and UPF to DNAI for all applications jointly, at different times of the day, days of the week and provide data analytics to SMF, helping SMF to find robust solutions that minimize the costs for UP connection in the UL and DL while maximize the quality of service (QoS) experience for the majority of the users, due to that:

-
The NWDAF could be able to derive the statistics of traffic demand, such as the statistics of the number of PDU sessions established for a video streaming service X, or the number of PDU sessions/QoS flows established for a social network application Y from (R)AN nodes. 

-
The NWDAF could identify the dominant traffic types or applications, which consume large (R)AN and CN network resources. 
-
The NWDAF may have more information on the user QoS experience, if the service training data is provided by third parties, which indicates the service quality during the service lifetime. 
For the UP path selection, the NWDAF could provide the following information for UP path selection to SMF.

- 
Ordered list of preferred UPF(s) for certain applications at certain times, and certain locations.

-
Average load and peak load for certain applications at certain times, and certain locations.

- 
Cost or weight factors for connections associated with each preferred UPF for a given DNN/S-NSSAI at certain times, and certain locations.

6.X.1.2
Information to Support Analytic Information Exposure to SMF for Traffic Handling
Editor’s Note: The potential and necessary information for the support of analytic Information Exposure to SMF for Traffic Handling is FFS.
6.X.1.3
Procedure to Support Analytic Information Exposure to SMF for Traffic Handling 
The NWDAF services support subscribe/notify and request/response methods for analytic information exposure to the SMF.
6.X.1.3.1 Procedure for UPF Selection Information Subscribe/Unsubscribe
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Figure 6.X.1.3.1-1: Procedure to provide analytic information to the SMF by using subscribe/notify method
1.
With non-real time data information from AF and 5GS NFs, the NWDAF performs data analytics to identify the best logical connections between any (R)AN node and UPF and UPF to DNAI for all applications jointly per time per location, which will be provided data to SMF, helping SMF to find robust solutions that minimize the costs for UP connection in the UL and DL while maximize the service QoS experience for the majority of the users.

2.
The SMF subscribes to or cancels subscription to UPF selection information by invoking the Nnwdaf_EventsSubscription_Subscribe/ Nnwdaf_EventsSubscription_Unsubscribe service operation with one or more of the following information: 
-
DNN: if the SMF wants to have analytic information for specific DNN(s), and service(s) as an optional part of DNN;

-
S-NSSAI: if the SMF wants to have analytic information for a specific network slice instance(s);

-
UE Group ID: if the SMF wants to have analytic information for specific UE Group(s);

-
UPF ID: if the SMF wants to have analytic information for specific UPF(s);

-  DNAI: if the SMF wants to have analytic information for specific DNAI(s);

- 
UE ID: If the SMF wants to have analytic information for a specific UE (e.g. what UPF(s), DNAI(s), and network slice instance(s) are used by the UE).
3.
 If SMF subscribes to UPF selection information, the NWDAF notifies the SMF with the UPF selection information by invoking Nnwdaf_EventsSubscription_Notify service operation. The UPF selection information may include DNN, S-NSSAI, RAT types, RAN Address(es), time information (time of the days, days of the week), PDU Session Type, ordered list of preferred UPFs and corresponding costs or weight factors, average load and/or peak load of UPF, DNAI (for edge computing applications). The time of the days could be certain periods, for example 8:00 – 10:00 AM, 19:00 – 23:00 PM. 

6.X.1.3.2 Procedure for UPF Selection Information Request
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Figure 6.X.1.3.2-1: Procedure to provide analytic information to the SMF by using request/response method

1.
This Step is the same as Step 1 in 6.X.1.3.1.
2.
The SMF requests UPF selection information by invoking Nnwdaf_AnalyticsInfo_Request service operation with one or more of the information: 
-
DNN: if the SMF wants to have analytic information for specific DNN(s), and service(s) as an optional part of DNN;

-
S-NSSAI: if the SMF wants to have analytic information for a specific network slice instance(s);

-
UE Group ID: if the SMF wants to have analytic information for specific UE Group(s);

-
UPF ID: if the SMF wants to have analytic information for specific UPF(s);

-  DNAI: if the SMF wants to have analytic information for specific DNAI(s);
- 
UE ID: If the SMF wants to have analytic information for a specific UE (e.g. what UPF(s), DNAI(s), and network slice instance(s) are used by the UE).
3. The NWDAF responds with UPF selection information to the SMF. The UPF selection information may include DNN, S-NSSAI, RAT types, RAN Address(es), time information (time of the days, days of the week), PDU Session Type, ordered list of preferred UPFs and corresponding costs or weight factors, average load and/or peak load of UPF, DNAI (for edge computing applications). The time of the days could be certain periods, for example 8:00 – 10:00 AM, 19:00 – 23:00 PM.
6.X.2
Impacts on Existing Nodes and Functionality
Editor's note:
Capture impacts on existing 3GPP nodes and functional elements.
6.X.3
Solution Evaluation

Editor's note:
Use this section for evaluation at solution level.
* * * * End of Change * * * *
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