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Abstract of the contribution: This contribution proposes a solution for Support of authenticated UEs access to RLOS.
Discussion
According to Key Issue #EPC-4, when the authenticated UE is not able to receive normal service (e.g. the registered UE moves to a forbidden area), the UE may need to access RLOS as unauthenticated UEs. 
If the UE is in a forbidden area(e.g. “forbidden PLMN”, “forbidden TAs for regional provision of service”, “forbidden TAs for roaming”, etc ), then UE attach and TAU request will fail with corresponding cause and UE will enter LIMITED-SERVICE state, where the UE cannot receive any normal service.
1) If the UE attach procedure fails as above, the UE is still in deregistration state. (( out of key issue EPS#4 scope) So, for RLOS the UE should perform attach procedure for RLOS, which is same as a solution for un-authenticated UE. 

2) If the TAU procedure fails as above, then 

A. In case of “forbidden PLMN” and “forbidden TAs for regional provision of service” the UE becomes deregistered state per TS 24.301. (( out of key issue EPS#4 scope) So, for RLOS the UE should perform attach procedure for RLOS, which is same as a solution for un-authenticated UE. 

B. In case of “forbidden TAs for roaming”, the UE stays in registered state but not able to get normal service per TS24.301. So, now the UE has two alternative solutions for RLOS;

· Alt1. UE performs attach procedure for RLOS, which is same as a solution for un-authenticated UE.
· Alt2. UE performs TAU procedure for RLOS if the UE and NW support “EPS attach without PDN connection”, where the TAU request includes an indication for RLOS in order for MME to handle the UE exceptionally. After the successful TAU procedure, UE establishes a PDN connection dedicated to RLOS.
Hence, for the authenticated UE we may take solutions b/w ‘attach for RLOS’ procedure (same as solution for un-authenticated UE) and ‘TAU for RLOS’ procedure followed by establishing a PDN connection dedicated to RLOS. 

Proposal
It is proposed to agree the following changes to TR23.715 v0.2.0.
***** Start of Changes *****
7.X
Solution #X: Support of authenticated UEs access to RLOS
7.X.1
Functional Description

This solution is intended to resolve Key Issues EPC-4, which works in addition to solutions for Key Issues EPC-1, 2 and 3.  
The solution is described as follows:

-
The UE is already registered, but stays in the state that the UE cannot receive any normal service (e.g. UE stays in the LIMITED-SERVICE state).
- 
If the UE received a SIB that RLOS is supported in the PLMN, then
. ALT1. UE performs an attach procedure with indicating that this attach is for RLOS and including PDN Connectivity request without APN. (i.e. follow the solutions for Key Issues EPC-1, 2 and 3; solutions for the un-authenticated UE).
. ALT2. UE performs a TAU procedure with indicating that this TAU request is for RLOS. After successful TAU procedure UE performs PDN Connectivity request procedure with a RLOS-dedicated APN.
· Both UE and NW should support “EPS attach without PDN connection” in order not to be detached during TAU procedure due to no EPS bearer activated. 

· Receiving the TAU request message indicating RLOS, the MME should keep on processing the requested TAU procedure even if the UE’s subscription is not allowed to use a normal service.
· If the PDN connectivity request includes an APN or not, the MME takes a RLOS-dedicated APN, which is pre-configured in the MME if the MME was indicated that the UE is accessing for RLOS.

· The MME processes the PDN connectivity request procedure for RLOS, so that it may select a RLOS-dedicated PGW, which may redirect the UE access to the captive portal for RLOS. 

7.X.2
Procedures

Editor's note:
This clause will describe the high-level procedures and information flows for the solution.
7.X.3
Impact on existing entities and interfaces

Following impacts are added to impacts that solutions for unauthenticated UE have.
Impacts to UE: 
-
UE is able to perform TAU indicating request for RLOS when the UE is registered but cannot receive normal services(e.g. in limited service state).
Impacts to EPC: 

-
EPC is able to process the TAU request for RLOS, even if the UE’s subscription is not allowed to use a normal service, and establish a RLOS-dedicated PDN connection. 
***** End of Changes *****
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