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Abstract of the contribution: This contribution proposes to update existing solution to Multi-Access PDU Session
Discussion
This contribution proposes to solve the following editor’s note:
Editor’s note: It is FFS if the UE needs to know whether it can use MA-PDU establishment procedures or not. The 5GC may not support MA-PDU sessions or it may support MA-PDU sessions but the UE is restricted from using them (e.g. due to subscription).

In this editor’s note, it mentions that whether UE needs to know whether it can sue MA-PDU establishment procedures. For the 5GC view, 5GC needs to know how to handle PDU sessions, e.g., SMF needs to know how to steering, switching, and splitting a data flow in different access type. Therefore, 5GC needs to know whether the UE’s capability can support MA-PDU session. On the other hand, even if UE has the ability to support MA-PDU session, this UE still needs to ask 5GC whether the current 5GC can support or not. If 5GC cannot support, the UE cannot use MA-PDU session. 

In this contribution, it proposes using UE Configuration update procedure defined in Section 4.2.4.3 of TS 23.502 to be a negotiation procedure between UE and 5GC. PCF can use this procedure to tell UE whether 5GC can support MA-PDU session or not. After this procedure, the UE will know whether it can trigger MA-PDU session establishment procedure or not as defined in the current section.
* * * * Start of changes * * * *
6.2 Solution 2: Support of Multi-Access PDU Sessions
6.2.1
General

A Multi-Access PDU (MA-PDU) session is created by bundling together two separate PDU sessions, which are established over different accesses.

An MA-PDU session is schematically illustrated in the figure below. It is composed of two PDU sessions, referred to as "child PDU sessions"; one established over 3GPP access and the other established over untrusted non-3GPP access (e.g. a WLAN AN).
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Figure 6.2.1-1: Illustration of a Multi-Access PDU session with two child PDU sessions
The child PDU sessions of a MA-PDU session share the following characteristics:

(i)
a common DNN;

(ii) a common UPF anchor (UPF-A);

(iii) a common PDU type (e.g. IPv6);

(iv) common IP address(es);

(v) a common SSC mode; and

(vi) a common S-NSSAI.

An MA-PDU session realizes a multi-path data link between the UE and an UPF-A, as shown in the figure 6.2.1-1. It operates below the IP layer and it is transparent to the IP layer and all layers above the IP layer.

As discussed in the next clause, a MA-PDU session can be established with one of the following procedures:

(i)
Established with two separate PDU session establishment procedures; one of each child PDU session. This is called "separate establishment".

(ii)
Established with a single MA-PDU session establishment procedure, where the two child PDU sessions are established in parallel. This is called "combined establishment".

The child PDU sessions established with any of the above procedures have the same IP address.

After a MA-PDU session is established, SM signalling related to this MA-PDU session (e.g. for modification or removal of a child PDU session, etc.) can be conducted over any of the available accesses of the MA-PDU session.



It is expected that the UE discovers the support of ATSSS for a PDU session upon attempting to establish the MA-PDU session.
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