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Abstract of the contribution: In this contribution, some LADN aspects are discussed. 
1. Introduction
In SA2#125 meeting, there were several LADN issues discussed. Some conclusions/agreements are reached while some questions still remains. In this contribution, we further discuss the related aspects, and propose the corresponding way forward. Service requirements for LADN are not very clear since that work started. Lack of those is a main reason for the not ending discussions on how to resolve the remaining issues. This paper evaluates whether and how the original value propositions may be provided by LADN.
2. Discussion
2.1 Scenarios for LADN Usage

LADN was adopted obviously based on following contribution: 
S2-166453 (Samsung): “Use cases: the enterprise network, stadium, special event or concert as well as IoT service”. S2-167225 (KDDI, Samsung, Sprint, China Unicom, China Mobile, InterDigital): “[LADN] is useful for providing eMBB and low-latency communication based on the location, e.g., stadium, and concert hall.
Those use cases provide not enough details for identifying any requirements related to unresolved issues like whether access to an LADN needs to be restricted to specific users/subscribers and thereby whether and what subscription control may be needed. For this we develop some more concrete scenarios following the rough ideas from the referenced tdocs. One of the claimed value proposition we exclude without further considerations. We don’t think that “providing low latency eMBB based on location” is for LADN. Low latency eMBB is provided via other features. A proper service definition of LADN might be: “a data network that is available only with in a limited service area”.
In the following we refine and evaluate the mentioned usage scenarios with regard to any potential user/subscriber specific access restrictions. 

Scenario #1: Traffic offloading using LADN for all traffic and services
This scenario may be compared with deploying Wi-Fi, e.g. in a stadium or a restaurant chain, for offloading the traffic from the cellular network. In this scenario all traffic from the UE’s general purpose DNN (e.g. Internet) will be offloaded, i.e. all Internet-DNN based services run then via the LADN. Any specific value-added services that shall be available only at this location are also provided via this LADN DNN, e.g. real-time streaming from any of the cameras in the stadium, real-time statistics, replays of the best shots and so on. The incentive for the user spending this extra effort to change his DNN configuration is getting Internet access free of charge or a lower tariff and/or getting access to value-added services. 
It is obvious that such use case doesn’t need any hurdles like extra subscription data for all the spectators, which will be also hard to manage, e.g. for larger events. Any potentially wanted access restriction to the offered value-added services is done more efficiently and flexibly at application level. This allows also for finer granularity, e.g. different permitted value-added services for different users via the same LADN. Further, this scenario may be questioned as the scarcest resource, i.e. the radio, is not offloaded. And for restricting access to value-added services based on location there are also Offload configurations inside the network can be deployed with other features fully transparent for users and services.
Scenario #2: LADN enabled access to value added services only
This scenario is similar to the traffic offload scenario, but the “offload” is for value-added services only, i.e. the UE’s general purpose DNN (e.g. Internet) will be remain in use in parallel for other traffic/services. The incentive for the user to use that LADN is getting access to value-added services.

Also in this scenario it is unnecessary overhead to have any subscription control for this as it is basically a public service. Updating subscriptions before usage is too much effort and would probably also take too much time. And also here finer access control granularity to value-added services may be wanted than just based on the LADN.
Also here the scenario’s usefulness might be questioned. There are more elegant tools, like location and/or traffic dependent charging or localised services, e.g. location based advertisements, which can provide the same without any issues of configuring UEs.
Observation 1:  In Scenario #1 and #2, people moves in/out these areas (stadium/funfair/mall/shop/museum) randomly would require to update any potentially required the LADN subscription in short time for many subscribers. And from services perspective there is no value in having any LADN-DNN subscription.
Scenario #3: Private Enterprise LADN available only to specific users
A large enterprise may deploy a private LADN. Only specific users are allowed to access the LADN covering the area of the enterprise. In this scenario, the LADN usage is limited to specific users, the employees.
There are different options for restricting the access:

a) Requiring that the subscriber has the specific “LADN DNN” explicitly allowed in his subscriber data, 
b) Allowing initial access to the LADN DNN in general, e.g. with a wildcard DNN subscription, but restrict it then per user via the secondary authentication/authorization by a DN-AAA DN.
b) is preferable as it doesn’t require to specify any specific means and complexity for managing LADN DNN in the system. Compare with the 8 pages SDL diagram from 23.060 on how MME/SGSN process requested, subscribed, default and (locally) configured APNs for selecting an APN to be used in the session establishment! It should be also noted that corporate DNN(/APN) can exist also without any LADN. And there is no specific DNN handling foreseen besides the secondary authentication.

For UEs with a very limited set of DNNs and that never need to use “public LADNs” the LADN DNN(s) can also be subscribed. The main and mandatory access restriction should be however via the secondary authentication/authorization.

As an alternative for UEs that are operating always only within a restricted area, e.g. some enterprise premises, the service area can be restricted by subscribing  “service area restrictions”, which is less complex than restricting service areas via LADN as it applies to all services of a UE.
Observation 2: For Private Enterprise LADNs, it is not preferred to restrict access to LADNs via DNN subscriptions. Secondary authentication/authorisation shall be used, if access control is necessary.
Proposal 1: having dedicated subscriptions per LADN DNN to use an LADN is not preferable. Any LADN DNN usage should be based on the same subscription rules as any other DNN usage. I.e. specific (LADN) DNNs may be subscribed, but may be also authorised via wildcard subscriptions, which is necessary for “public LADNs”. The TS 23.060 APN selection SDL diagram should be applicable also for selecting the DNN by the AMF/SMF. Secondary authentication/authorisation shall be used, if per user control is necessary for (LADN)DNNs.
2.2  How does the AMF notify LADN Information to UE if subscription is not needed to LADN DNN?
If subscription is not needed for LADN DNN, as a consequence, AMF doesn’t know which of its configured LADN Information should be provided to UE. For example, if the AMF is configured with hundreds of set of LADN Information and it has no idea which of them will be used by UE.

Two alternatives are listed as below:
Alternative #1: The AMF sends all the LADN Information configured in the AMF to the UE.
If the AMF sends all its configured sets of LADN Information to UE, it may cause overload in NAS MM signalling and occupy UE memory unnecessarily. Besides, 99% percent of them may be useless for the UE.
Alternative #2: The UE could request a specific LADN Information or provide an indication that the UE wants or is willing to use LADN service in the Registration Request.
As the UE may install some Apps corresponding to LADNs, which opens the access to the LADN. Compared with similar Wi-Fi deployments, the UE could request to use some specific LADN by turning on an option embedded in the UI of the APP or the UE. Then the UE may regard this action as a request, i.e. requesting a specific LADN Information or the UE wants or is willing to use LADN service. 
If a specific LADN DNN is included in the registration request, the AMF shall provide the UE corresponding LADN Information in the Registration Accept message. 
If an indication that the UE wants or is willing to access to LADN service is included in the registration request, the AMF provides the UE available LADN Information based on the indication, the local configuration information (e.g. via OAM) about LADN Information and UE location.
Proposal 2: Alternative# 2 is preferred. It is proposed that the UE could request provide an indication that the UE wants or is willing to use LADN service in the Registration Request. The AMF provides the UE available LADN Information based on the indication, the LADN Information and UE location information. 
2.3 The UE may request a PDU session when the UE is out of LADN service area.
If for misalignment reason, AMF receives the PDU Session Establishment Request message concerning a LADN DNN where the UE presence in this LADN service area is OUT, the AMF still sends N11 message carrying the NAS SM message to SMF. Once SMF knows the UE presence in this LADN service area is OUT, the SMF shall (clause 5.6.5 of 23.501):

-  release the PDU Session immediately; or

-  deactivate the user plane connection for the PDU Session with maintaining the PDU Session and ensure the Downlink Data Notification is disabled. The SMF may release the PDU Session later.
In this case, as the SMF does not know the UE is out of LADN service area when receiving the N11 message, the PDU session will be established firstly, then the above procedure shall be implemented later. 
There are two papers (S2-180377[1] from Sony, S2-180502[2] from Huawei) proposing to optimize current solution in last meeting. 
In S2-180377, the AMF adds an Invalid LADN flag indicates that the requested DNN corresponds to an LADN and that the UE is outside of that LADN to SMF, the SMF shall reject the request based on this flag. In S2-180502, it is proposed that the AMF rejects the request directly at the beginning when the AMF detects the requested DNN is an LADN and that the UE is outside of that LADN. Both of them were not approved.
As the scenario of UE requesting a LADN PDU session when the UE is out of LADN service area is a rather corner case, considering the LADN area can be aware by the UE and LADN area change which cause inconsistence between UE and Network is rare case. The debate has been lasting for two meetings and no agreements has been reached, it is better to stop discussing any optimization proposal.                                                                                                 
Proposal 3: The scenario of UE requesting a LADN PDU session when the UE is out of LADN service area is a corner case, no optimization proposal is preferred.
2.4 How SMF know whether a DNN is LADN DNN
Two alternatives had been discussed in last meeting:
Alternative #1: SMF knows from UDM as part of User subscription
This is the current work assumption for 5GS but not explicitly addressed yet, clarification in 23.501 and 23.502 is needed. While based on the observations in section 2.1 above, a subscription for LADN DNN to use an LADN is not preferable. Then the UDM has no user subscription and the SMF could not retrieve this information from the UDM.
Alternative #2: Configuring a DNN is a LADN DNN in SMF
The SMF could configure some DNN information as the SMF serves the DNN. Besides it could avoid redundant retrievals from the UDM.
Proposal 4: Configuring a DNN is a LADN DNN in SMF.
3. Proposal
In this contribution, we further discussed several aspects of the LADN topic, get the following proposals:

Proposal 1: A subscription for LADN DNN to use an LADN is not preferable. 
Proposal 2: It is proposed that the UE provides an indication on whether LADN is to be used in the registration request. The AMF provides the UE available LADN Information based on the indication, the LADN Information and UE location information.
Proposal 3: The scenario of UE requesting a LADN PDU session when the UE is out of LADN service area is a rather corner case, optimization proposal is not preferable.
Proposal 4: Configuring a DNN is a LADN DNN in SMF.

It is proposed to agree these proposals.
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