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	Reason for change:
	In the last meeting, the conclusion of Allowed NSSAI vs Access Type cannot been achieved. To compare the two alternatives: Allowed NSSAI per PLMN or Allowed NSSAI per Access Type, one details are described in a discussion paper S2-182180.

The current context in 5.15 describes the Requested NSSAI and Allowed NSSAI as specific to the serving PLMN. However, the description of the behaviour focuses only on registering over one access. If registration over the second access and subsequent registrations are performed, there are some points that should be clarified:
1. Whether Network Slices are expected to support all the accesses, or whether some Network Slices can be restricted to one access.

2. Whether an additional Requested NSSAI is required for each access or the same Requested NSSAI can be used for both (all) accesses;

3. Whether an additional Allowed NSSAI per PLMN is required for each access or the same Allowed NSSAI per PLMN can be used for all accesses, corresponding to 1.
For Point 1, while Network Slices are not necessarily access-specific, depending on the network deployment, some network slices might only make sense when used over a specific access (e.g. a URLLC slice might only make sense when used over NG-RAN with NR cells).

For Point 2, the UE can construct the Requested NSSAI based on the Configured NSSAI for the PLMN and the Allowed NSSAI received in this PLMN. However, if each access has each Requested NSSAI, this adds complexity to the UE to figure out before registration which S-NSSAIs the UE wants to register over which access, as many scenarios are possible, and more even will be possible in Rel-16. 
For Point 3, Allowed NSSAI represents the Network Slices which are allowed for the UE to use in this PLMN. It is expected that most slices – unless when some constraints prevent it (see point 1), will be available over all accesses. The current design for the interaction between the UE, the AMF, the NSSF, the UM, etc, are constructed around the use of a single Allowed NSSAI for the PLMN. Restructuring all the interactions to support one Allowed NSSAI per access per PLMN, with the added interaction that in many cases, Network Slices will be available over multiple accesses, will require a major re-consideration of each aspect of Network Slicing.
Based on the above analysis, we propose to choose the simplest solution, which is to keep the current assumption in the specification and have only one Requested NSSAI provided by the UE and only one Allowed NSSAI per PLMN allocated to the UE.
When the UE registers over additional accesses, AMF indicates to the UE the Allowed NSSAI and optionally any access restrictions. When establishing a PDU Session, or when moving a PDU Session from one access to the other, the UE shall check the potential access restrictions associated with an S-NSSAI.

	
	

	Summary of change:
	1. Clarify the behaviour of the UE when registering over several accesses. When UE receives the Allowed NSSAI from AMF as part of the registration over one access, UE treats the Allowed NSSAI applicable to all accesses it is currently registered to.
2. Clarify that some Network Slices can be restricted to certain accesses.
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*************** Start of 1st change ***************
5.15.4
UE NSSAI configuration and NSSAI storage aspects
5.15.4.1
General
A UE can be configured by the HPLMN with slice configuration information.
The slice configuration information contains one or more Configured NSSAI(s). A Configured NSSAI may apply either to one PLMN or to all PLMNs that do not have a specific Configured NSSAI (e.g. this could be possible for NSSAIs containing only S-NSSAIs with standard values, see clause 5.15.2.1). There is at most one Configured NSSAI per PLMN.

The Configured NSSAI of a PLMN may include S-NSSAIs that have standard values or PLMN-specific values.
The Configured NSSAI for the Serving PLMN includes the S-NSSAI values which can be used in the Serving PLMN and may be associated with mapping of each S-NSSAI of the Configured NSSAI to the corresponding S-NSSAI values in the Configured NSSAI for the HPLMN.
The S-NSSAIs in the Configured NSSAI for the HPLMN, at the time when they are provided to the UE, match the Subscribed S-NSSAIs for the UE.
When providing a Requested NSSAI to the network upon registration, the UE in a given PLMN only includes and uses S-NSSAIs applying to this PLMN, possibly associated with mapping of each S-NSSAI of the Requested NSSAI to the S-NSSAIs of the Configured NSSAI for the HPLMN i.e. part of the Configured and/or Allowed NSSAIs applicable for this PLMN. The UE includes in the Requested NSSAI all the S-NSSAIs it intends to request for the PLMN, regardless of the access for which it currently performs a registration.
Upon successful completion of a UE's Registration procedure, the UE obtains an Allowed NSSAI for this PLMN, for all the accesses (3GPP and/or Non-3GPP) to which the UE is currently registered. The Allowed NSSAI includes one or more S-NSSAIs, from the AMF, possibly associated with mapping of Allowed NSSAI to Configured NSSAI for the HPLMN. These S-NSSAIs are valid for the current Registration Areas provided by the serving AMF the UE has registered with and can be used simultaneously by the UE (up to the maximum number of simultaneous Network Slices or PDU Sessions). These S-NSSAIs can be used over all accesses, unless an S-NSSAI is associated with access restrictions indicating that it can be used over certain accesses only (3GPP or Non-3GPP access). 
The UE might also obtain one or more rejected S-NSSAIs with cause and validity of rejection from the AMF. An S-NSSAI may be rejected:

-
for the PLMN; or

-
for the current Registration area.

While it remains RM-REGISTERED in the PLMN, the UE shall not re-attempt to register to an S-NSSAI rejected in the PLMN. 

While it remains RM-REGISTERED in the PLMN, the UE shall not re-attempt to register to an S-NSSAI rejected in the current Registration Area until it moves out of the current Registration Area.
NOTE 1:
The details and more cases of S-NSSAI rejection are described in TS 24.501 [47].
*************** Start of 2nd change ***************
5.15.5.2.1
Registration to a set of Network Slices

When a UE registers with a PLMN, if the UE for this PLMN has a Configured NSSAI or an Allowed NSSAI, the UE shall provide to the network in RRC and NAS layer a Requested NSSAI containing the S-NSSAI(s) corresponding to the slice(s) to which the UE wishes to register, regardless of the access for which it currently performs a registration, in addition to the 5G-S-TMSI if one was assigned to the UE.

The Requested NSSAI shall be one of:

-
the Configured-NSSAI, or a subset thereof as described below, if the UE has no Allowed NSSAI for the serving PLMN; or

-
the Allowed-NSSAI, or a subset thereof as described below, if the UE has an Allowed NSSAI for the serving PLMN; or

-
the Allowed-NSSAI, or a subset thereof as described below, plus one or more S-NSSAIs from the Configured-NSSAI for which no corresponding S-NSSAI is present in the Allowed NSSAI and that were not previously rejected in the PLMN by the network.

The subset of Configured-NSSAI provided in the Requested NSSAI consists of one or more S-NSSAI(s) in the Configured NSSAI applicable to this PLMN, if the S-NSSAI was not previously rejected in the PLMN by the network.
The UE shall include the Requested NSSAI at RRC Connection Establishment and in NAS messages. However, the UE shall not indicate any NSSAI in RRC Connection Establishment or Initial NAS message unless it has a Configured NSSAI or Allowed NSSAI for the corresponding PLMN. The RAN shall route the NAS signalling between this UE and an AMF selected using the Requested NSSAI obtained during RRC Connection Establishment. If the RAN is unable to select an AMF based on the Requested NSSAI, it routes the NAS signalling to an AMF from a set of default AMFs. In the NAS signalling the UE provides the mapping of each S-NSSAI of the Requested NSSAI to the S-NSSAIs of the Configured NSSAI for the HPLMN.
When a UE registers with a PLMN, if for this PLMN the UE has not included a Requested NSSAI, the RAN shall route all NAS signalling from/to this UE to/from a default AMF. When receiving from the UE a Requested NSSAI and a 5G-S-TMSI in RRC, if the RAN can reach an AMF corresponding to the 5G-S-TMSI, then RAN forwards the request to this AMF. Otherwise, the RAN selects a suitable AMF based on the Requested NSSAI provided by the UE and forwards the request to the selected AMF. If the RAN is not able to select an AMF based on the Requested NSSAI, then the request is sent to a default AMF.

When the AMF selected by the AN receives the UE Initial Registration request:

-
As part of the registration procedure described in TS 23.502 [3], clause 4.2.2.2.2, the AMF may query the UDM to retrieve UE subscription information including the Subscribed S-NSSAIs.
-
The AMF verifies whether the S-NSSAI(s) in the Requested NSSAI are permitted based on the Subscribed S-NSSAIs (to identify the Subscribed S-NSSAIs the AMF may use the mapping to the S-NSSAI(s) of the Configured NSSAI for the HPLMN provided by the UE, in the NAS message, for each S-NSSAI of the Requested NSSAI).
-
When the UE context in the AMF does not yet include an Allowed NSSAI, the AMF queries the NSSF (see (B) below for subsequent handling), except in the case when, based on configuration in this AMF, the AMF is allowed to determine whether it can serve the UE (see (A) below for subsequent handling).

NOTE 1:
The configuration in the AMF depends on operator's policy.
-
When the UE context in the AMF already includes an Allowed NSSAI, based on the configuration for this AMF, the AMF may be allowed to determine whether it can serve the UE (see (A) below for subsequent handling).

NOTE 2:
The configuration in the AMF depends on the operator's policy.
(A) Depending on fulfilling the configuration as described above, the AMF may be allowed to determine whether it can serve the UE, and the following is performed:

-
AMF checks whether it can serve all the S-NSSAI(s) from the Requested NSSAI present in the Subscribed S-NSSAIs (potentially using configuration for mapping S-NSSAI values between HPLMN and Serving PLMN), or all the S-NSSAI(s) marked as default in the Subscribed S-NSSAIs in case no Requested NSSAI was provided (see clause 5.15.3).
-
If this is the case, the AMF remains the serving AMF for the UE. The Allowed NSSAI is then composed of the list of S-NSSAI(s) in the Requested NSSAI permitted based on the Subscribed S-NSSAIs, or, if no Requested NSSAI was provided, all the S-NSSAI(s) marked as default in the Subscribed S-NSSAIs (see (C) below for subsequent handling). It also determines the mapping if the S-NSSAI(s) included in the Allowed NSSAI needs to be mapped to Subscribed S-NSSAI(s) values. If one or more S-NSSAI(s) in the Allowed NSSAI is associated with access restrictions indicating that it can be used over certain accesses only (3GPP or Non-3GPP access), the AMF also sends the access restrictions to UE.
-
If this is not the case, the AMF queries the NSSF (see (B) below).
(B) When required as described above, the AMF needs to query the NSSF, and the following is performed:

-
The AMF queries the NSSF, with Requested NSSAI, mapping of Requested NSSAI to Configured NSSAI for the HPLMN, the Subscribed S-NSSAIs (with an indication if marked as default S-NSSAI), PLMN ID of the SUPI and UE's current Tracking Area(s).
NOTE:
When more than one UE's Tracking Area is indicated, the UE is using more than one Access Type.
-
Based on this information, local configuration, and other locally available information including RAN capabilities in the current Tracking Area for the UE, the NSSF does the following:

-
It verifies whether the S-NSSAI(s) in the Requested NSSAI are permitted based on the Subscribed S-NSSAIs and the mapping of Requested NSSAI to Configured NSSAI for the HPLMN.
-
It selects the Network Slice instance(s) to serve the UE. When multiple Network Slice instances in the UE's Tracking Areas are able to serve a given S-NSSAI, based on operator's configuration, the NSSF may select one of them to serve the UE, or the NSSF may defer the selection of the Network Slice instance until a NF/service within the Network Slice instance needs to be selected.

-
It determines the target AMF Set to be used to serve the UE, or, based on configuration, the list of candidate AMF(s), possibly after querying the NRF.

-
It determines the Allowed NSSAI, taking also into account the availability of the Network Slice instances as described in clause 5.15.8 that are able to serve the S-NSSAI(s) in the Allowed NSSAI in the current UE's Tracking Areas. The access restrictions of one or more S-NSSAI(s) in the Allowed NSSAI is also determined, if these S-NSSAIs are associated with access restrictions indicating that it can be used over certain accesses only (3GPP or Non-3GPP access).
-
It also determines the mapping of each S-NSSAI of the Allowed NSSAI to the Subscribed S-SNSSAIs if necessary.
-
Based on operator configuration, the NSSF may determine the NRF(s) to be used to select NFs/services within the selected Network Slice instance(s).
-
Additional processing to determine the Allowed NSSAI in roaming scenarios and the mapping to the Subscribed S-NSSAIs, as described in clause 5.15.6.

-
The NSSF returns to the current AMF the Allowed NSSAI, the associated access restriction if determined, the mapping if determined and the target AMF Set, or, based on configuration, the list of candidate AMF(s). The NSSF may return the NRF(s) to be used to select NFs/services within the selected Network Slice instance(s), and the NRF to be used to determine the list of candidate AMF(s) from the AMF Set. The NSSF may return NSI ID(s) to be associated to the Network Slice instance(s) corresponding to certain S-NSSAIs. NSSF may return the rejected S-NSSAI(s) as described in clause 5.15.4.1.
 -
Depending on the available information and based on configuration, the AMF may query the appropriate NRF (e.g. locally pre-configured or provided by the NSSF) with the target AMF Set. The NRF returns a list of candidate AMFs.
-
If rerouting to a target serving AMF is necessary, the current AMF reroutes the Registration Request to a target serving AMF as described in clause 5.15.5.2.3.

(C) The serving AMF shall determine a Registration Area such that all S-NSSAIs of the Allowed NSSAI are available in all Tracking Areas of the Registration Area (and also considering other aspects as described in clause  5.3.2.3) and then return to the UE the Allowed NSSAI, the associated access restriction if determined and the mapping of the Allowed NSSAI to the Subscribed S-NSSAIs if provided. The AMF may return the rejected S-NSSAI(s) as described in clause 5.15.4.1.

Upon successful Registration, the UE is provided with a 5G-S-TMSI by the serving AMF. The UE shall include this 5G-S-TMSI in any RRC Connection Establishment during subsequent initial accesses to enable the RAN to route the NAS signalling between the UE and the appropriate AMF.

If the UE receives an Allowed NSSAI from the serving AMF, it shall store this new Allowed NSSAI and the associated mapping of the Allowed NSSAI to the Configured NSSAI for the HPLMN, if any, and override any previously stored Allowed NSSAI for this PLMN, as described in clause 5.15.4.1.
When no Requested NSSAI was included or when an S-NSSAI was rejected in the PLMN, the AMF may update the UE slice configuration information for the PLMN as described in clause 5.15.4.2.
*************** End of changes ***************
