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Abstract of the contribution: This contribution proposes a solution for Multi-access PDU session.
1
Introduction
In this contribution, the solution for Multi-access PDU session is proposed to consider the signalling procedure for establishing a multi-access PDU session in Key Issue#5. 
2
Proposal
It is proposed to add the following texts into TR 23.793.

* * * Start of changes* * * *
6.x
Solution x: Proposed solution for Multi-access PDU session
6.x.1
Overview
This solution is for Key Issue#5 Multi-access PDU session which can be established over both 3GPP and non-3GPP accesses as depicted in Figure 6.x-1.
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Figure 6.x-1: A multi-access PDU session architecture
In this solution, Multi-access PDU session has following characteristics: 
-
Common PDU session ID;

-
Common IP address(es)/Prefix;

Editor's note: It is FFS to consider Non-IP PDU session type. 
-
Common Anchor UPF 
Editor's note: Multi-homing case is FFS. 
6.x.2
Procedures
In this solution, PDU Session Establishment and PDU Session Release procedures defined in TS 23.502[x] can be re-used to establish and release a Multi-access (MA) PDU session. 
6.x.2.1
PDU session establishment over both 3GPP and Non-3GPP
A UE can request to establish a MA PDU session over both 3GPP and Non-3GPP accesses. In this case, UE requested PDU session establishment procedure in TS 23.502[x] can be re-used to establish the MA PDU session by indicating Request Type as “Multi-access PDU session” with additional Multi-access information. UE requested Multi-access PDU session establishment procedure for both 3GPP and Non-3GPP accesses is shown in Figure 6.x-2. 
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Figure 6.x-2: UE-requested Multi-access PDU Session Establishment for non-roaming 
1.
A UE has already registered over both 3GPP and Non-3GPP accesses and then the UE decides to establish a MA PDU session via a prioritized access (e.g., 3GPP access is prioritized.).
2.
From UE to AMF: NAS Message (S-NSSAI(s), DNN, PDU Session ID, Request type, N1 SM container (PDU Session Establishment Request)).


In order to establish a new MA PDU Session, the UE generates a new PDU Session ID.


The UE initiates the UE Requested PDU Session Establishment procedure via the prioritized access (3GPP access) by the transmission of a NAS message containing a PDU Session Establishment Request within the N1 SM container. The PDU Session Establishment Request may include a Requested PDU Type, a Requested SSC mode, Protocol Configuration Options, SM PDU DN Request Container as well as MA information such as access type or RAT type.
Editor's note: Detailed contents of MA information are FFS. 

The Request Type indicates “Multi-access PDU Session” if the PDU Session Establishment is a request to establish a new MA PDU Session.
3.
From AMF to SMF: If the AMF does not have an association with an SMF for the PDU Session ID provided by the UE when Request Type indicates "Multi-access PDU Session", the AMF invokes the Nsmf_PDUSession_CreateSMContext Request (SUPI, DNN, S-NSSAI, PDU Session ID, AMF ID, Request Type, N1 SM container (PDU Session Establishment Request), User location information, Access Type, PEI, GPSI, Subscription For PDU Session Status Notification).
4.
The SMF may perform a Session Management Policy Establishment procedure as defined in TS 23.502[x] clause 4.16.4 to establish a PDU Session with the PCF and get the default PCC Rules for the PDU Session. The PCF may provide authorized Session-AMBR and the authorized 5QI and ARP to SMF. The PCF subscribes to the IP allocation/release event in the SMF.
5.
From SMF to AMF: If the SMF received Nsmf_PDUSession_CreateSMContext Request in step 3 and the SMF is able to process the PDU Session establishment request, the SMF creates an SM context and responds to the AMF by providing an SM Context Identifier.

When the SMF decides not to accept to establish the MA PDU Session, the SMF rejects the UE request via NAS SM signalling including a relevant SM rejection cause by responding to the AMF with Nsmf_PDUSession_CreateSMContext Response. The SMF also indicates to the AMF that the PDU Session ID is to be considered as released, deregisters from UDM for this PDU Session and the rest of the procedure is skipped.
6.
SMF initiates an N4 Session Establishment procedure with the selected UPF:

6a.
The SMF sends an N4 Session Establishment to the UPF and provides Packet detection, enforcement and reporting rules to be installed on the UPF for this PDU Session. If CN Tunnel Info is allocated by the SMF, the CN Tunnel Info is provided to UPF in this step. If the selective User Plane deactivation is required for this PDU Session, the SMF determine the Inactivity Timer and it provides to the UPF.

6b.
The UPF acknowledges by sending an N4 Session Establishment Response. If CN Tunnel Info is allocated by the UPF, the CN Tunnel Info is provided to SMF in this step.

7.
SMF to AMF: Namf_Communication_N1N2MessageTransfer (PDU Session ID, Access Type, N2 SM information (PDU Session ID, QFI(s), QoS Profile(s), CN Tunnel Info, S-NSSAI, Session-AMBR, PDU Session Type), N1 SM container (PDU Session Establishment Accept (QoS Rule(s), selected SSC mode, S-NSSAI, allocated IPv4 address, interface identifier, Session-AMBR, selected PDU Session Type))). 


The N2 SM information carries information that the AMF shall forward to the (R)AN which includes:

-
The CN Tunnel Info corresponds to the Core Network address of the N3 tunnel corresponding to the PDU Session.

-
The PDU Session ID may be used by AN signalling with the UE to indicate to the UE the association between AN resources and a PDU Session for the UE.


The N1 SM container contains the PDU Session Establishment Accept that the AMF shall provide to the UE.

8.
AMF to N3IWF: N2 PDU Session Request (N2 SM information, NAS message (PDU Session ID)).


The AMF sends the NAS message containing PDU Session ID and the N2 SM information received from the SMF within the N2 PDU Session Request to the N3IWF.

9.
N3IWF to UE: The N3IWF may issue AN specific signalling exchange with the UE that is related with the information received from SMF. 


N3IWF also allocates (R)AN N3 tunnel information for the PDU Session. 


N3IWF forwards the NAS message (PDU Session ID) provided in step 8 to the UE. N3IWF shall only provide the NAS message to the UE if the necessary RAN resources are established and the allocation of (R)AN tunnel information are successful.

10.
N3IWF to AMF: N2 PDU Session Response (PDU Session ID, Cause, N2 SM information (PDU Session ID, AN Tunnel Info, List of accepted/rejected QFI(s))).


The AN Tunnel Info corresponds to the Access Network address of the N3 tunnel corresponding to the PDU Session.

11.
AMF to SMF: Nsmf_PDUSession_UpdateSMContext Request (N2 SM information, Request Type).


The AMF forwards the N2 SM information received from N3IWF to the SMF.
12a.
The SMF initiates an N4 Session Modification procedure with the UPF. The SMF provides AN Tunnel Info to the UPF as well as the corresponding forwarding rules.
12b.
The UPF provides an N4 Session Modification Response to the SMF.

13.
SMF to AMF: Nsmf_PDUSession_UpdateSMContext Response (Cause).

14.
AMF to (R)AN: N2 PDU Session Request (N2 SM information, NAS message (PDU Session ID, N1 SM container (PDU Session Establishment Accept))).


The AMF sends the NAS message containing PDU Session ID and PDU Session Establishment Accept targeted to the UE and the N2 SM information received from the SMF within the N2 PDU Session Request to the (R)AN.

15.
(R)AN to UE: The (R)AN may issue AN specific signalling exchange with the UE that is related with the information received from SMF. 


(R)AN also allocates (R)AN N3 tunnel information for the PDU Session. 


(R)AN forwards the NAS message (PDU Session ID, N1 SM container (PDU Session Establishment Accept)) provided in step 12 to the UE. (R)AN shall only provide the NAS message to the UE if the necessary RAN resources are established and the allocation of (R)AN tunnel information are successful.

16.
(R)AN to AMF: N2 PDU Session Response (PDU Session ID, Cause, N2 SM information (PDU Session ID, AN Tunnel Info, List of accepted/rejected QFI(s))).


The AN Tunnel Info corresponds to the Access Network address of the N3 tunnel corresponding to the PDU Session.

17.
AMF to SMF: Nsmf_PDUSession_UpdateSMContext Request (N2 SM information, Request Type).


The AMF forwards the N2 SM information received from (R)AN to the SMF.
18a.
The SMF initiates an N4 Session Modification procedure with the UPF. The SMF provides AN Tunnel Info to the UPF as well as the corresponding forwarding rules.
18b.
The UPF provides an N4 Session Modification Response to the SMF.

19.
SMF to AMF: Nsmf_PDUSession_UpdateSMContext Response (Cause).

6.x.2.3
PDU session establishment over a second access 
A UE can perform a Multi-access PDU session establishment procedure over a second (3GPP / N3GPP) access after having established the PDU session over a first access as shown in the Figure 6.x-3. In this case, UE requested Multi-access PDU session establishment procedure assumes that the UE has already registered on the AMF over both 3GPP and Non-3GPP accesses and the UE has established the PDU session via either 3GPP or Non-3GPP access. 
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Figure 6.x-3: UE-requested Multi-access PDU Session Establishment for non-roaming
1.
A UE has already registered over both 3GPP and Non-3GPP accesses and has established a PDU session over a first access such as 3GPP or Non-3GPP access.
2.
From UE to AMF: NAS Message (S-NSSAI(s), DNN, PDU Session ID, Request type, N1 SM container (PDU Session Establishment Request)).


In order to add the second access to the PDU Session, the UE uses the same PDU session ID from the first access in step 1. If more than one PDU session is established over the first access, the UE can select one of PDU session IDs based on UE’s policy. 


The UE initiates the UE Requested PDU Session Establishment procedure via the second access by the transmission of a NAS message containing a PDU Session Establishment Request within the N1 SM container. The PDU Session Establishment Request may include a Requested PDU Type, a Requested SSC mode, Protocol Configuration Options, SM PDU DN Request Container as well as MA information.

The Request Type indicates “Multi-access PDU Session” if the PDU Session Establishment is a request to add the second access to the existing PDU Session over the first access.
3.
From AMF to SMF: The AMF already has an association with an SMF for the PDU Session ID provided by the UE when Request Type indicates "Multi-access PDU Session", and then the AMF invokes the Nsmf_PDUSession_UpdateSMContext Request (SUPI, DNN, S-NSSAI, PDU Session ID, AMF ID, Request Type, N1 SM container (PDU Session Establishment Request), User location information, Access Type, RAT type, PEI).

4.
SMF may notify an event previously subscribed by the PCF by a Session Management Policy Modification procedure as defined in TS 23.502[x] clause 4.16.5. The PCF may update policy information in the SMF as well as may inform the SMF whether the PDU session is capable of MA PDU session.
5.
From SMF to AMF: When the SMF decides not to accept to establish a MA PDU Session, the SMF rejects the UE request via NAS SM signalling including a relevant SM rejection cause by responding to the AMF with Nsmf_PDUSession_UpdateSMContext Response and the rest of the procedure is skipped. If the Request Type in Step 3 is "Multi-access PDU Session", the SMF may maintain the same IP address/prefix that has already been allocated to the UE in the first access network.
Editor's note: It is FFS whether the SMF allocates IP address/prefix allocated in the first access or skips IP address/prefix allocation for the second access. 
6.
SMF to AMF: Namf_Communication_N1N2MessageTransfer (PDU Session ID, Access Type, N2 SM information (PDU Session ID, QFI(s), QoS Profile(s), CN Tunnel Info, S-NSSAI, Session-AMBR, PDU Session Type), N1 SM container (PDU Session Establishment Accept (QoS Rule(s), selected SSC mode, S-NSSAI, allocated IPv4 address, interface identifier, Session-AMBR, selected PDU Session Type))). 


The N1 SM container contains the PDU Session Establishment Accept that the AMF shall provide to the UE.

7.
AMF to (R)AN: N2 PDU Session Request (N2 SM information, NAS message (PDU Session ID, N1 SM container (PDU Session Establishment Accept))).


The AMF sends the NAS message containing PDU Session ID and PDU Session Establishment Accept targeted to the UE and the N2 SM information received from the SMF within the N2 PDU Session Request to the (R)AN.

8.
(R)AN to UE: The (R)AN may issue AN specific signalling exchange with the UE that is related with the information received from SMF. 


(R)AN also allocates (R)AN N3 tunnel information for the PDU Session. 


(R)AN forwards the NAS message (PDU Session ID, N1 SM container (PDU Session Establishment Accept)) provided in step 12 to the UE. (R)AN shall only provide the NAS message to the UE if the necessary RAN resources are established and the allocation of (R)AN tunnel information are successful.

9.
(R)AN to AMF: N2 PDU Session Response (PDU Session ID, Cause, N2 SM information (PDU Session ID, AN Tunnel Info, List of accepted/rejected QFI(s))).


The AN Tunnel Info corresponds to the Access Network address of the N3 tunnel corresponding to the PDU Session.

10.
AMF to SMF: Nsmf_PDUSession_UpdateSMContext Request (N2 SM information, Request Type).


The AMF forwards the N2 SM information received from (R)AN to the SMF.
11a.
The SMF initiates an N4 Session Modification procedure with the UPF. The SMF provides AN Tunnel Info to the UPF as well as the corresponding forwarding rules.
11b.
The UPF provides an N4 Session Modification Response to the SMF.

12.
SMF to AMF: Nsmf_PDUSession_UpdateSMContext Response (Cause).

6.x.2.3
PDU session release 
Editor's note: Muli-access PDU session release procedure is FFS. 
* * * End of Changes * * * 
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