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Abstract of the contribution: This contribution proposes a key issue to study solutions to support multiple QoS flows in one Unstructured PDU Session.
1.
Discussion
In TS 22.261, several requirements for IoT communications have been described, including:
6.4.2.3
Efficient management for IoT

The 5G network shall optimize the resource use of the control plane and/or user plane to manage (e.g., provide service parameters, activate, deactivate) a UE.
6.4.2.4 
Efficient control plane

The 5G system shall minimize the signalling that is required prior to user data transmission.
NOTE:
The amount of signalling overhead may vary based on the amount of data to be transmitted, even for 
the same UE.
In 5GS Release 15, the unstructured PDU Session supports only one QoS flow. Since there is no packet filter defined for unstructured data, the UPF cannot classify unstructured packets. However, many IoT applications use unstructured data. The IoT devices may require multiple QoS treatments, for example:
· Messages carrying control information and data.

· Messages carrying low priority data (e.g. regular sensor data), and high priority data (e.g. alarm data, such as catastrophic alarm). More details of a use case is given in Appendix A. 

Using the current solution in Release 15, the 5GC has to establish multiple PDU sessions, which increases signalling overhead for session management and mobility management, leading to higher costs of IoT devices and communications cost.
There are some dominant IoT communication protocols, such as CoAP (RFC 7252). SA2 should design an efficient framework that can support all the current and future IoT communication protocols. This requirement is to minimize potential standardization work, while still provides efficient support for diversified IoT applications.
2.
Proposal
Proposal 1: It is proposed to add a key issue “support multiple QoS flows for unstructured PDU Session” to study solutions supporting multiple QoS flows in one unstructured PDU Session.

The following changes are proposed for TR 23.724.

* * * * Start of Changes * * * * All new text
5.X
Key Issue X: Support Multiple QoS Flows for Unstructured PDU Sessions
5.X.1
Description

In 5GS Release 15, unstructured PDU Sessions support only one QoS flow. Since there is no packet filter defined for unstructured data, the UPF cannot classify unstructured packets. However, many IoT applications use unstructured data. The IoT devices may require multiple QoS Flows for different messages. For example:

-
Messages carrying control information and data.

-
Messages carrying low priority data (regular sensor data) and high priority data (e.g., fire alarm data).
Using the current solution in Release 15, the 5GC has to establish multiple PDU sessions, which increases the signaling overhead for session management and mobility management, leading to higher costs of IoT devices and communications.
5.X.2
Architectural requirements

Study whether and how the QoS Model and Session Management of 5G CN need to support multiple QoS Flows for unstructured PDU sessions
5.X.3
Architectural baseline

The baseline includes: 

-
5G Session Management, TS 23.501 [xx], clause 5.6.10.3 "Support of Unstructured PDU Session type”.

-
5G QoS model, TS 23.501 [xx], clause 5.7 "QoS model".
5.X.4
Open issues
 The open issues include:

1.
Study whether the QoS Model and Session Management of 5G CN need to support multiple QoS Flows for unstructured PDU sessions.
2.
If needed, how to define packets filters for unstructured PDU Sessions.
3.
If needed, how to provide packet filter information to the system.
* * * * End of Changes * * * *
Appendix A – Use case
The Use Case description is taken from SA1 TR 22.891 “Feasibility Study on New Services and Markets Technology Enablers; Stage 1”.
5.74
Priority, QoS and Policy Control

5.74.1
Description

5G network will be supporting massive number of devices with various data, transmission and bandwidth requirements. Due to a wide range of devices, services targeted for 5G can be very different from existing services in terms of amount, type and pattern of data exchange over the network. In order to cope with diverse service requirements, it is imperative that intelligent decisions are made at the network such as allocation of resources, scheduling of resources and adapt the network to meet these service requirements. 

Many devices in a 5G network such as metering devices and monitoring sensors are expected to operate unattended. A large number of such devices may not be capable to alter their behaviour and adapt their participation as required to meet diverse service requirements. It is therefore vital for the network to assist these devices to operate such that services are able to utilize these resources and alter their behaviour when necessary to do so. 

The 5G network will also be supporting many commercial (e.g., medical) and regional/national regulatory specific (e.g., MPS, emergency services) critical communications applications with requirements for priority treatment. During certain events (e.g., disaster events and network congestion), relative priority decisions will need to be made based on priority characteristics as:

-
efficient and rapid execution of the needed priority is desired without alteration of the underlying QoS specification,

-
the priority of a particular application may need to be different (higher or lower) during a crisis event from that normally adopted by the system, and

-
the priority of any given application may need to be different, e.g., elevated, for a particular user of that application based on operational needs and regional/national regulations.

The network must offer a means to provide high reliability, predictable latency and ability to adapt and when necessary prioritize resources to meet specific service requirements. Existing QoS and policy frameworks merely handle predictable latency and improving reliability by traffic engineering. In order to support diverse 5G service requirements, it is necessary for the network to offer QoS and policy control for reliable communication with predictable latency and also enable the resource adaptations as necessary. 

The network also need to support flexible means to make relative priority decisions based on the state of the network (e.g., during disaster events and network congestion) recognizing that the priority needs may change in time during a crisis event. Since it is outside the scope of specifications to provide a specific ranking of priority amongst services, flexibility needs to be provided to conform to operator objectives and regional/national regulatory requirements.

The following example depicts a scenario involving MTC devices used for a sample healthcare monitoring service. The upper figure shows that periodic health monitoring reports are sent for a patient every six hours to a health monitoring system. These reports are communicated using a best effort QoS classification since it is not critical for the service operation.

In the middle of one of these reporting periods, the patient falls down and starts having health complications. This scenario is shown in the lower figure. A sensor detects this catastrophic event and reports it to the service. The service now needs additional health monitoring reports urgently. Moreover, depending on the initial reported problem, the service may direct the network to coordinate group conversations involving appropriate health facilities and designated individuals associated with the patient. Some aspects of this communication may require the network to directly adapt existing communication and setup new resources to meet service requirement. The behaviour of monitoring sensors must be altered such that they deliver their reports more aggressively, in great details and to a larger audience. The service may further request network to tune the QoS depending on the patient’s subscription type. 

This example shows that the network must offer flexible means to adjust QoS and priority treatment and alter its behaviour based on service state. Such adaptive measures can be feasible only if the network can adjust its behaviour to accommodate the QoS and priority treatment requirements.
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Figure 5.74-1: Example showing different QoS/Policy requirements based on service execution status

Also, as 5G network is expected to operate in a heterogeneous environment with multiple access technologies, multiple types of devices, etc., it should support a QoS and policy framework that applies across multiple accesses. 

Further, for existing EPC, QoS control only covers RAN and core network, but for 5G network E2E QoS (e.g. RAN, backhaul, CN, backbone) is needed to achieve the 5G user experience (e.g. ultra low latency, ultra high bandwidth, etc).

5.74.2
Potential Service Requirements

The 3GPP system shall be able to provide high reliability, and latency required for an application to adapt and prioritize resources when necessary.

The 3GPP system shall allow flexible means to make and enforce relative priority decisions among the different application services.

The 3GPP system shall be able to support QoS adjustments based on an application needs.

5.74.3
Potential Operational Requirements

The 3GPP system shall be able to support a QoS and policy framework across multiple accesses.

The 3GPP system shall be able to support E2E (e.g. UE to UE) QoS for a service.
NOTE: E2E QoS needs to consider QoS in RAN, Backhaul, CN, & Backbone.
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