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Abstract of the contribution: Discusses the system impacts for providing access to IMS Restricted Local Operator Services (RLOS).
1. Introduction
The following is the framework for a solution to provide access to Restricted IMS Local Operator Services (RLOS) for authenticated and unauthenticated UEs. 
The steps are explained separately indicating the E2E solution, then P-CR text for solutions is provided corresponding to the individual key issues.
The overall solution is split in 3 parts: 

Part 1: Describes how the network indicates support for RLOS and the level of support that is provided and how the UE selects a PLMN that RLOS is supported in order to fulffill the newly agreed requirement in TS 22.011: If registration cannot be achieved on any PLMN and at least one PLMN offering restricted local operator services has been found, the UE shall offer the user to select one of these networks. If one of these networks is selected, the UE shall indicate the selected PLMN, wait until a new PLMN is detected, or new location areas or tracking areas of an allowed PLMN are found which are not in the forbidden LA or TA list(s), and then repeat the procedure.

Part 2: Describes how the UE attaches to this PLMN (if unauthenticated) or established PDN connection (if authenticated) and indicates to MME that the request is for RLOS as described in the newly agreed requirement in TS 22.101: A UE shall be able to explicitly request access to a network offering restricted local operator services in order to access restricted local operator services and make emergency calls.
Part 3: Describes how the UE Registers in IMS and uses RLOS service for IMS. Note the assumption that needs to be confirmed for this part is whether the terms "authenticated" and "unauthenticated" are the same in EPC and IMS level. Basically whether a UE may be "authenticated" in EPC but considered "unauthenticated" in IMS. The assumption of the authors is that this is possible for example in case of "national" roaming the UE may be allowed to access the EPC (with LBO) but only RLOS are provided in IMS. 
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0. UE sees through SIB that PLMN supports Restricted Local Operator Services and the level of support i.e. whether it is for unathenticated or authenticated UEs or both. The PLMNs where RLOS is supported are stored in UICC (or ME if support for UICC-less UEs is allowed). 

( Solution for key issue EPC-1
1.  The UE establishes a PDN connection for Restricted Local Operator Services. If the UE is attached and already authenticated the PDN connection for Restricted Local Operator Services is established using a specific APN (that does not need to be standardised). If the UE is unauthenticated an indication in Attach message is provided for Restricted Local Operator Services (this is similar to the Emergency Attach indication that is used for "unauthenticated" UEs for emergency calls).
2.  The UE does not need to be authenticated, IMSI and IMEI(SV) are retrieved from the UE. The MSISDN (if available) is provided by the HSS.

3.  MME sends a Create Session Request towards the PGW including the indication that is for RLOS the IMSI, the IMEI(SV) and the MSISDN (if available) as specified in TS 23.401.

4.  PGW establishes an IP-CAN session with the PCRF as described in TS 23.401 and TS 23.203. The IP-CAN session is identified with UE's IPv4 address or IPv6 prefix associated with the PDN connection for RLOS. The IMSI, the IMEI(SV) and the MSISDN (if available) are passed to the PCRF as part of the IP-CAN session establishment.

5.   UE completes the Attach or UE requested PDN connection procedure.

( Solution for key issue EPC-2, EPC-3, EPC-4

6.   If the UE is unauthenticated in IMS it initiates IMS registration by sending a SIP REGISTER (UserID-1) message indicating that is IMS Registration for RLOS. The UserID-1 parameter is an IMPI and optionally an IMPU.

7. Upon reception of the SIP REGISTER message the P-CSCF determines that it is for RLOS. The P-CSCF requests the PCRF for EPS-level identities (e.g. IMSI, IMEI(SV), MSISDN) in the Rx session establishment request. The PCRF performs session binding based on the UE's IP address/prefix (as defined in TS 23.203 clause 6.1.1.2) and provides one or more EPS-level identities and the MSISDN (if available) to the P-CSCF.

8.   Based on operator configuration for RLOS, the GIBA procedure over Gm as defined in TS 24.229 is performed, the P-CSCF responds with a 420 response with sec-agree value listed in the unsupported header field. 

9.   UE according to TS 24.229, performs a new initial registration by sending a SIP REGISTER (UserID-2, IMEI) message and without inclusion of the Authorization header field. UserID-2 is an a public user identity derived from IMSI. P-CSCF may verify the IMSI/IMEI provided by the PCRF in step 7b against the IMSI/IMEI derived from the public user identity provided by the UE, prior to accepting the SIP REGISTER message.

10. P-CSCF accepts the registration with 200 OK and provides a tel-URI based on the MSISDN (if available) received from PCRF in step 7 to the UE. From the UE point of view, the procedure is the same as specified for GIBA (GPRS-IMS bundled authentication) procedures in TS 24.229.

11. UE then attempts an RLOS session by sending a SIP INVITE (UserID-3) message. UserID-3 is set to UE's public identity (i.e. MSISDN as Tel-URI received in step 10).

12. The P-CSCF verifies whether the UserID-3 indicated in the SIP INVITE message complies with the tel-URI that was provided to the UE. If compliant, P-CSCF forwards the SIP INVITE towards the Call Centre that is providing the RLOS. 

( Solution for key issue IMS-1, IMS-2, IMS-3

2. Proposal

It is proposed to document the above proposal as different solutions in TR 23.715. 
>>>Start Changes<<<

7.X1
Solution #X1: New SIB indicating support for Restricted Local Operator Services

7.X1.1
Functional Description

Editor's note:
This clause will describe the general description, assumption, and principles of the solution. The related key issues it solves will be mentioned.

This is a solution to key issue EPC-1. 

A new SIB provided by E-UTRAN indicates that PLMN supports Restricted Local Operator Services and the level of support i.e. whether it is for unathenticated and/or authenticated UEs or allows access to any UE. The PLMNs where RLOS is supported are stored in UICC (or ME if support for UICC-less UEs is allowed) for the UE. 

7.X1.2
Procedures

Editor's note:
This clause will describe the high-level procedures and information flows for the solution.
UE sees through SIB that PLMN supports Restricted Local Operator Services and the level of support i.e. whether it is for unathenticated and/or authenticated UEs or allows access to any UE. If the UE does not have a UICC it should not try to use RLOS in networks that do no indicate support for "unauthenticated" UEs. The PLMNs where RLOS are allowed are stored in UICC (or ME if support for UICC-less UEs is allowed) for the UE, perhaps also with a defined priority i.e. PLMN-A has higher priority in use of RLOS, than PLMN-B. 
If the SIB indicates support for authenticated and/or unauthenticated UEs, only the UE in related state (authenticated or unauthenticated) uses Restricted Local Operator Services in PLMNs where the SIB is indicating support and are stored in UICC or ME (in case the UE is UICC-less). If the SIB indicates support for RLOS from any UE then even UEs that do not have this PLMN stored in UICC or ME can use RLOS in this specific PLMN.
7.X1.3
Impact on existing entities and interfaces
Editor's note:
This clause will describe the impacts to existing nodes or functionality and interfaces.
E-UTRAN and UE need to support new SIB that indicates support for Restricted Local Operator Services and level of support
The PLMNs where RLOS is supported are stored in UICC (or ME if support for UICC-less UEs is allowed) for the UE. 

7.X2
Solution #X2: EPC attach/PDN connection for RLOS
7.X2.1
Functional Description

Editor's note:
This clause will describe the general description, assumption, and principles of the solution. The related key issues it solves will be mentioned.

This is a solution to key issue EPC-2, EPC-3, EPC-4 that defines Attach and PDN connectivity procedure for RLOS. 

7.X2.2
Procedures

Editor's note:
This clause will describe the high-level procedures and information flows for the solution.
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Figure 7.x2.2-1: Attach/PDN connectivity procedure for RLOS
0.
A new SIB provided by E-UTRAN indicates that PLMN supports Restricted Local Operator Services. See clause 7.x1. 

1. The UE establishes a PDN connection for Restricted Local Operator Services. If the UE is attached and already authenticated the PDN connection for Restricted Local Operator Services is established using a specific APN (that does not need to be standardised). If the UE is unauthenticated an indication in Attach message is provided for Restricted Local Operator Services (this is similar to the Emergency Attach indication that is used for "unauthenticated" UEs for emergency calls).

2.  The UE does not need to be authenticated, IMSI and IMEI(SV) are retrieved from the UE (whichever is available). The MSISDN (if available) is provided by the HSS.

3.  MME sends a Create Session Request towards the PGW including the indication that is for RLOS the IMSI, the IMEI(SV) and the MSISDN (if available) as specified in TS 23.401.

4.  PGW establishes an IP-CAN session with the PCRF as described in TS 23.401 and TS 23.203. The IP-CAN session is identified with UE's IPv4 address or IPv6 prefix associated with the PDN connection for RLOS. The IMSI, the IMEI(SV) and the MSISDN (if available) are passed to the PCRF as part of the IP-CAN session establishment.

5.   UE completes the Attach or UE requested PDN connection procedure.

7.X2.3
Impact on existing entities and interfaces
Editor's note:
This clause will describe the impacts to existing nodes or functionality and interfaces.
Impacts in UE, MME, SGW/PGW, HSS and PCRF to implement the procedures defined in clause 7.x2.2.
7.X3
Solution #X3: IMS procedures for RLOS

7.X3.1
Functional Description

Editor's note:
This clause will describe the general description, assumption, and principles of the solution. The related key issues it solves will be mentioned.

This is a solution to key issue IMS-1, IMS-2, IMS-3 that defines IMS procedure for RLOS. 

7.X3.2
Procedures

Editor's note:
This clause will describe the high-level procedures and information flows for the solution.
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Figure 7.x3.2-1: IMS procedure for RLOS
1.   If the UE is unauthenticated in IMS it initiates IMS registration by sending a SIP REGISTER (UserID-1) message indicating that is IMS Registration for RLOS. The UserID-1 parameter is an IMPI and optionally an IMPU.

2. Upon reception of the SIP REGISTER message the P-CSCF determines that it is for RLOS. The P-CSCF requests the PCRF for EPS-level identities (e.g. IMSI, IMEI(SV), MSISDN) in the Rx session establishment request. The PCRF performs session binding based on the UE's IP address/prefix (as defined in TS 23.203 clause 6.1.1.2) and provides one or more EPS-level identities and the MSISDN (if available) to the P-CSCF.

3.   Based on operator configuration for RLOS, the GIBA procedure over Gm as defined in TS 24.229 is performed, the P-CSCF responds with a 420 response with sec-agree value listed in the unsupported header field. 

4.   UE according to TS 24.229, performs a new initial registration by sending a SIP REGISTER (UserID-2, IMEI) message and without inclusion of the Authorization header field. UserID-2 is an a public user identity derived from IMSI. P-CSCF may verify the IMSI/IMEI provided by the PCRF in step 7b against the IMSI/IMEI derived from the public user identity provided by the UE, prior to accepting the SIP REGISTER message.

5. P-CSCF accepts the registration with 200 OK and provides a tel-URI based on the MSISDN (if available) received from PCRF in step 7 to the UE. From the UE point of view, the procedure is the same as specified for GIBA (GPRS-IMS bundled authentication) procedures in TS 24.229.

6. UE then attempts an RLOS session by sending a SIP INVITE (UserID-3) message. UserID-3 is set to UE's public identity (i.e. MSISDN as Tel-URI received in step 10).

7. The P-CSCF verifies whether the UserID-3 indicated in the SIP INVITE message complies with the tel-URI that was provided to the UE. If compliant, P-CSCF forwards the SIP INVITE towards the Call Centre that is providing the RLOS. 

7.X3.3
Impact on existing entities and interfaces
Editor's note:
This clause will describe the impacts to existing nodes or functionality and interfaces.
Impacts in UE, P-CSCF and PCRF to implement the procedures in clause 7.X3.2.
>>>End of Changes<<<
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