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Abstract of the contribution: This contribution proposes new solutions for key issue#5. In the proposed solution same or different QoS flows are established in second access.
1. Proposal
This document proposes to add a new solution in TR 23.793 that addresses Key Issue#5: Multi-access PDU sessions (Un-trusted access). The solution aims at supporting Multi-Access PDU sessions, which can be a key enabler for the ATSSS feature.
* * * Start of Changes (ALL TEXT ARE NEW)* * * 

6.x
Solution x: QoS flow handling for Multi-access PDU Session

6.x.1
General

The Multi-access PDU session supports transferring packet data unit via multiple accesses. The QoS flows of the multi-access PDU session are established in multiple accesses. The SMF performs traffic split between two accesses and the split granularity is per service data flow. The SMF uses similar mechanism for single access PDU session to bind the service data flow to QoS flow in each access.

The following principles are applied to this solution:

1. The multi-access PDU session is a single PDU session that have different QoS flows via different accesses.

2. After PDU session establishment, the SMF decides whether to establish new QoS flows or re-establish existing QoS flows towards the second access. 

3. The 5G-AN resource are established by using existing N2 procedure in each access.

4. The SM NAS signalling for multi-access PDU session is sent via only one access, i.e. the same as single access PDU session.

5. When the access for SM NAS signalling is not available, the UE may re-establishes the existing PDU session via the other access. The SMF decides whether to release the QoS flow in old access or re-establish the QoS flows in the other access.
There are two mechanisms for QoS flow handling of multi-access PDU session. 

The first mechanism shows different QoS flows are established via two accesses. In this case the SMF establishes new QoS flows(with new QFI) in second access. Each QoS flow is associated with single access only. The UE and UPF use service data flow filters to decide the QoF flow and then the associated access type. Similar as single access PDU session, the UE NAS layer maintains the mapping between uplink service data flow filter and QoS flow, UE AS layer maintains the mapping between the QoS flow and the DRB in NG-RAN or IPsec tunnel in N3IWF. In the home routed roaming scenario, the hSMF in the hPLMN does the traffic splitting.
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Figure 6.x.1-1: Different QoS flows are established via two accesses

The second mechanism shows the SMF may establish same QoS flows(with same QFI) in two accesses. In this case, the same QoS flow may be associated with two accesses, however, only one access is to be used for each service data flow. The SMF needs to notify the UE via SM NAS signalling and notify the UPF what access type the service data flow is associated with. The UE NAS layer maintains the mapping between uplink service data flow filter and QoS flow, and the mapping between the uplink service data flow filter and the access type. The UE AS layer maintains mapping between the QoS flow and the DRB in NG-RAN or IPsec tunnel in N3IWF. In the home routed roaming case, the vSMF does splitting so no impact on the home PLMN.
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Figure 6.x.1-2: Same QoS flows are established via two accesses

Editor note: It is FFS whether both mechanisms are to be support in this release.
6.x.2
Multi-access PDU session Establishment via 3GPP access
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Figure 6.x.2-1: Overview of the UE Requested MA-PDU Session Establishment

1. UE establishes a PDU session via 3GPP access as described in clause 4.3.2 of 23.502. The UE may indicates whether the requested PDU session is multi-access PDU session. The SMF subscribes the event in AMF so the AMF can notify the SMF when another access is available.
2. UE registers in AMF via N3IWF as described in clause 4.12.2 of 23.502.
3. The AMF invokes Namf_EventExposure_Notification to SMF to notify that the untrusted WLAN access is available now.
4. The SMF makes traffic split decision. The SMF makes such decision based on local configuration or interact with PCF. The SMF may decide to establish new QoS flows towards N3IWF or re-establish some of existing QoS flows towards N3IWF.
Editor note: It is FFS how the SMF make the decision.
5. The SMF updates the UPF. The SMF also notify that these new or existing QoS flows are now associated with tunnels towards the N3IWF.
6. The SMF invokes Namf_Communication_N1N2MessageTransfer(N2 SM information (PDU Session ID, QFI(s), QoS Profile(s), Session-AMBR), N2 SM Access Type, N1 SM container (PDU Session Modification Command (PDU Session ID, QoS rule(s), QoS rule operation, Session-AMBR))) to establish new QoS flows towards N3IWF or re-establish existing QoS flows towards the N3IWF. The N2 SM Access type indicates to AMF that the N2 SM information should be sent to N3IWF. The QoS rules in the N1 SM container contains the associated access type of service data flow filters. 
7.
The AMF sends the PDU Session Modification Command(N1 SM container received from SMF) via 3GPP access. 
8.
The AMF send N2 PDU Session Request (N2 SM information received from SMF) to the N3IWF.

9.
The N3IWF issues IKEv2 signalling exchange with the UE that is related with the information received from SMF to create new child SA(s).
10.
The N3IWF acknowledge N2 PDU Session Request by sending a N2 PDU Session Ack (N2 SM information (List of accepted/rejected QFI(s), AN Tunnel Info, PDU Session ID), User location Information) Message to the AMF.
11.
The AMF forwards the N2 SM information and the User location Information received from the AN to the SMF via Nsmf_PDUSession_UpdateSMContext service operation. The SMF replies with a Nsmf_PDUSession_UpdateSMContext Response.
12.
The SMF may update N4 session of the UPF(s) that are involved by the PDU Session Modification by sending N4 Session Modification Request (N4 Session ID) message to the UPF.
13.
The UE acknowledges the PDU Session Modification Command by sending a NAS message (PDU Session ID, N1 SM container (PDU Session Modification Command Ack)) message to AMF via 3GPP access.

14.
The AMF forwards the N1 SM container (PDU Session Modification Command Ack) and User Location Information received from the AN to the SMF via Nsmf_PDUSession_UpdateSMContext service operation. The SMF replies with a Nsmf_PDUSession_UpdateSMContext Response.

* * * End of Changes * * * 
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