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Abstract of the contribution: This paper proposes a Key Issue for FS_CIoT_5G related to Support for the Reliable Data Service.

1
Discussion
EPS Background:

· In EPS, a PDN connection of type non-IP may exist between the UE and SCEF or between the UE and P-GW.

· In EPS, when the PDU session terminates at the SCEF, non-IP data is routed to/from the SCS/AS via T8 APIs.

· In EPS, when the PDU session terminates at the P-GW, non-IP data is tunnelled to/from the SCS/AS via PtP tunnelling (e.g. UDP/IP tunnel) techniques.

· In EPS, the Reliable Data Service (RDS) is enabled or disabled based on APN Configuration per SLA

· In EPS, when RDS is enabled the Reliable Data Service Protocol, defined in TS 24.250 is used between the end-points of the Non-IP PDN Connection. The protocol can be used to provide for reliability, the detection and elimination of duplicate packets between the UE and the PDN connection end-point (SCEF or P-GW), and well as a means for identifying the sending and receiving applications.
· 5GS PDU Session types "Ethernet" and "Unstructured" are transferred to EPS as "non-IP" PDN Type.

The following features are not supported in 5GS:

· Reliability in unstructured PDU sessions.

· Detection and elimination of duplicate PDUs in unstructured PDU sessions.

· Routing unstructured PDUs to/from UE applications and SCS/AS’s (i.e. no support for identifying traffic as coming from different flows)

· The ability for an AF to send/receive unstructured PDUs via exposed APIs.  

An objective of the FS_CIoT_5G study (SP-170801) is to evaluate and study how to enable Reliable communication via functionality equivalent to SCEF. 

2
Proposal

This contribution proposes to implement the following updates to TR 23.724 v 0.0.0.

* * * Start of Change* * *

5.X
Key Issue X: Support of the Reliable Data Service
5.X.1
Description

This key issue will address how to enable the Reliable Data Service for unstructured PDU sessions and functionality equivalent to the Reliable Data Service. 

Note: Solutions to this key issue will likely depend on solutions to several other key issues (e.g. Frequent and Infrequent Small Data Key Issues). 

5.X.2
Architectural requirements

-
In an unstructured PDU session type, it shall optionally be possible to provide for reliability and the detection and elimination of duplicate packets between the UE and the PDU session termination point. 

-
AF’s shall be able to send and receive data via a set of exposed APIs.

- 
When an AF uses an exposed API to send and receive data:

-
It shall optionally be possible for the sender to indicate whether or not the data needs to be sent with reliability or not.

-
It shall optionally be possible to identify the sending and receiving application.

-
UE and Network shall be able to indicate its support for reliable communication.

5.X.3
Architectural baseline

-  It shall be an option to use the Reliable Data Service protocol (defined in TS 24.250 [x]) to provide for reliability and the detection and elimination of duplicate packets between the UE and the unstructured PDU session termination point as well as a means for identifying the sending and the receiving application.

-
The APIs that are exposed to the AF will support the functionality and features that are exposed on the T8 interface by the Non-IP Data Delivery APIs that are defined in TS 29.122 [x] so that the T8 APIs may be re-used in 5GC. 

5.X.4
Open issues

-
What NF is used as the PDU session termination point (UPF, NEF, etc.) will be decided as part of other Key Issues (e.g. Frequent and Infrequent Small Data Key Issues).

-
How reliable communication is enabled and disabled (e.g. based on static DNN configuration, or using dynamic mechanism).
* * * End of Change * * *
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