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	Reason for change:
	DISCLAIMER: the Reason for Change needs to be updated for the CR.
From the current description in TS 23.501 clauses 5.15.4.1 and 5.1.5.4.2 it is clear that the AMF provisions the UE with the Network Slice configuration information, but the general question is which entity derives this Network Slice configuration information (i.e. Configured NSSAI for HPLMN, Configured NSSAI for other PLMNs, mapping information for the Configured NSSAI). The following open issues are targeted in this CR.



· 
· 
· 
· 

Open Issue 2:  how the initial UE Network slicing configuration is created and in which entity. In non-roaming case, the AMF can create the Configured NSSAI based on the Subscribed S-NSSAIs as received from the UDM.  As mentioned in the beginning of this DISCUSSION clause, the HPLMN can also provision the UE with Configured NSSAI for other PLMNs as described in 23.501 clause 5.15.4.1:

“The slice configuration information contains one or more Configured NSSAI(s). A Configured NSSAI may apply either to one PLMN or to all PLMNs that do not have a specific Configured NSSAI (e.g. this could be possible for NSSAIs containing only S-NSSAIs with standard values, see clause 5.15.2.1).”
Since the AMF cannot know to which other PLMN a specific Configured NSSAI can apply, it is proposed that the UDM/UDR indicate this information (e.g. the Default Configured NSSAI for any VPLMN) to the AMF. It seems that the UDM/UDR should be involved in the default UE Network slicing configuration. 





I




Proposal 2: In non-roaming case, the UDM/UDR may send Configured NSSAI for any VPLMN and/or may send a list of PLMNs to which the Configured NSSAI for the HPLMN applies. The “Configured NSSAI for HPLMN” can be created at the AMF. 
In roaming case, assuming that the subscribed S-NSSAIs provided to the AMF are less than the full list of subscribed S-NSSAIs in the UDM, the UDM/UDR sends the “Configured NSSAI for the HPLMN” as transparent container to the vAMF. 
Open Issue 3: Configured NSSAI for the VPLMN and Mapping Of Configured NSSAI
In roaming case, it is not clear whether the VPLMN knows that the UE has been already provisioned with Configured NSSAI for HPLMN. If the “Configured NSSAI for the HPLMN” is not provisioned in the UE, then provisioning the UE with the Configured NSSAI for this VPLMN does not make sense if there are VPLMN-specific S-NSSAI values which shall map to S-NSSAI value from the HPLMN. With other words, mapping information for the Configured NSSAI (e.g. ‘Mapping Of Configured NSSAI’) but also mapping information for the Allowed NSSAI (‘Mapping Of Allowed NSSAI’) cannot be provided to the UE. However, in case where the mapping information is not needed, then the vAMF (optionally together with vNSSF) can derive and provision the UE with Configured NSSAI for this PLMN (and of couse Allowed NSSAI).

Proposal 3: the UDM/UDR stores a parameter whether the UE has been configured with the ‘Configured NSSAI for HPLMN’. The UDM/UDR sends this parameter to the Serving AMF in case of roaming. The AMF may decide to provision the UE with Configured NSSAI for the Serving PLMN only if there this indication is received from UDM. The “Mapping Of Configured NSSAI” information is derived either in the AMF, if the AMF is locally configured with the policy, or in the NSSF. 

Proposal 4: The AMF may explicitly request the NSSF to derive the Configured NSSAI for the Serving PLMN and the Mapping Of Configured NSSAI. 
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***** Start of 1st Change *****

5.15.4
UE NSSAI configuration and NSSAI storage aspects

5.15.4.1
General

A UE can be configured by the HPLMN with Network Slice
 configuration information.

The Network Slice configuration information contains one or more Configured NSSAI(s). A Configured NSSAI may apply either to one PLMN or to all PLMNs that do not have a specific Configured NSSAI (e.g. this could be possible for NSSAIs containing only S-NSSAIs with standard values, see clause 5.15.2.1). There is at most one Configured NSSAI per PLMN.

The Configured NSSAI of a PLMN may include S-NSSAIs that have standard values or PLMN-specific values.

The Configured NSSAI for the Serving PLMN includes the S-NSSAI values which can be used in the Serving PLMN and may be associated with mapping of each S-NSSAI of the Configured NSSAI to the corresponding S-NSSAI values in the Configured NSSAI for the HPLMN.
NOTE 1: The Mapping of the Configured NSSAI corresponds to the Subscribed S-NSSAIs received by the Serving PLMN. If the Serving PLMN does not have the full list of Subscribed S-NSSAIs, then the Mapping of the Configured NSSAI corresponds to a subset of the Configured NSSAI for the HPLMN.
The S-NSSAIs in the Configured NSSAI for the HPLMN, at the time when they are provided to the UE, match the Subscribed S-NSSAIs for the UE.
When providing a Requested NSSAI to the network upon registration, the UE in a given PLMN only includes and uses S-NSSAIs applying to this PLMN, possibly associated with mapping of each S-NSSAI of the Requested NSSAI to the S-NSSAIs of the Configured NSSAI for the HPLMN i.e. part of the Configured and/or Allowed NSSAIs applicable for this PLMN. Upon successful completion of a UE's Registration procedure, the UE obtains an Allowed NSSAI, which includes one or more S-NSSAIs, from the AMF, possibly associated with mapping of Allowed NSSAI to Configured NSSAI for the HPLMN. These S-NSSAIs are valid for the current Registration Area provided by the serving AMF the UE has registered with and can be used simultaneously by the UE (up to the maximum number of simultaneous Network Slices or PDU Sessions).

The UE might also obtain one or more rejected S-NSSAIs with cause and validity of rejection from the AMF. An S-NSSAI may be rejected:

-
for the PLMN; or

-
for the current Registration area.

While it remains RM-REGISTERED in the PLMN, the UE shall not re-attempt to register to an S-NSSAI rejected in the PLMN. 

While it remains RM-REGISTERED in the PLMN, the UE shall not re-attempt to register to an S-NSSAI rejected in the current Registration Area until it moves out of the current Registration Area.

NOTE 2:
The details and more cases of S-NSSAI rejection are described in TS 24.501 [47].

The UE shall use only the S-NSSAI(s) in the Allowed NSSAI corresponding to a Network Slice for the subsequent procedures in the serving PLMN, as described in clause 5.15.5.

The UE stores (S)NSSAIs as follows:

-
When the UE is provisioned with a Configured NSSAI for a PLMN and optionally associated mapping of the Configured NSSAI to Configured NSSAI for the HPLMN, the Configured NSSAI and the mapping shall be stored in the UE until a new Configured NSSAI for this PLMN is provisioned in the UE by the HPLMN:

-
When provisioned with a new Configured NSSAI for a PLMN and optionally associated mapping of the Configured NSSAI to Configured NSSAI for the HPLMN, the UE shall both replace any stored Configured NSSAI for this PLMN and the associated mapping with the new Configured NSSAI and the associated mapping, and delete any stored Allowed NSSAI and rejected S-NSSAI for this PLMN;

NOTE 3:
It is expected that the UE keeps storing a received Configured NSSAI for a PLMN even when registering in another PLMN. However, the number of Configured NSSAI to be kept stored in the UE for PLMNs other than the HPLMN is up to UE implementation.

-
If received, the Allowed NSSAI for a PLMN and any associated mapping of the Allowed NSSAI to the Configured NSSAI for the HPLMN shall be stored in the UE. The UE should store the Allowed NSSAI also when the UE is turned off;

NOTE 4:
Whether the UE stores the Allowed NSSAI also when the UE is turned off is left to UE implementation.

-
When a new Allowed NSSAI for a PLMN is received, the UE shall replace any stored Allowed NSSAI for this PLMN with this new Allowed NSSAI and any associated mapping;

-
If received, a S-NSSAI permanently rejected in the PLMN shall be stored in the UE while RM-REGISTERED.

-
If received, a S-NSSAI rejected in the current Registration Area shall be stored in the UE while RM-REGISTERED until the UE moves out of the current Registration Area.

NOTE 5:
The storage aspects of rejected S-NSSAIs are described in TS 24.501 [47].

One or more S-NSSAIs in the Allowed NSSAI provided to the UE can have values, which are not part of the UE's slice configuration information for the Serving PLMN. In this case, the Allowed NSSAI is associated with mapping information regarding how of each S-NSSAI of the Allowed NSSAI to the S-NSSAI(s) of the Configured NSSAI for the HPLMN. This mapping allows the UE to associate for a given application the S-NSSAI as per NSSP of the URSP rules as defined in clause 6.6.2, TS 23.503 [45], with the corresponding S-NSSAI from the Allowed NSSAI.
5.15.4.2
Update of UE Network Slice configuration

At any time, the AMF may provide the UE with a new Configured NSSAI for the Serving PLMN, associated with mapping of the Configured NSSAI to the Configured NSSAI for the HPLMN. The AMF provides the new Configured NSSAI as specified in TS 23.502 [3], clause 4.2.4 UE Configuration Update procedure.

AMF provides mapping information as specified in clause 5.15.4.1.
A UE for which the Configured NSSAI for the Serving PLMN has been updated and has deleted the stored Allowed NSSAI as described in clause 5.15.4.1 shall initiate a Registration procedure to receive a new valid Allowed NSSAI (see clause 5.15.5.2.1).

The update of URSP rules (which include the NSSP), if necessary, is described in TS 23.503 [45].

***** End of 1st Change *****

***** Start of 2nd Change *****

5.15.5
Detailed Operation Overview

5.15.5.1
General

The establishment of User Plane connectivity to a Data Network via a Network Slice instance(s) comprises two steps:

-
performing a RM procedure to select an AMF that supports the required Network Slices.
-
establishing one or more PDU Session to the required Data network via the Network Slice Instance(s).
5.15.5.2
Selection of a Serving AMF supporting the Network Slices

5.15.5.2.1
Registration to a set of Network Slices

When a UE registers with a PLMN, if the UE for this PLMN has a Configured NSSAI or an Allowed NSSAI, the UE shall provide to the network in RRC and NAS layer a Requested NSSAI containing the S-NSSAI(s) corresponding to the slice(s) to which the UE wishes to register, in addition to the 5G-S-TMSI if one was assigned to the UE.

The Requested NSSAI shall be one of:

-
the Configured-NSSAI, or a subset thereof as described below, if the UE has no Allowed NSSAI for the serving PLMN; or

-
the Allowed-NSSAI, or a subset thereof as described below, if the UE has an Allowed NSSAI for the serving PLMN; or

-
the Allowed-NSSAI, or a subset thereof as described below, plus one or more S-NSSAIs from the Configured-NSSAI for which no corresponding S-NSSAI is present in the Allowed NSSAI and that were not previously rejected in the PLMN by the network.

The subset of Configured-NSSAI provided in the Requested NSSAI consists of one or more S-NSSAI(s) in the Configured NSSAI applicable to this PLMN, if the S-NSSAI was not previously rejected in the PLMN by the network.

The UE shall include the Requested NSSAI at RRC Connection Establishment and in NAS messages. However, the UE shall not indicate any NSSAI in RRC Connection Establishment or Initial NAS message unless it has a Configured NSSAI or Allowed NSSAI for the corresponding PLMN. The RAN shall route the NAS signalling between this UE and an AMF selected using the Requested NSSAI obtained during RRC Connection Establishment. If the RAN is unable to select an AMF based on the Requested NSSAI, it routes the NAS signalling to an AMF from a set of default AMFs. In the NAS signalling the UE provides the mapping of each S-NSSAI of the Requested NSSAI to the S-NSSAIs of the Configured NSSAI for the HPLMN.
When a UE registers with a PLMN, if for this PLMN the UE has not included a Requested NSSAI, the RAN shall route all NAS signalling from/to this UE to/from a default AMF. When receiving from the UE a Requested NSSAI and a 5G-S-TMSI in RRC, if the RAN can reach an AMF corresponding to the 5G-S-TMSI, then RAN forwards the request to this AMF. Otherwise, the RAN selects a suitable AMF based on the Requested NSSAI provided by the UE and forwards the request to the selected AMF. If the RAN is not able to select an AMF based on the Requested NSSAI, then the request is sent to a default AMF.

When the AMF selected by the AN receives the UE Initial Registration request:

-
As part of the registration procedure described in TS 23.502 [3], clause 4.2.2.2.2, the AMF may query the UDM to retrieve UE subscription information including the Subscribed S-NSSAIs.
-
The AMF verifies whether the S-NSSAI(s) in the Requested NSSAI are permitted based on the Subscribed S-NSSAIs (to identify the Subscribed S-NSSAIs the AMF may use the mapping to the S-NSSAI(s) of the Configured NSSAI for the HPLMN provided by the UE, in the NAS message, for each S-NSSAI of the Requested NSSAI).
-
When the UE context in the AMF does not yet include an Allowed NSSAI, the AMF queries the NSSF (see (B) below for subsequent handling), except in the case when, based on configuration in this AMF, the AMF is allowed to determine whether it can serve the UE (see (A) below for subsequent handling).

NOTE 1:
The configuration in the AMF depends on operator's policy.
-
When the UE context in the AMF already includes an Allowed NSSAI, based on the configuration for this AMF, the AMF may be allowed to determine whether it can serve the UE (see (A) below for subsequent handling).

NOTE 2:
The configuration in the AMF depends on the operator's policy.
(A) Depending on fulfilling the configuration as described above, the AMF may be allowed to determine whether it can serve the UE, and the following is performed:

-
AMF checks whether it can serve all the S-NSSAI(s) from the Requested NSSAI present in the Subscribed S-NSSAIs (potentially using configuration for mapping S-NSSAI values between HPLMN and Serving PLMN), or all the S-NSSAI(s) marked as default in the Subscribed S-NSSAIs in case no Requested NSSAI was provided (see clause 5.15.3).
-
If this is the case, the AMF remains the serving AMF for the UE. The Allowed NSSAI is then composed of the list of S-NSSAI(s) in the Requested NSSAI permitted based on the Subscribed S-NSSAIs, or, if no Requested NSSAI was provided, all the S-NSSAI(s) marked as default in the Subscribed S-NSSAIs (see (C) below for subsequent handling). It also determines the mapping if the S-NSSAI(s) included in the Allowed NSSAI needs to be mapped to Subscribed S-NSSAI(s) values.
-
If this is not the case, the AMF queries the NSSF (see (B) below).
(B) When required as described above, the AMF needs to query the NSSF, and the following is performed:

-
The AMF queries the NSSF, with Requested NSSAI, mapping of Requested NSSAI to Configured NSSAI for the HPLMN, the Subscribed S-NSSAIs (with an indication if marked as default S-NSSAI), PLMN ID of the SUPI and UE's current Tracking Area(s).
NOTE 3:
When more than one UE's Tracking Area is indicated, the UE is using more than one Access Type.
-
Based on this information, local configuration, and other locally available information including RAN capabilities in the current Tracking Area for the UE, the NSSF does the following:

-
It verifies whether the S-NSSAI(s) in the Requested NSSAI are permitted based on the Subscribed S-NSSAIs and the mapping of Requested NSSAI to Configured NSSAI for the HPLMN.
-
It selects the Network Slice instance(s) to serve the UE. When multiple Network Slice instances in the UE's Tracking Areas are able to serve a given S-NSSAI, based on operator's configuration, the NSSF may select one of them to serve the UE, or the NSSF may defer the selection of the Network Slice instance until a NF/service within the Network Slice instance needs to be selected.

-
It determines the target AMF Set to be used to serve the UE, or, based on configuration, the list of candidate AMF(s), possibly after querying the NRF.

-
It determines the Allowed NSSAI, taking also into account the availability of the Network Slice instances as described in clause 5.15.8 that are able to serve the S-NSSAI(s) in the Allowed NSSAI in the current UE's Tracking Areas.

-
It also determines the mapping of each S-NSSAI of the Allowed NSSAI to the Subscribed S-SNSSAIs if necessary.
-
Based on operator configuration, the NSSF may determine the NRF(s) to be used to select NFs/services within the selected Network Slice instance(s).
-
Additional processing to determine the Allowed NSSAI in roaming scenarios and the mapping to the Subscribed S-NSSAIs, as described in clause 5.15.6.
-
The NSSF may also return the Configured NSSAI for the PLMN and the Mapping Of Configured NSSAI to the corresponding S-NSSAI values of the Subscribed S-NSSAIs received by the Serving PLMN as specified in clause 5.15.4.1.
-
The NSSF returns to the current AMF the Allowed NSSAI, the mapping if determined and the target AMF Set, or, based on configuration, the list of candidate AMF(s). The NSSF may return the NRF(s) to be used to select NFs/services within the selected Network Slice instance(s), and the NRF to be used to determine the list of candidate AMF(s) from the AMF Set. The NSSF may return NSI ID(s) to be associated to the Network Slice instance(s) corresponding to certain S-NSSAIs. NSSF may return the rejected S-NSSAI(s) as described in clause 5.15.4.1.
 -
Depending on the available information and based on configuration, the AMF may query the appropriate NRF (e.g. locally pre-configured or provided by the NSSF) with the target AMF Set. The NRF returns a list of candidate AMFs.
-
If rerouting to a target serving AMF is necessary, the current AMF reroutes the Registration Request to a target serving AMF as described in clause 5.15.5.2.3.

(C) The serving AMF shall determine a Registration Area such that all S-NSSAIs of the Allowed NSSAI are available in all Tracking Areas of the Registration Area (and also considering other aspects as described in clause  5.3.2.3) and then return to the UE the Allowed NSSAI and the mapping of the Allowed NSSAI to the Subscribed S-NSSAIs if provided. The AMF may return the rejected S-NSSAI(s) as described in clause 5.15.4.1.

Upon successful Registration, the UE is provided with a 5G-S-TMSI by the serving AMF. The UE shall include this 5G-S-TMSI in any RRC Connection Establishment during subsequent initial accesses to enable the RAN to route the NAS signalling between the UE and the appropriate AMF.

If the UE receives an Allowed NSSAI from the serving AMF, it shall store this new Allowed NSSAI and the associated mapping of the Allowed NSSAI to the Configured NSSAI for the HPLMN, if any, and override any previously stored Allowed NSSAI for this PLMN, as described in clause 5.15.4.1.
When no Requested NSSAI was included or when an S-NSSAI was rejected in the PLMN, the AMF may update the UE slice configuration information for the PLMN as described in clause 5.15.4.2.
�Fixes the terminology.





