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Abstract of the contribution: This contribution proposes to solve the question of whether a non-IP session type PDU session can take advantage of the multi-access PDU session feature in key issue #5.
Introduction
One of the questions in key issue #5 is “Can a non-IP session type PDU session take advantage of the multi-access PDU session feature? If yes when? (the Ethernet and the Unstructured PDU session types could correspond to different answers)”. This P-CR is proposed to solve the question.

1. Analysis for unstructured PDU session type

To transmit unstructured PDU session type data, the UPF acts as transparent forwarding node for the payload between the UE and the destination in the DN. Because the UPF does not check the payload, it is impossible for it to match the payload with the routing rule. Furthermore, the unstructured data is flexible and diverse. It is hard to define the filter in the routing rule.

It is proposed that unstructured type PDU session does not support multi-access PDU session feature.
2. Analysis for Ethernet PDU session type

Based on the following description in section 5.6.10.2 in TS 23.501:

“Different Frames exchanged on a PDU Session of Ethernet type may be served with different QoS over the 5GS. Thus, the SMF may provide to the UPF Ethernet Packet Filter Set and forwarding rule(s) based on the Ethernet frame structure and UE MAC address(es). The UPF detects and forwards Ethernet frames based on the Ethernet Packet Filter Set and forwarding rule(s) received from the SMF. This is further defined in clauses 5.7 and 5.8.2.”
Both UPF and UE can detect and forward the Ethernet frames based on the Ethernet Packet Filter Set and forwarding rule(s). If multi-access PDU session feature is introduced, UPF and UE can also detects Ethernet frames and match them with the routing rules.

It is proposed that Ethernet type PDU session can support multi-access PDU session feature.

Proposal
It is proposed to add a solution of Multi-access PDU session feature support for Non-IP type PDU sessions.

* * * Start of Change * * * *
6.x
Solution x: Multi-access PDU session feature for non-IP session type PDU session
6.x.1
Functional Description
Non-IP session type PDU session includes Unstructured PDU session type and Ethernet PDU session type. The support of multi-access PDU session feature for the PDU session is as follows:

-
Unstructured PDU session type: the UPF acts as transparent forwarding node for the payload between UE and the destination in the DN, it is impossible for the UPF to match the payload with the routing rule. So unstructured PDU session type does not support multi-access PDU session feature.
-
Ethernet PDU session type: The UPF(s) and UE can detect and forward Ethernet frames based on the Ethernet Packet Filter Set and forwarding rule(s) received from the SMF. So Ethernet PDU session type can support multi-access PDU session feature.
This solution is proposed to describe the way for the Ethernet PDU session type to support multi-access PDU session feature.
6.x.2
Procedures

6.x.2.1
UE initiated routing rule update during PDU session modification
UE initiated routing rule update during PDU session modification is defined in clause 4.3.3.2 in TS 23.502 (UE or network requested PDU session modification) with the following exceptions:
-
Step 1a: UE includes routing rules in the PDU Session Modification Request.

-
Step 2: SMF sends routing rules provided by UE to PCF and gets updated routing rules from PCF.
-
Step 3a: SMF includes updated routing rules in PDU Session Modification Command.
-
Step 11a: SMF sends the updated routing rules to UPF via N4 Session Modification Request.

6.x.2.2
Network initiated routing rule update during PDU session modification
Network initiated routing rule update during PDU session modification is defined in clause 4.3.3.2 in TS 23.502 (UE or network requested PDU session modification) with the following exceptions:

-
Step 1b: PCF decides to update the routing rules, it sends the updated routing rules to SMF.
-
Step 1d: SMF decides to update the routing rules based on e.g. updated list of allowed MAC addresses for the PDU session from DN-AAA server.

-
Step 2: if the procedure is triggered by step 1d, SMF sends a new list of allowed MAC addresses for the PDU session. PCF returns updated routing rules to SMF.
-
Step 3b: SMF includes updated routing rules in PDU Session Modification Command.
-
Step 11a: SMF sends the updated routing rules to UPF via N4 Session Modification Request.

6.x.3 
Impact on existing entities and interfaces 

This solution will impact the following entities in 5GS:

· SMF

· PCF

· UPF

· UE

6.x.4 
Open Issues
6.x.5
Conclusions
* * * End of Change * * * *
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