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Abstract of the contribution: In this contribution, how SMF retrieves updated policy from PCF is discussed. 
1. Introduction
According to PDU session modification procedure defined in TS 23.502, when the SMF need to get policy update from the PCF, the SMF performs Session Management Policy Modification procedure defined 4.16.5 as following:
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Figure 4.16.5-1: Session Management Policy Modification
In this call flow, since step 5 is optional and up to the decision of PCF, after SMF receive the response in step 2a, it is not clear whether SMF need to wait for the potential step 5 or it shall continue subsequent procedures in PDU session modification procedure without waiting step 5.
2. Discussion
In some cases, e.g. UE requests a QoS update during the PDU session modification, the SMF have to wait for the authorization of the update policy from PCF to perform subsequent steps in PDU session modification. In these cases, step 5 cannot be optional.
Additionally, for most events, the SMF cannot predict whether step 5 might be performed. Even for same event notified in step 2, the PCF may decide to update the policy or not based on many other factors.
Considering the above cases, this contribution proposes 2 options to solve the above problem.
	Options
	Descriptions and comparison

	Option1: Change step 5 to be mandatory if the procedure is triggered by SMF.
	· If the procedure is triggered by SMF, the PCF always invokes Npcf_SMPolicyControl_UpdateNotify service operation to the SMF even there is no updated policies. The SMF continue following procedures after it receive Npcf_SMPolicyControl_UpdateNotify from the PCF. 
· This may cause some unnecessary messages between PCF and SMF in case no policy update is needed for the notification. However if we can assume that most events subscribed by the PCF is for policy decision, then a new policy is most likely to be send to SMF.

	Option2: In step 2a, PCF notify SMF whether step 5 will happen.
	· PCF notifies the SMF in step2a to indicate whether a new policy will be send later. SMF decide whether to wait based on the indication in step 2a.

· The event notification response from PCF depends on the policy decision of PCF. This doesn’t follow the SBI principle that service handling should be independent with each other.


According to the above analysis, the contribution suggest to adopt option 1.
3. Proposal
Proposal: Change step 5 of figure 4.16.5-1 to be mandatory for SMF triggered Session Management policy modification procedrue. If the policy need not to be updated, the PCF sends a policy notification without new policy to the SMF in step 5. The SMF continue following procedure after it receives step 5.
The corresponding CR is in S2-180673.
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