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******************** FIRST CHANGE *********************
6.1.2.2.2
Distribution of the policies to UE

The PCF delivers UE Access Selection and PDU session related policy using the Npcf and Namf service operations.
The PCF may provide the UE access selection and PDU Session related policy information at the initial Registration procedure, or when the operator policies indicate that the conditions for updating the UE are met, i.e. at change of UE location or at mobility with change the AMF, or at any time, as defined in TS 23.502 [3]. Operator defined policies in the PCF may depend on input data such as UE location, time of day, information provided by other NFs, etc as defined in clause 6.2.1.2.

The PCF ensures that UE access selection and PDU Session related policy information delivered to the AMF, is under a predefined size limit. If this predefined limit is exceeded then PCF provides a list of self-contained UE access selection and PDU Session related policy information to the UE, via AMF.  The PCF delivers to the UE transparently via the AMF.

NOTE 1:
How the UE access selection and PDU Session related policy information is split by PCF, e.g. one UE access selection and PDU Session related policy information for ANDSP and UE access selection and PDU Session related policy information for URSP, is described in TS 29.507 [13].
The AMF forwards the UE access selection and PDU Session related policy information to the UE. The UE replaces the UE access selection and PDU Session selection policies by the one provided by the PCF of the same type, e.g. UE access selection and PDU Session selection policies of type URSP or of type ANDSP.

NOTE 2:
The AMF does not need to understand the content of the UE policy, rather send them to the UE for storage.

The PCF updates the UE only if new or modified UE access selection and PDU Session related policies are needed in the UE.


The PCF maintains the list of UE access selection and PDU Session related information delivered to each UE.

NOTE 3:
The size limit to allow the policy information to be delivered using NAS transport is specified in TS 29.507 [13]. The size limit is configured in the PCF.

******************** SECOND CHANGE *********************

6.6
UE access selection and PDU Session selection related policy information

6.6.1
General
The UE access selection and PDU Session related policy information includes either Access network discovery & selection policy (ANDSP) or UE Route Selection Policy (URSP) or both using Npcf and Namf service operations. 
UE Route Selection Policies are included only by the HPLMN. ANDSP policies may be provided by the HPLMN or the VPLMN.
The structure of the UE access selection and PDU session related policy information is described in Table 6.6.1-1.

 Table 6.6.1-1: UE Access Selection and PDU session related Policy information
	Information name
	Description
	Category
	PCF permitted to modify in a UE context
	Scope

	Access Network Discovery & Selection Policy
	Contains the rules for Access Network Discovery & Selection. For example WLANSP rules
	Optional
	Yes
	UE context

	Access Network Discovery & Selection Policy Version ID
	Defines the version of the ANDSP policy applied at the UE
	Conditional
NOTE 1:
	
	UE context

	Access Network Discovery & Selection Policies Check
	Defines conditions for the UE to acknowledge to the PCF the applied ANDSP policies
	Optional
	
	UE context

	URSP Policy
	Contains rules for UE Routing Selection Policy.
	Optional
	Yes
	UE context

	URSP Policy Version ID
	Defines the version of the URSP Policy applied at the UE
	Conditional
NOTE 1
	
	UE context

	URSP Policy Check
	Defines conditions for the UE to acknowledge to the PCF the appied URSP policies
	Optional
	
	UE context

	NOTE 1: Version ID is mandatory if ANDSP or URSP Policies are included


6.6.2
Access Network Discovery & Selection Policy Information

6.6.2.1
General

The Access Network Discovery & Selection policy is an optional policy that may be provided to UE by the network.

In this release of the specification, the Access Network Discovery & Selection policy shall contain only rules that aid the UE in selecting a WLAN access network. Rules for selecting other types of non-3GPP access networks are not specified.

The WLAN access network selected by the UE with the use of Access Network Discovery & Selection policy may be used for direct traffic offload (i.e. sending traffic to the WLAN outside of a PDU Session) and for registering to 5GC via a N3IWF.

The Access Network Discovery & Selection policy shall contain one or more WLAN Selection Policy (WLANSP) rules defined in section 4.8.2.1.6 of 3GPP TS 23.402 [9].

Table 6.6.2-1: Access Network Discovery & Selection Policy
	Information name
	Description
	Category
	PCF permitted to modify in a UE context
	Scope

	WLANSP rules
	1 or more WLANSP rules as specified in 4.8.2.1.6 of TS 23.402 [9]
	Mandatory
	Yes
	UE context


6.6.2.2
UE selecting a WLANSP rule

The UE may be provisioned with multiple valid WLANSP rules (by the HPLMN and by the VPLMN when the UE is roaming). A WLANSP rule is valid if it meets the validity conditions included in the WLANSP rule (if provided).

When the UE is in the home the UE uses the valid WLANSP rules from the home PLMN to select an available WLAN. When the UE is roaming and the UE has valid rules from both HPLMN and VPLMN the UE gives priority to the valid WLANSP rules from the VPLMN.

6.6.2.3
UE procedure for selecting a WLAN access based on WLANSP policies

When the UE has valid 3GPP subscription credentials (i.e. a valid USIM) and WLANSP policies, the UE shall perform WLAN selection based on these policies, the applicable user preferences and the corresponding procedures specified in this document. User preferences take precedence over the WLANSP policies.

The UE determines the most preferred WLAN access network using WLANSP policies when a WLAN access network cannot be selected based on user preferences (e.g. when there are no user preferences or when there is no user-preferred WLAN access network available).

The UE constructs a prioritized list of the available WLANs by discovering the available WLANs and comparing their attributes / capabilities against the groups of selection criteria in the valid WLANSP rule(s). When there are multiple valid WLANSP rules the UE evaluates the valid WLANSP rules in priority order. The UE evaluates first if an available WLAN access meets the criteria of the highest priority valid WLANSP rule. The UE then evaluates if an available WLAN access meets the selection criteria of the next priority valid WLANSP rule.

Within a valid WLANSP rule, the WLAN(s) that match the group of selection criteria with the highest priority are considered as the most preferred WLANs, the WLAN(s) that match the group of selection criteria with the second highest priority are considered as the second most preferred WLANs, etc.

When a group of selection criteria includes the HomeNetwork attribute and is set, then the UE (a) shall create a list of available WLANs that directly interwork with the home operator (as specified in clause 4.8.2.1.6 of 3GPP TS 23.402 [9]) and (b) shall apply the group of selection criteria to all the WLANs in this list. Otherwise, when the HomeNetwork attribute is not set or is not present, the UE shall apply the group of selection criteria to all available WLANs. The UE may need to perform ANQP procedures (as specified in the HS2.0 Rel‑2 specification [ref]) or other procedures in order to discover the attributes / capabilities of the available WLANs.

When the UE is roaming the UE may have valid WLANSP policies from both the VPLMN and the HPLMN. In such a case the UE gives priority to the valid WLANSP rules from the VPLMN. The UE constructs a prioritised list of the available WLANs when the available WLAN accesses meet the selection criteria of the valid rules from the VPLMN and the valid rules from the HPLMN. The prioritised WLAN accesses based on the WLANSP rules from the HPLMN will have lower priority from the prioritised list of WLAN access based on the WLANSP rules of the VPLMN.

6.6.3
UE Route Selection Policy information
The UE Route Selection Policy (URSP) includes a prioritized list of URSP rules. The UE may be provisioned with a USRP by the HPLMN.

Editor's note:
The use of policy and rule identifiers are FFS.

The structure of the URSP rules are described in Table 6.6.3-1 and Table 6.6.3-2.
Table 6.6.3-1: UE Route Selection Policy Rule

	Information name
	Description
	Category
	PCF permitted to modify in a UE context
	Scope

	Rule Precedence
	Determines the order the URSP rule is enforced in the UE.
	Mandatory
(NOTE 1)
	Yes
	UE context

	Traffic descriptor
	This part defines the traffic descriptors for the policy
	
	
	

	Application identifiers
	Application identifier(s) 
	Optional
	
	

	IP descriptors
	IP 3 tuple(s) (destination IP address or IPv6 network prefix, destination port number, protocol ID of the protocol above IP)
	Optional
	Yes
	UE context

	Non-IP descriptors
	Descriptor(s) for non-IP traffic
	Optional
	Yes
	UE context

	Route Selection descriptor
	The components for Route selection (see table 6.6.2-2)
	Mandatory
	
	

	NOTE 1: Rules in a URSP shall have different precedence values.


Table 6.6.3-2: Route Selection Descriptor

	Information name
	Description
	Category
	PCF permitted to modify in a UE context
	Scope

	Route selection components
	This part defines the route selection components
	Mandatory
(NOTE 1)
	
	

	SSC Mode Selection
	
	Optional
	Yes
	UE context

	Network Slice Selection
	
	Optional
	Yes
	UE context

	DNN Selection
	
	Optional
	Yes
	UE context

	Non-seamless Offload indication
	Indicates if the traffic of the matching application is to be offloaded to non-3GPP access outside of a PDU Session.
	Optional


	Yes
	UE context

	Access Type preference
	Indicates the preferred Access Type (3GPP or non-3GPP) when the UE establishes a PDU Session for the matching application.
	Optional
	Yes
	UE context

	NOTE 1: At least one of the route selection component shall be present 


Each URSP rule contains a Rule Precedence value that determines the priority of the rule within the policy. Rules in a URSP shall have different precedence values.
Each URSP rule contains a Traffic descriptor that determines when the rule is applicable. A detected application is compared against the traffic descriptors to determine if a URSP rule is applicable. When route selection based on USRP is performed, the highest priority valid USRP rule that is applicable shall be used for route selection.

A route selection descriptor contains the following components:

-
Session Continuity Mode:

-
Network Slice Selection:

-
DNN Selection:

-
Non-Seamless Offload indication: Indicates that traffic of the matching application is to be offloaded to non-3GPP access outside of a PDU Session when the rule is applied.

-
Access Type Preference: If the UE needs to establish a PDU Session when the rule is applied, this indicates the Access Type (3GPP or non-3GPP) on which the PDU Session should be established.

NOTE:
The structure of the URSP does not define how the PCF splits the URSP when URSP cannot be delivered to the UE in a single NAS message.

******************** END OF CHANGES *********************

