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* * * First Change * * * *

7.3
Packet Detection Rule

The following table describes the Packet Detection Rule (PDR) containing information required to classify a packet arriving at the UP function. There is at least one PDR per direction, e.g. UL direction or DL direction.

Table 7.3-1: Attributes within Packet Detection Rule

	Attribute
	Description
	Comment
	Applicability

	
	
	
	SGW


	PDN GW
	TDF

	Session ID
	Identifies the session associated to this PDR
	
	X
	X
	X

	Rule ID
	Unique identifier to identify this information.
	
	X
	X
	X

	Precedence
	Determines the order, in which the detection information of all rules is applied
	
	
	X
	X

	Packet Detection information
	Source interface
	Contains the values "access side", "core side", "CP function" or "SGi-LAN".
	Identifies whether the rule applies to incoming packets from the access side (i.e. up-link), the core side (i.e. down-link), the CP function (the packet from CP function) or the SGi-LAN side (the packet has experienced SGi-LAN Service Functions).
	X
	X
	X

	
	UE IP address 
	One IPv4 address and/or one IPv6 prefix with prefix length
	Combination of UE IP address (together with Network instance, if necessary), F-TEID, SDF filters, application ID for traffic detection:

SGW UL: Local F-TEID

SGW DL: Local F-TEID

PGW UL: Local F-TEID + UE IP address + SDF/applicat.ID

PGW DL: UE IP address + SDF/application ID

TDF UL (solicited mode): UE IP address + SDF/application ID

TDF DL (solicited mode): UE IP address + SDF/application ID

TDF UL/DL (unsolicited mode): application ID
	
	X
	X

	
	Network instance
	Identifies the Network instance associated with the incoming packet. (NOTE 1).
	
	X
	X
	X

	
	Local F-TEID 
	
	
	X
	X
	

	
	List of SDF Filter(s)
	
	
	
	X
	X

	
	Application ID
	
	
	
	X
	X

	
	Instructs the UP function to remove one or more outer header(s) (e.g. IP+UDP+GTP) from the incoming packet.
	Any extension header shall be stored for this packet.
	
	X
	
	

	Outer header removal
	The Forwarding action Rule ID identifies a forwarding action that has to be applied.
	
	X
	X
	X

	Forwarding Action Rule ID
	Every Reporting Rule ID identifies a measurement action that has to be applied.
	
	X
	X
	X

	List of Reporting Rule ID(s)
	Every QoS Enforcement Rule ID identifies a QoS enforcement action that has to be applied.
	
	X
	X
	X

	List of QoS Enforcement Rule ID(s)
	Every QoS Enforcement Rule ID identifies a QoS enforcement action that has to be applied.
	
	X
	X
	X
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