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Abstract of the contribution: In this contribution, how to handle LADN session in PDU establishment procedure is discussed. 
1. Introduction
In clause 4.3.2.2.1 of TS 23.502, there is a description in step 4 as following:

“The SMF checks the validity of the UE request: it checks

-whether the UE request is compliant with the user subscription and with local policies;

-(If the DNN corresponds to an LADN), whether the UE is located within the LADN service area based on the UE location reporting from the AMF.

If the UE request is considered as not valid, the SMF decides to not accept to establish the PDU Session.”

However, the SMF does not know whether the UE is located within the LADN service area as the SMF subscribes UE location changed notification from AMF is after this step, i.e. the LADN information notification is sent after the PDU Session establishment procedure.
As such if the UE initiate the LADN PDU Session establishment procedure but not in the LADN valid area, how to handle the PDU Session establishment request procedure?
2. Discussion
TS23.501 clause 5.6.5. it is described, 
“When the UE performs a successful (Re)registration procedure, the AMF shall provide to the UE, based on local configuration information (e.g. via OAM) about LADN Information, UE location, UE subscription information received from the UDM about DNNs that is subscribed as LADN, the LADN Information for the LADNs available to the UE in that RA in the Registration Accept message. During the subsequent Registration Update procedure, if the network does not provides LADN information, the UE deletes the LADN information.”
So it is clear that the AMF based on the subscription information to provide the LADN information to the UE. 
C1: LADN indication is a subscription information stored at UDM. 

C2: AMF can be aware of whether the DNN is LADN and its related LADN information, i.e. the valid LADN area. 

“The SMF subscribes to "UE location change notification" as described in clause 5.6.11. In the network deployment where a UE may leave or enter an LADN service area without any notification to the 5GC in CM-CONNECTED state, the AMF needs to initiate the Location reporting as described in clause 5.6.11 to track the correct location of the UE related to the LADN service area in CM-CONNECTED state.”
C3: SMF is unaware of the LADN information and need the assistance from AMF.  

Per above existing specification checking, there are two possible options to handle LADN in PDU session establishment procedure as below:
Option 1: Release the LADN PDU Session after the SMF is notified by AMF that UE is outside of the LADN service area.

The SMF handle the LADN PDU Session establishment as normal even UE may out of the LADN area. After the PDU Session establishment procedure is finished, and the SMF get the notification from AMF on whether UE is in/out of LADN area, the SMF may trigger the PDU Session release procedure. 

For this approach, the MM/SMF separation principle are followed. The drawback of this solution is that it add unnecessary signalling at the network. 

Option 2: AMF rejects the request
When the AMF receive the PDU Session establishment request and do the APN subscription checking and detect that the DNN is LADN, then if there is no LADN information configured in the AMF or the UE is out of the LADN service area, the AMF reject the PDU Session establishment request. 
For this approach, as the request is rejected at the beginning no extra signaling is wasted. The potential drawback is on whether this break the MM/SM separation issue.  
From our view, we do not think this mechanism breaks the principle of MM/SM separation. Considering that if UE activate one PDU Session establishment request for one DNN which UE has not subscribed or not exist, the rejection should be executed at the AMF. Similar case for the S-NSSAI based congestion rejection is send by the AMF. So from our view it just like the AMF do the DNN subscription checking + local policy checking (whether the DNN is valid at the local area). Different comparing to the Service Request execution is that at the SR handling, the AMF is not requested to check the PDU Session status, i.e. LADN or not, for the normal PDU Session handling. 
3. Proposal
Per above consideration, we think the better way is to adopt option 2). One related P-CR which follow option 2) are also prepared. 
Proposal 1: When the UE requests to establish a PDU session, based on the local APN valid checking the AMF may reject the request.
If the consensus is that we need follow the strict MM/SM separation principle, we can also accept to go to option 1).
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