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Abstract of the contribution: This paper proposes some architectural assumptions and a Key Issue for FS_CIoT_5G related to Support of common north-bound APIs for EPC-5GC Interworking.
1
Discussion

A UE may switch between being served by EPC and 5GC. In the NEF and SCEF are separate network nodes, an AF (SCS/AS) that accesses API’s for a UE that switches between EPC and 5GC would need to know when to communicate with an SCEF or NEF. Requiring the AF to know when to switch from an SCEF to an NEF (and vice versa) somewhat violates an architectural principle of the SCEF and NEF, which is to hide the underlying details of the 3GPP network.

If it is assumed that the NEF and SCEF are to be separate entities for EPC-5GC interworking scenarios, then the following issues would have to be addressed:

-
How does the SCS/AS determine which entity (SCEF and NEF) to contact for a given UE or is the SCS/AS assumed to reach out to both nodes?

-
How to support EPC-5GC mobility from SCEF and NEF perspective, e.g. is there a need for an SCEF-NEF relocation procedure?


-  Are we violating an architectural principle of Service Exposure by requiring the AF to be aware of what network is serving the UE?

If it is assumed that the SCEF and NEF are logical entities that may be implemented as a combined node for EPC-5GC interworking scenarios (referred to as NEF+SCEF hereafter), the AF could continue to have one point of contact for API calls and we would be able to maintain the architectural principle that the underlying details of the 3GPP network being hidden from the AF.

2
Proposal

This contribution proposes to implement the following updates to TR 23.724 v 0.0.0.
* * * Start of Change * * *

5.X
Key Issue X: Support of common north-bound APIs for EPC-5GC Interworking
5.X.1
Description

An IoT UE can possibly switch between EPC and 5GC. An authorized third party service provider should be able to get access to authorized and available services when the UE is either on EPC or on 5GC. This key issue will address architectural issues that may arise when a UE switches between being served between EPC and 5GC.

· When a UE switches between EPC and 5GC, services that are available to the AF may change. In EPC, the CAPIF supports discovery of service API information and notification of API changes (i.e. change in availability). This key issue will address any architectural issues that might prevent the CAPIF from supporting discovery of service information and notification of such service changes when a UE moves between EPC and 5GC.  

5.X.2
Architectural requirements

-
For a given PLMN, the SCS/AS only needs to know one T8 “entry point” per UE for a given service and it can connect to use the API regardless of whether the UE is currently served by EPC or 5GC.

5.X.3
Architectural baseline

5.X.4
Open issues

-
If it is possible for the exposure function (i.e. SCEF or NEF) serving a UE to change, then how the AF determines what node to direct T8 requests towards.

-
If it is possible for the exposure function (i.e. SCEF or NEF) serving a UE to change, then how is context (i.e. NIDD Configuration, Monitoring Event Configurations, etc.) transferred between nodes.

-
Whether the UE’s movement between EPC and 5GC will cause the T8 termination point(s) associated with the UE to change.
* * * End of Change * * *
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