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**** First Change ****

6.1.2.1
Access and mobility related policy control

The access and mobility policy control encompasses the management of service area restrictions and the management of the RFSP functionalities.

The management of service area restrictions enables the PCF to modify the service area restrictions used by AMF as described in TS 23.501 [2] clause 5.3.4.

A UE's subscription may contain service area restrictions, which may be further modified by PCF based on operator defined policies at any time, either by expanding a list of allowed TAIs or by reducing a non-allowed TAIs or by increasing the maximum number of allowed TAIs. Operator defined policies in the PCF may depend on input data such as UE location, time of day, information provided by other NFs, etc.

The AMF may report the subscribed service area restrictions received from UDM during Registration procedure or when the AMF changed, the conditions for reporting are that local policies in the AMF indicate that Access and Mobility Control is enable. The AMF reports the subscribed service area restrictions to the PCF also when the service area restrictions change event trigger, as described in clause 6.1.2.Y is met. The AMF receives the modified service area restrictions from the PCF. The AMF stores them then use it to determine mobility restriction for a UE. The PCF may indicate the AMF that there is an unlimited service area.

The service area restrictions consist of a list of allowed TAI(s) or a list of non-allowed TAI(s) and optionally the maximum number of allowed TAIs.

NOTE 1:
The enforcement of the service area restrictions is performed by the UE, when the UE is in CM-IDLE state or in CM-CONNECTED state when in RRC Inactive, and in the RAN/AMF when the UE is in CM-CONNECTED state.

The management of the RFSP Index enables the PCF to modify the RFSP Index used by the AMF to perform radio resource management functionality as described in TS 23.501 [2] clause 5.3.4.  PCF modifies the RFSP Index based on operator policies that take into consideration e.g. accumulated usage, load level information per network slice instance etc. The subscribed RSFP Index may be further adjusted by the PCF based on operator policies at any time.

For radio resource management, the AMF may report the subscribed RFSP Index received from UDM during the Registration procedure or when the AMF changed. The conditions for reporting are that local policies in the AMF indicate that Access and Mobility Control is enable. The AMF reports the subscribed RFSP Index to the PCF when the subscription to RFSP Index change to the PCF is met. The AMF receives the modified RFSP Index from the PCF.

NOTE 2:
The enforcement of the RFSP Index is performed in the RAN.

Upon change of AMF, the source AMF informs the PCF that the UE context was removed in the AMF.
**** Next Change ****

6.1.2.Y 
Event triggers

The event triggers for 3GPP access type are listed in table 6.1.3.5-2 and define the conditions when the AMF shall interact again with PCF after a UE context establishment.

Table 6.1.3.5-2: Event triggers for 3GPP access type.

	Event trigger
	Description
	Condition for reporting

	Location change (tracking area)
	The tracking area of the UE has changed.
	PCF

	Change of UE presence in PRA
	The UE is entering/leaving a Presence Reporting Area 
	PCF

	Service Area Restriction change
	The subscribed service area restriction information has changed.
	PCF

	RFSP index change
	The subscribed RFSP index has changed
	PCF


If the Location change trigger and/or Change of UE presence in Area of Interest are armed, the AMF shall activate the relevant procedure which reports any changes in location to the level indicated by the trigger.

The Change of UE presence in PRA can be subscribed by PCF via N15. Details of Change of UE presence in Area of Interest are explained in TS 23.501 [2], clause 5.6.11.

The Service Area restriction change event trigger and the RFSP index change event trigger shall trigger the PCF interaction for all changes in the data received in AMF from UDM.

**** Next Change ****

6.1.3.5
Event triggers

The event triggers define the conditions when the SMF shall interact again with PCF after a PDU Session establishment.

The access independent event triggers are listed in table 6.1.3.5-1.

Table 6.1.3.5-1: Access independent event triggers

	Event trigger
	Description
	Difference compared with table 6.2 in TS 23.203 [4]
	Conditions for reporting
	Motivation

	PLMN change
	The UE has moved to another operators' domain.
	None
	PCF
	

	QoS change
	The QoS parameters of the QoS Flow has changed 
	Removed
	
	Only applicable when binding of bearers was done in PCRF.

	QoS change exceeding authorization
	The QoS parameters of the QoS Flow has changed and exceeds the authorized QoS 
	Removed
	
	Only applicable when binding of bearers was done in PCRF.

	Traffic mapping information change
	The traffic mapping information of the QoS profile has changed 
	Removed
	
	Only applicable when binding of bearers was done in PCRF.

	Resource modification request
	A request for resource modification has been received by the SMF.
	None
	
	

	Routing information change
	The IP flow mobility routing information has changed (when IP flow mobility as specified in TS 23.261 [11] applies) or the PCEF has received Routing Rules from the UE (when NBIFOM as specified in TS 23.161 [10] applies) 
	Removed
	
	Not in 5GS yet.

	Session AMBR change
	The subscribed Session AMBR has changed
	Added
	SMF always reports to PCF
	

	Default QoS change
	The subscribed QoS has changed
	Added
	SMF always reports to PCF
	

	Change in type of Access Type 
	The access type of the PDU Session has changed.
	None
	PCF
	

	Loss/recovery of transmission resources
	The Access type transmission resources are no longer usable/again usable.
	Removed
	
	Not in 5GS yet.

	Location change (serving cell) 
	The serving cell of the UE has changed.
	Removed
	
	Not in 5GS yet.

	Location change (serving area)
	The serving area of the UE has changed.
	None
	PCF
	

	Location change (serving CN node)
	The serving core network node of the UE has changed.
	None
	PCF
	

	Change of UE presence in Presence Reporting Area (see NOTE 1)
	The UE is entering/leaving a Presence Reporting Area
	None
	PCF
	Only applicable to PCF

	Out of credit
	Credit is no longer available.
	None
	PCF
	May need validation with SA5.

	Enforced PCC rule request
	SMF is performing a PCC rules request as instructed by the PCF.
	None
	PCF
	

	Enforced ADC rule request
	TDF is performing an ADC rules request as instructed by the PCRF.
	Removed
	
	ADC Rules are not applicable.

	UE IP address change 
	A UE IP address has been allocated/released
	None
	SMF always reports allocated or released UE IP addresses
	

	Access Network Charging Correlation Information
	Access Network Charging Correlation Information has been assigned.
	None
	PCF
	

	Usage report


	The PDU Session or the Monitoring key specific resources consumed by a UE either reached the threshold or needs to be reported for other reasons.
	None
	PCF
	

	Start of application traffic detection and

Stop of application traffic detection 
	The start or the stop of application traffic has been detected.
	None
	PCF
	

	SRVCC CS to PS handover
	A CS to PS handover has been detected
	Removed
	
	No support in 5GS yet

	Access Network Information report
	Access information as specified in the Access Network Information Reporting part of a PCC rule.
	None
	PCF
	

	Credit management session failure
	Transient/Permanent Failure as specified by the OCS
	None
	PCF
	

	Addition / removal of an access to an IP-CAN session 
	The PCEF reports when an access is added or removed
	Removed
	
	No support in 5GS yet

	Removal of PCC rule
	The SMF reports when the PCC rule is removed 
	New
	
	

	QoS targets of the QoS Flow cannot be fulfilled
	The SMF notify the PCF when receiving notification from RAN that QoS targets of the QoS Flow cannot be fulfilled 
	New
	
	

	NOTE 1:
The maximum number of PRA(s) per UE per PDU Session is configured in the PCF. The PCF may have independent configuration of the maximum number for Core Network pre-configured PRAs and UE-dedicated PRAs. The exact number(s) should be determined by operator in deployment.


Editor's Note: The relation between area of interest and PRA is FFS.
The enforced PCC rule request event trigger shall trigger a SMF interaction to request PCC rules from the PCF for an established PDU Session. This SMF interaction shall take place within the Revalidation time limit set by the PCF in the PDU Session related policy information.

The UE IP address change event trigger shall trigger a SMF interaction with the PCF in case a UE IP address is allocated or released during the lifetime of the IP‑CAN session.

The Access Network Charging Correlation Information event shall trigger the SMF to report the assigned access network charging identifier for the PCC rules that are accompanied with a request for this event at activation.

If the Usage report event trigger is set and the volume or the time thresholds, earlier provided by the PCF, are reached, the SMF shall report this event to the PCF. If both volume and time thresholds were provided and the thresholds, for one of the measurements, are reached, the SMF shall report this event to the PCF and the accumulated usage since last report shall be reported for both measurements.

The management of the Presence Reporting Area (PRA) functionality enables the PCF to subscribe to reporting change of UE presence in a particular Presence Reporting Area.

NOTE 1:
PCF decides whether to subscribe to AMF or to SMF for those event triggers that are present in both table 6.1.3.5-1 and 6.1.3.5-2. If PRA event trigger is available on both AMF and SMF, PCF should not subscribe to both AMF and SMF simultaneously.

Upon every interaction with the SMF, the PCF may activate / deactivate reporting changes of UE presence in Presence Reporting Area by setting / unsetting the corresponding event trigger by providing the PRA Identifier(s) and additionally the list(s) of elements comprising the Presence Reporting Area for UE-dedicated Presence Reporting Area(s).

NOTE 2:
The PRA parameters in PCF which comprising the PRA Identifier(s) and additionally the list(s) of elements shall be able to mapped to Area of Interest in SMF

When the Change of UE presence in Presence Reporting Area is armed, i.e. when the PCF subscribes to reporting change of UE presence in a particular Presence Reporting Area and the reporting change of UE presence in this Presence Reporting Area was not activated before, the SMF shall activate the relevant PDU Session specific procedure which reports when the UE enters or leaves a Presence Reporting Area (an initial report is received when the PDU Session specific procedure is activated). The SMF reports the PRA Identifier(s) and indication(s) whether the UE is inside or outside the Presence Reporting Area(s), and indication(s) if the corresponding Presence Reporting Area(s) is set to inactive by the serving node to the PCF.

NOTE 3:
The serving node can activate the reporting for the PRAs which are inactive as described in the TS 23.501 [2].

When PCF is not subscribed to change of UE presence in Presence Reporting Area for a particular Presence Reporting Area, the SMF shall deactivate the relevant PDU Session specific procedure which reports when the UE enters or leaves a Presence Reporting Area.

The SMF stores PCF subscription to reporting for changes of UE presence in Presence Reporting Area and forwards the PRA Identifier(s) and indication(s) whether the UE is inside or outside the Presence Reporting Area(s) received from the serving node according to the corresponding subscription.

When a PRA set identified by a PRA Identifier was subscribed to report changes of UE presence in Presence Reporting Area by the PCF, the SMF additionally receives the PRA Identifier of the PRA set from the serving node, along with the individual PRA Identifier(s) belonging to the PRA set and indication(s) of whether the UE is inside or outside the individual Presence Reporting Area(s), as described in TS 23.501 [2].

The Start of application traffic detection and Stop of application traffic detection events shall trigger an interaction with PCF once the requested application traffic is detected (i.e. Start of application traffic detection) or the end of the requested application traffic is detected (i.e. Stop of application traffic detection) unless it is requested within a specific PCC Rule to mute such a notification for solicited application reporting or unconditionally in case of unsolicited application reporting. The application identifier and service data flow descriptions, if deducible, shall also be included in the report. An application instance identifier shall be included in the report both for Start and for Stop of application traffic detection when service data flow descriptions are deducible. This is done to unambiguously match the Start and the Stop events.

At PCC rule activation, modification and deactivation the SMF shall send, as specified in the PCC rule, the User Location Report and/or UE Timezone Report to the PCF.

NOTE 4:
At PCC rule deactivation the User Location Report includes information on when the UE was last known to be in that location.

The PCF shall send the User Location Report and/or UE Timezone Report to the AF upon receiving an Access Network Information report corresponding to the AF session from the SMF.

If the event trigger for Access Network Information reporting is set, the SMF shall check the need for access network information reporting after successful installation/modification or removal of a PCC rule or upon termination of the PDU Session. The SMF shall check the Access Network Information report parameters (User Location Report, UE Timezone Report) of the PCC rules and report the access network information to the PCF. The SMF shall not report any subsequent access network information updates received from the PDU Session without any previous updates of related PCC rule unless the associated QoS Flow or PDU Session has been released.

If the SMF receives a request to install/modify or remove a PCC rule with Access Network Information report parameters (User Location Report, UE Timezone Report) set the SMF shall initiate a PDU Session modification to retrieve the current access network information of the UE and forward it to the PCF afterwards.

If the Access Network Information report parameter for the User Location Report is set and the user location (e.g. cell) is not available to the SMF, the SMF shall provide the serving PLMN identifier to the PCF which shall forward it to the AF.

The Credit management session failure event trigger shall trigger a SMF interaction with the PCF to inform about a credit management session failure and to indicate the failure reason, and the affected PCC rules.

Editor's note: Whether following supplementary events are supported:  the UE has moved between EPC and 5GC: The PCF takes this information into account to determine which features can or can no more be supported by the PDU Session is FFS

The Session AMBR change and the default QoS change event triggers shall trigger the PCF interaction for all changes in the data received in SMF from the UDM.

The default QoS change reports a change in the default 5QI/ARP retrieved by SMF from UDM, as explained in clause 5.7.2.7 of TS 23.501 [2].
If the PCC Rules bound to a QoS Flow are removed when the corresponding QoS Flow is removed or the PCC rules are failed to be enforced, the SMF shall report to the PCF and the PCF may update the PCC rules for an established PDU Session.

When the SMF receives notification from (R)AN indicating that QoS targets of the QoS Flow cannot be fulfilled, the SMF shall report to the PCF and the PCF may update the PCC rules for an established PDU Session.
The Resource modification request event trigger shall trigger the PCF interaction for resource modification requests received by SMF. The resource modification request may include specific QoS handling for selected SDF(s).


	
	
	

	
	
	

	
	
	

	
	
	

	
	
	





In an interworking scenario between 5GS and EPC/E-UTRAN, as explained in the TS 23.501 [2], clause 4.3, the PCF may subscribe via the SMF also to the events described in clause 6.1.2.Y when the UE is served by the EPC/E-UTRAN.

**** Next Change ****

6.2.2
Session Management Function (SMF)
6.2.2.1
General

The SMF is responsible for the enforcement of the policy decisions related to service data flow detection, authorized QoS, charging, gating, traffic usage reporting, packet routing and forwarding and traffic steering. The SMF controls the policy and charging enforcement which includes the binding of service data flows to QoS Flows (as described in clause 6.1.3.2.4) as well as the interaction with the OCS/OFCS. The SMF interacts with the UPF(s), the RAN and the UE to achieve the appropriate treatment of the user plane traffic.

The SMF control of the UPF(s) is described in TS 23.501 [2] as well as the interaction principles between SMF and RAN and between SMF and UE. The procedures for the interaction between SMF and UPF, SMF and RAN as well as SMF and UE are described in TS 23.502 [3].

The SMF forwards the Maximum Packet Loss Rate for UL and DL, if received from PCF for the PCC rule. In the case multiple PCC Rules share one QoS Flow and the SMF received multiple Maximum Packet Loss Rates, the SMF chooses the lowest value per direction related to these PCC rules.

6.2.2.2
Service data flow detection

The Service Data Flow detection uses the service data flow template included in a PCC Rule provide by the PCF. The service data flow template defines the data for the service data flow detection as a set of service data flow filters or an application identifier referring to an application detection filter.

The application detection filters provided to the SMF may be extended with the PFDs provided by the UDR as described in 6.1.20 of TS 23.203 [4]. How the SMF uses the service data flow detection capabilities in the UPF is described in TS 23.501 [2] clause 5.8.2.

For IP PDU Session type and Ethernet PDU Session type, the service data flow filters that may apply for traffic on a PDU Session are defined in TS 23.501 [2] clause 5.7.6.

6.2.2.3
Measurement

For usage monitoring, the PCEF functional description in clause 6.2.2.3 of TS 23.203 [4] applies. The SMF instructs the UPF to provide usage reports to the SMF as described in TS 23.501, clause 5.8.2.6.
6.2.2.4
QoS control

The SMF receives the authorized QoS for a service data flow in the PCC rule. The SMF calculates the QoS parameters for a QoS Flow as described in TS 23.501 [2] clause 5.7.1. In addition, for GBR QoS Flows, the SMF should set the QoS Flow GBR to the sum of the GBRs of all PCC rules that are bound to that QoS Flow and the QoS Flow MBR to the sum of the MBRs of all PCC rules that are active and bound to that GBR QoS Flow.

The SMF receives the authorized Session AMBR and the default 5QI and default ARP in the PDU Session information. The SMF ensures that the authorized Session AMBR for a PDU Session is enforced for bandwidth policing at the UPF(s) as described in TS 23.501 [2] clause 5.7.1. For PDU Sessions of unstructured type the default 5QI and default ARP is the authorized QoS for all traffic in the PDU Session as described in TS 23.501 [2] clause 5.7.1.

6.2.2.5
Application detection

For application detection, the functional description in clause 6.2.2.5 of TS 23.203 [4] applies.

6.2.2.6
Traffic steering

The SMF shall support traffic steering control as defined in Clause 6.1.3.14.

The SMF may be configured with the traffic steering policy IDs related to the mechanism enabling traffic steering to the DN and/or DNAIs associated with N6 traffic routing requirements.

Upon receiving a PCC rule which contains the traffic steering control information, the SMF shall provide the information to the UPF for the enforcement.

NOTE:
The UPF may, for example, perform marking packets in order to indicate a certain type of traffic to the DN side of the N6 reference point which enables those packets to be steered in the DN. As another example the UPF may forward, i.e. offload, traffic identified by the traffic descriptor to a local tunnel.

**** Next Change ****

6.3.1
General

To enable the enforcement in the 5GC of the policy decisions made by the PCF for the policy and charging control of a service data flow, the 5GC shall provide 5G Policy and Charging Control information from the PCF to the SMF as described in table 6.3.1.
Two different types of PCC rules exist: Dynamic rules and predefined rules. The dynamic PCC rules are provisioned by the PCF to the SMF, while the predefined PCC rules are configured into the SMF, as described in TS 23.501, and only referenced by the PCF. 
The differences with table 6.3 in TS 23.203 [4] are shown, either "none" means that the IE applies in 5GS or "removed" meaning that the IE does not apply in 5GS, this is due to the lack of support in the 5GS for this feature or "modified" meaning that the IE applies with some modifications defined in the IE.

Table 6.3.1: The PCC rule information in 5GC

	Information name
	Description
	Category
	PCF permitted to modify for a dynamic PCC rule in the SMF
	Differences compared with table 6.3. in TS 23.203 [4]

	Rule identifier
	Uniquely identifies the PCC rule, within a PDU Session.

It is used between PCF and SMF for referencing PCC rules.
	Mandatory
	No
	None

	Service data flow detection
	This part defines the method for detecting packets belonging to a service data flow.
	
	
	

	Precedence
	Determines the order, in which the service data flow templates are applied at service data flow detection, enforcement and charging. (NOTE 1).
	Conditional (NOTE 2)
	Yes
	None

	Service data flow template
	For IP PDU traffic: Either a list of service data flow filters or an application identifier that references the corresponding application detection filter for the detection of the service data flow.

For Ethernet PDU traffic: Combination of traffic patterns of the Ethernet PDU traffic.

It is defined in 3GPP TS 23.501 [2], clause 5.7.6.3
	Mandatory (NOTE 3)
	Conditional

(NOTE 4)
	Modified

(packet filters for Ethernet PDU traffic added)

	Mute for notification
	Defines whether application's start or stop notification is to be muted.
	Conditional (NOTE 5)
	No
	None

	Charging
	This part defines identities and instructions for charging and accounting that is required for an access point where flow based charging is configured 
	
	
	

	Charging key
	The charging system (OCS or OFCS) uses the charging key to determine the tariff to apply to the service data flow.
	
	Yes
	None

	Service identifier
	The identity of the service or service component the service data flow in a rule relates to.
	
	Yes
	None

	Sponsor Identifier
	An identifier, provided from the AF which identifies the Sponsor, used for sponsored flows to correlate measurements from different users for accounting purposes.
	Conditional

(NOTE 6)
	Yes
	None

	Application Service Provider Identifier
	An identifier, provided from the AF which identifies the Application Service Provider, used for sponsored flows to correlate measurements from different users for accounting purposes.
	Conditional

(NOTE 6)
	Yes
	None

	Charging method
	Indicates the required charging method for the PCC rule.

Values: online, offline or neither.
	Conditional
(NOTE 7)


	No
	None

	Measurement method
	Indicates whether the service data flow data volume, duration, combined volume/duration or event shall be measured.

This is applicable to reporting, if the charging method is online or offline.

Note: Event based charging is only applicable to predefined PCC rules and PCC rules used for application detection filter (i.e. with an application identifier).
	
	Yes
	None

	Application Function Record Information
	An identifier, provided from the AF, correlating the measurement for the Charging key/Service identifier values in this PCC rule with application level reports.
	
	No
	None

	Service identifier level reporting
	Indicates that separate usage reports shall be generated for this Service identifier.

Values: mandated or not required
	
	Yes
	None

	Policy control
	This part defines how to apply policy control for the service data flow.
	
	
	

	Gate status
	The gate status indicates whether the service data flow, detected by the service data flow template, may pass (Gate is open) or shall be discarded (Gate is closed).
	
	Yes
	None

	5G QoS identifier 
	Identifier for the authorized QoS parameters for the service data flow.
	Conditional



	Yes
	Modified

(corresponds to QCI in TS 23.203 [4])

	QoS Notification Control (QNC)
	Indicates whether notifications are requested from 3GPP RAN when the GFBR can no longer (or again) be fulfilled for a QoS Flow during the lifetime of the QoS Flow. 
	Conditional



	Yes
	Added

	Reflective QoS Control 
	Indicates to apply reflective QoS for the SDF.
	
	Yes
	Added

	UL-maximum bitrate
	The uplink maximum bitrate authorized for the service data flow
	
	Yes
	None

	DL-maximum bitrate
	The downlink maximum bitrate authorized for the service data flow
	
	Yes
	None

	UL-guaranteed bitrate
	The uplink guaranteed bitrate authorized for the service data flow
	
	Yes
	None

	DL-guaranteed bitrate
	The downlink guaranteed bitrate authorized for the service data flow
	
	Yes
	None

	UL sharing indication
	Indicates resource sharing in uplink direction with service data flows having the same value in their PCC rule
	
	No
	None

	DL sharing indication
	Indicates resource sharing in downlink direction with service data flows having the same value in their PCC rule
	
	No
	None

	Redirect
	Redirect state of the service data flow (enabled/disabled)
	Conditional (NOTE 8)
	Yes
	None

	Redirect Destination
	Controlled Address to which the service data flow is redirected when redirect is enabled
	Conditional

(NOTE 9)
	Yes
	None

	ARP
	The Allocation and Retention Priority for the service data flow consisting of the priority level, the pre-emption capability and the pre-emption vulnerability
	Conditional
(NOTE 10)
	Yes
	None

	Bind to QoS Flow associated with the default QoS rule
	Indicates that the dynamic PCC rule shall always have its binding with the QoS Flow associated with the default QoS rule.
	Conditional
(NOTE 11)
	Yes
	Modified (corresponds to bind to the default bearer in TS 23.203 [4]) 

	PS to CS session continuity
	Indicates whether the service data flow is a candidate for vSRVCC.
	
	
	Removed

	Access Network Information Reporting
	This part describes access network information to be reported for the PCC rule when the corresponding bearer is established, modified or terminated.
	
	
	

	User Location Report
	The serving cell of the UE is to be reported. When the corresponding bearer is deactivated, and if available, information on when the UE was last known to be in that location is also to be reported.
	
	Yes
	None

	UE Timezone Report
	The time zone of the UE is to be reported.
	
	Yes
	None

	Usage Monitoring Control
	This part describes identities required for Usage Monitoring Control.
	
	
	None

	Monitoring key
	The PCF uses the monitoring key to group services that share a common allowed usage.
	
	Yes
	None

	Indication of exclusion from session level monitoring
	Indicates that the service data flow shall be excluded from PDU Session usage monitoring
	
	Yes
	None

	Traffic Steering Enforcement Control
	This part describes identities required for Traffic Steering Enforcement Control.
	
	
	

	Traffic steering policy identifier(s)
	Reference to a pre-configured traffic steering policy at the SMF

(NOTE 12).
	
	Yes
	None

	Data Network Access Identifier
	Identifier of the target Data Network Access. It is defined in 3GPP TS 23.501 [2], clause 5.6.7.
	
	Yes
	Added

	Data Network Access Change report
	Indicates whether a notification in case of change of DNAI at addition/change/removal of the UPF is requested, as well as the destination(s) for where to provide the notification. The notification information includes the target DNAI and an indication of early and/or late notification. It is defined in 3GPP TS 23.501 [2], clause 5.6.7
	
	Yes
	Added

	NBIFOM related control Information
	This part describes PCC rule information related with NBIFOM
	
	
	

	Allowed Access Type
	The access to be used for traffic identified by the PCC rule
	
	
	Removed

	RAN support information
	This part defines information supporting the RAN for e.g. handover threshold decision.
	
	
	

	UL Maximum Packet Loss Rate
	The maximum rate for lost packets that can be tolerated in the uplink direction for the service data flow. It is defined in TS 23.501 [2], clause 5.7.2.8.
	Conditional (NOTE 13)
	Yes
	None

	DL Maximum Packet Loss Rate
	The maximum rate for lost packets that can be tolerated in the downlink direction for the service data flow. It is defined in TS 23.501 [2], clause 5.7.2.8.
	Conditional (NOTE 13)
	Yes
	None

	NOTE 1:
For PCC rules based on an application detection filter, the precedence is only relevant for the enforcement, i.e. when multiple PCC rules overlap, only the enforcement, reporting of application starts and stops, monitoring, and charging actions of the PCC rule with the highest precedence shall be applied.

NOTE 2:
The Precedence is mandatory for PCC rules with SDF template containing SDF filter(s). For dynamic PCC rules with SDF template containing an application identifier, the precedence is either preconfigured in SMF or provided in the PCC rule from PCF.

NOTE 3:
Either service data flow filter(s) or application identifier shall be defined per each rule.

NOTE 4:
YES, in case the service data flow template consists of a set of service data flow filters. NO in case the service data flow template consists of an application identifier

NOTE 5:
Optional and applicable only if application identifier exists within the rule.

NOTE 6:
Applicable to sponsored data connectivity.

NOTE 7:
Mandatory if there is no default charging method for the PDU Session.

NOTE 8:
Optional and applicable only if application identifier exists within the rule.

NOTE 9:
If Redirect is enabled.

NOTE 10:
Mandatory when policy control on SDF level applies.

NOTE 11:
The presence of this attribute causes the 5QI/ARP/QNC of the rule to be ignored.

NOTE 12:
The Traffic steering policy identifier can be different for uplink and downlink direction. If two Traffic steering policy identifiers are provided, then one is for uplink direction, while the other one is for downlink direction.

NOTE 13:
Optional and applicable only for voice service data flow in this release.


Editor's note:
It is FFS how it is indicated in the PCC rule the AF subscription to SMF notifications.

Editor's note:
The details of charging are specified by SA5, which may require later amendments to the Charging information in the PCC Rule.

Editor's note:
How interworking with E-UTRAN is not defined yet.

The Service data flow template may comprise any number of Service data flow filters or an application identifier for IP PDU traffic as is defined in table 6.3. Additionally, it may also comprise any combination of traffic patterns of the Ethernet PDU traffic.
The 5G QoS Identifier, 5QI, represents the QoS parameters for the service data flow. The 5G QoS identifier is scalar and accommodates the need for differentiating QoS in both 3GPP and non-3GPP access type.

The Bind to QoS Flow associated with the default QoS rule indicates that the SDF shall be bound to the QoS Flow associated with the default QoS rule. The presence of this parameter attribute causes the 5QI/ARP/QNC of the rule to be ignored by the SMF during the QoS Flow binding.

The QoS Notification Control, QNC, indicates whether notifications are requested from the access network (i.e. 3GPP RAN) when the GFBR can no longer (or again) be fulfilled for a QoS Flow during the lifetime of the QoS Flow. If it is set and QoS targets cannot be fulfilled, the access network (i.e. 3GPP RAN) sends a notification towards SMF, which notifies to PCF.

The Reflective QoS Control indicates to apply reflective QoS for the service data flow. The indication is used to control the RQI marking in the DL packets of the service data flow and may trigger the sending of the RQA parameter for the QoS Flow the service data flow is bound to. Reflective QoS is defined in TS 23.501 [2] clause 5.7.5.
NOTE:
While the UE applies a standardized value for the precedence of all UE derived QoS rules, PCC rules require different precedence values and PCF configuration has to ensure that there is a large enough value range for the precedence of PCC rules corresponding to UE derived QoS rules. To avoid that the precedence of network provided QoS rules need to be changed when Reflective QoS is activated and filters are overlapping, the PCF will take the standardized value for the precedence of UE derived QoS rules into account when setting the precedence value of PCC rules subject to Reflective QoS.

The Reflective QoS Control parameter shall not be used for the PCC rule with match-all SDF template. If PCC rule with match-all SDF template is present, the Reflective QoS Control parameter shall not be used for PCC rules which contain the Bind to QoS Flow of the default QoS rule parameter, either.

The Traffic Steering Enforcement Control contains:

-
The Target DNAI is a reference to the DNAI the SMF needs to consider for UPF selection/reselection.

-
The Data Network Access Change report parameters (Target DNAI and Indication of early and/or late notification) instruct the SMF about what information to forward to the PCF when DNAI changes at change of the UPF and where to provide the indication.

**** End of Changes ****

