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Abstract:
This paper proposes to update URSP in TS 23.503
1. Discussion

Background
In 5G, the URSP is newly introduced to regulate the UE behavior. The UE should initiate PDU Session procedure based on URSP. In last meeting, there is many debates on how to describe and use URSP. For completing URSP policy, it is proposed to agree the following proposals to the Key Points:
Key Point 1: If there is one or more RSDs (Route Selection Descriptor) inside on URSP rule and if there is multiple values for each component 
In last meeting there are two voices for this question:

· Alternative 1: Many companies propose to take the original text in 23503 annex into account that possibly have a priority list of value for each component in one RSD. And there should be only one RSD in the URSP rule. 
· Alternative-2: However, another voice is that each component only has one value in the RSD, and a priority list of RSDs are introduced. By using this, if the first prioritized RSD cannot be used for PDU session establishment, the second one will be considered instead.
Actually both have the pro and cons. For alternative-1, the space can be saved, due to the limited size of NAS, it is very important for UE policy configuration. For alternative-2, the UE behavior seems to be simpler than alternative-1, but there is possibly a huge number of combination needed to be installed in UE and also not efficient for protocol transferring. 

To compromise both, it is proposed to use a “Index” method as follow:
The Table-1 is unchanged compared to existing one. For RSD chart as Table-2 shows, the changes are:

1) Keep multiple values (a priority list) in each component as the original Annex does, which can also be a lookup table for UE to find the combination of component values using index;

2) There are multiple index, for each index a series of numbers is used to specifically refer to a combination of component values. If the first index cannot be used for PDU session establishment, then the second one will be considered by UE.
For example, the first index in Table-2 is 1-2-4-0-1, which means use the first value in SSC mode selection component, second value in network slice selection, the fourth value in DNN selection, no Non-seamless Offload indication, and first value in Access Type preference respectively, which are [SSC Mode 1, S-NSSAI-2, DNN-4, Blank, and 3GPP access type].
Table 1: UE Route Selection Policy Rule

	Information name
	Description
	Category
	PCF permitted to modify in a UE context
	Scope

	Rule Precedence
	Determines the order the URSP rule is enforced in the UE.
	Mandatory
(NOTE 1)
	Yes
	UE context

	Traffic descriptor
	This part defines the traffic descriptors for the policy
	
	
	

	Application identifiers
	Application identifier(s) 
	Optional
	
	

	IP descriptors
	IP 3 tuple(s) (destination IP address or IPv6 network prefix, destination port number, protocol ID of the protocol above IP)
	Optional
	Yes
	UE context

	Non-IP descriptors
	Descriptor(s) for non-IP traffic
	Optional
	Yes
	UE context

	
	
	
	
	

	Route Selection descriptor
	The components for Route selection (see table 6.6.2-2)
	Mandatory
	
	

	NOTE 1: Rules in a URSP shall have different precedence values.


Table 2: Route Selection Descriptor

	Information name
	Description
	Category
	Priority list of Value
	PCF permitted to modify in a UE context
	Scope

	Route Selection Descriptor ID
	Identify the RSD
	Mandatory
	
	
	

	Route selection components
	This part defines the route selection components
	Mandatory
(NOTE 1)
	
	
	

	SSC Mode Selection
	
	Optional
	SSC Mode 1; SSC Mode 2; SSC Mode 3
	Yes
	UE context

	Network Slice Selection
	
	Optional
	S-NSSAI_1; S-NSSAI_2; S-NSSAI_3 ……
	Yes
	UE context

	DNN Selection
	
	Optional
	DNN_1; DNN_2; DNN_3 ……
	Yes
	UE context

	Non-seamless Offload indication
	Indicates if the traffic of the matching application is to be offloaded to non-3GPP access outside of a PDU Session.
	Optional


	Permitted; Prefered；Not allowed
	Yes
	UE context

	Access Type preference
	Indicates the preferred Access Type (3GPP or non-3GPP) when the UE establishes a PDU Session for the matching application.
	Optional
	3GPP; Non-3GPP
	Yes
	UE context

	Index id = 1
	1-2-4-0-1 

	Index id = 2
	2-1-2-1-1

	Index id = 3
	0-5-1-1-2

	……
	

	Index id = n
	Use priority list above


As the optimized table introduced, it has the following advantages

1) It contains the information to refer a priority list of values in each component. When there is no Index in RSD or all Index is not available, the UE can use the priority list of component value as the agreement in previous meeting.

2) It contains the index to refer to each of possible component value combination. It fulfill the proposal from a part of companies in last meeting.

More importantly, it can transfer more information with less space assumption. If we use multiple RSDs to refer to each of possible component value combination, then many values must be repeated in each RSD. However, the Index method will solve this problem with additional benefit that it can still contain the priority list of values in each component in case we want to use the priority list.
Proposal 1: it is proposed to optimize the URSP rule structure with “Index” method as table-2 shows, to contain more information (priority list of values for each component as well as possible combination to use)
Key Point 2: In which level/granularity the UE policy can be updated

It is expected there are multiple rules in one URSP policy, and within a policy one or more RSDs can be added.

In last meeting people there are some discussion on which level should the URSP be updated. We believe the URSP policy can be updated in policy level, rule level, and RSD level, because there are multiple rules in one URSP. Moreover, similarly as URSP rules, there can be one or more RSDs within one URSP rule and also some companies commented the rule descriptor is the most space consumed element, it also should update the URSP in RSD level. 

Proposal 2: It is proposed that URSP can be updated in URSP Policy, Rule, and RSD level: 
· There is one policy ID for the UE (If needed, we may have one or more policy ids, however is unclear the motivation for this)

· There are one or more rule IDs, each of rules IDs shall be unique within one URSP policy 

· There are one or more RSD IDs, each of RSD IDs shall be unique within one URSP rule
Key Point 3: If each rule shall have different precedence value

It looks precedence values corresponding to URSP rules should not be mandatorily different, the reason is as follow.
Usually in implementation, we always have several bits for identifier (e.g. rule id) and less bits for precedence/priority (like what PCC rule does). Then, 
Assuming there are 5 rules in URSP policy, which are:

Rule id =100, precedence = 1

Rule id =200, precedence = 2

Rule id =300, precedence = 3

Rule id =400, precedence = 4,
Rule id =500, precedence = 5.

If now, we update the URSP policy with adding one rule (id = 101) between the first and second rule with precedence = 2, then all the following rules have to be changed (precedence needs to be changed) as shown below, which is ineffective and not what we want..

Rule id =100, precedence = 1

Rule id =101, precedence = 2
Rule id =200, precedence = 3
Rule id =300, precedence = 4
Rule id =400, precedence = 5
Rule id =500, precedence = 6.

However, if you still keep two rules with the same precedence and use the rule id value to distinguish the priority when precedence values are the same, then the problem can be solved without updating the following rules as shown below. 
Rule id =100, precedence = 1

Rule id =101, precedence = 2
Rule id =200, precedence = 2

Rule id =300, precedence = 3

Rule id =400, precedence = 4

Rule id =500, precedence = 5

Usually in implementation, we always have several bits for identifier (e.g. rule id) and less bits for precedence/priority. 

Proposal 3: It is proposed that: precedence is to identify the priority of each rules, when two or more rules have the same precedence, the rule id helps to identify the priority between them.
Key Point 4: Based on the indication cause of PDU session rejection from network, UE can decide if and how to initiate a new PDU session request.
Now we have five component in URSP rules, which are SSC Mode, S-NSSAI, DNN, Non-seamless offload indication, Access Type preferred. In existing 24.301, there are some PDN connectivity rejection cause (yellow high-lighted in the table below) and probably the same or similar cause will be introduced in 5G CT1 TS that can be used by UE to adjust the rule for PDU session establishment.
Table 9.9.4.4.1: ESM cause information element
	Cause value (octet 2)

	

	Bits

	8
	7
	6
	5
	4
	3
	2
	1
	
	

	0
	0
	0
	0
	1
	0
	0
	0
	
	Operator Determined Barring

	0
	0
	0
	1
	1
	0
	1
	0
	
	Insufficient resources

	0
	0
	0
	1
	1
	0
	1
	1
	
	Missing or unknown APN

	0
	0
	0
	1
	1
	1
	0
	0
	
	Unknown PDN type

	0
	0
	0
	1
	1
	1
	0
	1
	
	User authentication failed

	0
	0
	0
	1
	1
	1
	1
	0
	
	Request rejected by Serving GW or PDN GW

	0
	0
	0
	1
	1
	1
	1
	1
	
	Request rejected, unspecified

	0
	0
	1
	0
	0
	0
	0
	0
	
	Service option not supported

	0
	0
	1
	0
	0
	0
	0
	1
	
	Requested service option not subscribed

	0
	0
	1
	0
	0
	0
	1
	0
	
	Service option temporarily out of order

	0
	0
	1
	0
	0
	0
	1
	1
	
	PTI already in use

	0
	0
	1
	0
	0
	1
	0
	0
	
	Regular deactivation

	0
	0
	1
	0
	0
	1
	0
	1
	
	EPS QoS not accepted

	0
	0
	1
	0
	0
	1
	1
	0
	
	Network failure

	0
	0
	1
	0
	0
	1
	1
	1
	
	Reactivation requested

	0
	0
	1
	0
	1
	0
	0
	1
	
	Semantic error in the TFT operation

	0
	0
	1
	0
	1
	0
	1
	0
	
	Syntactical error in the TFT operation

	0
	0
	1
	0
	1
	0
	1
	1
	
	Invalid EPS bearer identity

	0
	0
	1
	0
	1
	1
	0
	0
	
	Semantic errors in packet filter(s)

	0
	0
	1
	0
	1
	1
	0
	1
	
	Syntactical errors in packet filter(s)

	0
	0
	1
	0
	1
	1
	1
	0
	
	Unused (see NOTE 2)

	0
	0
	1
	0
	1
	1
	1
	1
	
	PTI mismatch

	0
	0
	1
	1
	0
	0
	0
	1
	
	Last PDN disconnection not allowed

	0
	0
	1
	1
	0
	0
	1
	0
	
	PDN type IPv4 only allowed

	0
	0
	1
	1
	0
	0
	1
	1
	
	PDN type IPv6 only allowed

	0
	0
	1
	1
	1
	0
	0
	1
	
	PDN type IPv4v6 only allowed

	0
	0
	1
	1
	1
	0
	1
	0
	
	PDN type non IP only allowed

	0
	0
	1
	1
	0
	1
	0
	0
	
	Single address bearers only allowed

	0
	0
	1
	1
	0
	1
	0
	1
	
	ESM information not received

	0
	0
	1
	1
	0
	1
	1
	0
	
	PDN connection does not exist

	0
	0
	1
	1
	0
	1
	1
	1
	
	Multiple PDN connections for a given APN not allowed

	0
	0
	1
	1
	1
	0
	0
	0
	
	Collision with network initiated request

	0
	0
	1
	1
	1
	0
	1
	1
	
	Unsupported QCI value

	0
	0
	1
	1
	1
	1
	0
	0
	
	Bearer handling not supported

	0
	1
	0
	0
	0
	0
	0
	1
	
	Maximum number of EPS bearers reached

	0
	1
	0
	0
	0
	0
	1
	0
	
	Requested APN not supported in current RAT and PLMN combination

	0
	1
	0
	1
	0
	0
	0
	1
	
	Invalid PTI value

	0
	1
	0
	1
	1
	1
	1
	1
	
	Semantically incorrect message

	0
	1
	1
	0
	0
	0
	0
	0
	
	Invalid mandatory information

	0
	1
	1
	0
	0
	0
	0
	1
	
	Message type non-existent or not implemented

	0
	1
	1
	0
	0
	0
	1
	0
	
	Message type not compatible with the protocol state

	0
	1
	1
	0
	0
	0
	1
	1
	
	Information element non-existent or not implemented

	0
	1
	1
	0
	0
	1
	0
	0
	
	Conditional IE error

	0
	1
	1
	0
	0
	1
	0
	1
	
	Message not compatible with the protocol state

	0
	1
	1
	0
	1
	1
	1
	1
	
	Protocol error, unspecified

	0
	1
	1
	1
	0
	0
	0
	0
	
	APN restriction value incompatible with active EPS bearer context

	0
	1
	1
	1
	0
	0
	0
	1
	
	Multiple accesses to a PDN connection not allowed

	
	
	
	
	
	
	
	
	
	

	Any other value received by the UE shall be treated as 0010 0010, "service option temporarily out of order". Any other value received by the network shall be treated as 0110 1111, "protocol error, unspecified".

	

	NOTE 1:
The listed cause values are defined in annex B.
NOTE 2: 
This value was allocated in earlier versions of this protocol, but there is no situation where this value can be used. If received by the network, it shall be treated as 0110 1111, "protocol error, unspecified".


For example, when UE receive the PDU Session reject the cause code 
	0
	1
	0
	0
	0
	0
	1
	0
	
	Requested APN(DNN) not supported in current RAT and PLMN combination


Then UE may consider either to select another DNN value in the list of DNN component or select another RAT in access type. 
Besides, UE can know if the requested S-NSSAI s are accepted by the network, if not UE can select another one in the priority list of network slice information component.
Therefore, it looks at least these three components (S-NSSAI, DNN, Access preference) can have a priority list to be used by UE, since PDU rejection cause can indicate which component is not applied by network for PDU Session establishment. 
Proposal 4: it is proposed to keep priority list of component value as what introduced by original text in TS 23.503 Annex.
2. Proposal: 
It is to propose to accept the proposal 1-4 and agree the contribution S2-180404
3GPP
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