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**************************************Start of 1st change*****************************************
4.16.5
Session Management Policy Modification
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Figure 4.16.5-1: Session Management Policy Modification

This procedure concerns both roaming and non-roaming scenarios.
In the non-roaming case the V-PCF is not involved. In the local breakout roaming case, the H-PCF is not involved. In the home routed roaming case, the V-PCF is not involved and the H-PCF subscribes all the events in the H-SMF.

1a.
Optionally, the SMF notifies the PCF about an event that the PCF previously subscribed, by invoking Nsmf_EventExposure_Notify operation. The SMF provides the event that generated the notification and the event information, SMF may also provide affected PCC rules together with the event. For UE requested PDU Session Modification, the packet filter information and the Requested QoS received from UE are included.
1b.
Alternatively, optionally, the AF provides/revokes service information to the PCF due to AF session signalling.
1c. Alternatively, optionally, the OCS provides a Spending Limit Report to the PCF as described in clause 4.16.x.5.
2a.
The PCF stores the information and responds with Acknowledgment to the SMF.

2b.
The PCF stores the service information if available and responds with Acknowledgment to the AF.
3.
If the PCF determines a change to policy counter status reporting is required, it may alter the subscribed list of policy counters using the Initial, Intermediate or Final Spending Limit Report Retrieval procedures as defined in clauses 4.16.x.2, 4.16.x.3 and 4.16.x.4.
4.
The PCF makes the authorization and policy decision

5.
The PCF may decide as output of policy decision in step 4 and sends the updated PCC rules to the SMF.

6.
The SMF acknowledges the operation to the PCF and enforces the decision.

7.
The PCF may decide as output of policy decision in step 4 to unsubscribe some events in the SMF.

8.
The SMF unsubscribes the PCF of the concerned events and acknowledges the PCF.

**************************************Start of 2nd change*****************************************
5.2.8.3.2
Nsmf_EventExposure_Notify service operation

Service operation name: Nsmf_EventExposure_Notify

Description: Report UE PDU Session related event(s) to the NF which has subscribed to the event report service.

Input Required: Event ID, Event co-relation ID.
In case of DNAI change notification, the following is required:

-
type of notification (early or late);

-
source and/or target DNAI(s); and

-
IP address/prefix of the UE.

In case of DNAI change notification, if the PDU Session type is not IP, the following is required:

-
SUPI; and

-
N6 information related to the UE.

Input, Optional: Event specific parameter list.

Output Required: Results Indication.
Output, Optional: Redirection information.
See clause 4.3.3.2 and clause 4.3.6.3 for details on usage of this service operation.

When the SMF detects the event subscribed by the NF consumer, the SMF reports the subscribed event and the Event co-relation ID to the consumer.
The optional event specific parameter list provides the values that matched for generating the event notification. The parameter values to match are specified during the event subscription (see clause 5.2.8.3.3). If the NF consumer is PCF, the optional event specific parameter list may also include the affected PCC rules and the QoS request for specific SDFs received from UE.
See step 2 and step 4 of clause 4.3.6.3 for details on usage of this service operation toward Application Function.

If the NF consumer is AMF and the result of the service operation fails, the AMF shall set corresponding cause value in result indication which can be used by the SMF for further action. In case the related UE is not served by the AMF and the AMF knows which AMF is serving the UE, the AMF provides redirection information which can be used by the SMF to resend UE related message to the AMF that serves the UE.
**************************************End of changes*******************************************
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