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Abstract of the contribution: This contribution proposes a key issue studying the encrypted traffic detection for applications that are integrated with an MNO network and rely on an SLA and interfacing between the AS and the operator MNO. 
1. Discussion
ENTRADE was created with the idea of studying mechanisms for detection of encrypted traffic. Examples were provided in the SID description, and one scenario that is particularly relevant is the scenario where applications have a “tight relation” with the MNO. I order to use a common terminology, we can state that applications have a tight relation with an MNO when there can be an SLA between the application provider and the MNO, and there can be interfaces (as the one defined for SDCI) between the application AN and the MNO network. In general, we can refer to these as “applications with SLA with the MNO”.
Solutions should be studied that address specifically scenarios for applications with SLA with the MNO.

2. Proposal
It is proposed to add the following key issue to the TR 23.787.
FIRST CHANGE

5.X
Key Issue #X: Detection of encrypted traffic for applications with SLA with the MNO
5.X.1
General description
This Key Issue addresses encrypted traffic detection for applications with an SLA with the MNO, under the assumption that Application Server(s) have interface(s) with the MNO to provide application-related information for the traffic detection. Specifically, the study addresses:
· Architectural assumptions for the interfacing between the AS and the MNO network

· Required information in addition to current SDCI mechanisms
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