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	Reason for change:
	In the current specifications, for handover from EPS to 5GS, in case that the initial target AMF selected by the MME, due to network slicing aspects, is not suitable to serve the UE, the AMF, after concluded handover, may select a different AMF. From 23.501 clause 5.15.7.3: 

When the Handover completes the UE performs a Registration procedure including the list of PDU session IDs and related S-NSSAIs. The AMF may select a different AMF as specified in clause 4.2.2.2.3 in TS 23.502 [3]. This completes the UE registration in the target 5GS and as part of this the UE obtains an Allowed NSSAI. 
However, the “Registration with AMF re-allocation” procedure as described in TS 23.502 clause 4.2.2.2.3 is in its current form not usable in case of connected mode mobility, as:

1. The “Registration with AMF re-allocation” procedure is initiated by a UE in Idle mode sending a Registration request (i.e. using Initial UE message), not a Registration request in connected mode (i.e. using Uplink NAS Transport message) as it is in the end of the handover procedure. 

2. Using the Registration request at the end of the handover procedure to trigger an AMF re-allocation means that that the UE will not get registered in the initial target AMF, yet the UE has been served by the initial target AMF and V-SMF, V-UPF and/or I-UPF may have been allocated for the UE. Based on the AMF re-allocation procedure, the initial target AMF will not get a trigger from the final target AMF indicating when the payload paths have been reallocated. Clean-up by initial target AMF will thus not be triggered.   

3. New procedures for rebinding of NGAP UE association, for a UE in connected mode, to a new TNLA to a different AMF is also needed as this is currently only defined for use within the same AMF set.

4. Evaluation of PDU Session IDs and related S-NSSAIs versus possible final target AMF set is not done until the UE has arrived in the target network. This means that the initial target AMF will have to take a decision whether to serve the UE or to detach the UE after the execution phase in the case an appropriate final target AMF set cannot be found. At HO such a decision should be taken by the source network during the preparation phase.
5. It is not specified how Direct or Indirect forwarding of data shall be taken care of in case of AMF re-allocation in connected mode. To handle Indirect forwarding of data in a scenario involving three parts, source network, initially selected target network and final target network, and on top of that possible error scenarios would be a rather complex task.

A change to the current spec is necessary to ensure interworking from EPS to 5GS in case of a 5GS supporting network slicing. 
Observation 1: To select an appropriate AMF, information on the UE’s subscribed S-NSSAIs, and network slices (S-NSSAI) associated to the UE’s PDN connections, is needed. Information on supported network slices per target AMF is also needed.

Observation 2: At handover to 5GS, the source MME is not suitable to directly select target AMF and thereby associated network slices.

Observation 3:  Using an intermediate network slice supporting AMF at the target location, without registering the UE, enables selection of an appropriate target AMF, if the intermediate AMF is provided with information on network slices (S-NSSAIs) to be associated, at target location, to PDN connections established by the UE, subscribed S-NSSAIs and target TAI. 

To provide the intermediate AMF with information on network slices (S-NSSAI(s)) to be associated, at target location, to PDN connections established by the UE) it is proposed that:

a. the UE, based on PCO, at creation of a PDN connection, associates an S-NSSAI to the PDU Session ID for the PDN connection, and provides that information in a transparent container to the source MME. At handover, the source MME may include the transparent container in the Forward Relocation Request message to the intermediate network slice supporting AMF which uses the content in the transparent container for selecting the target AMF.
b. Alternatively, the intermediate AMF, in case it has not received the transparent container from the source MME, may in the preparation phase of the handover procedure request each associated S-NSSAI from the respective PGW-C+SMF.
Proposal 1: At handover from EPS to a network slice supporting 5GS network let the source MME select an intermediate AMF. Let the intermediate AMF, by help from NSSF, perform selection of the appropriate target AMF based on S-NSSAIs associated to PDN connections established by the UE, subscribed S-NSSAIs and target TAI. 

Proposal 2: At creation of a PDN connection by a UE in an EPS network, the UE shall, based on PCO, associate an S-NSSAI with the PDU Session ID for the created PDN connection. The UE shall provide the serving MME with a transparent container including a pair of PDU Session ID and associated S-NSSAI per each created PDN connection. The serving source MME shall at handover to 5GS include the transparent container in the Forward Relocation Request message to the target (intermediate) AMF.

Proposal 3: If intermediate AMF does not receive a transparent container with S-NSSAI per PDU Session ID then the intermidate AMF shall request S-NSSAI per PDU Session ID from the associated PGW-C+SMF(s).

	
	

	Summary of change:
	The AMF initially selected by the MME, selects a network slice supporting target AMF and relays the initial signalling from the source MME to the target AMF. Target AMF responds directly to the source MME.

	
	

	Consequences if not approved:
	At EPS to 5GS HO one of the following occur:

1. Lack of Service Continuity due to reselection of AMF in Idle Mode

2. UE remains served by the initial AMF, i.e. selection of serving AMF based on network slice(s) in use is not achieved.
3. UE gets detached if none of its requested network slices can be served by the initial AMF
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***** 1st Change *****
4.11.1.2.2
EPS to 5GS handover using N26 interface

4.11.1.2.2.1
General

N26 interface is used to provide seamless session continuity for single registration mode. Figure 4.11.1.2.1-1 describes and Figure 4.11.1.x.3-1 the handover procedure from EPS to 5GS when N26 is supported.

The procedure involves a handover to 5GS and setup of QoS Flows in 5GS.

In the home routed roaming case, the PGW-C+ SMF in the HPLMN always receives the PDU Session ID from UE and provides other 5G QoS parameters to UE. This also applies in the case that the HPLMN operates the interworking procedure without N26.
In case of handover to a shared 5GS network, the source E-UTRAN determines a PLMN to be used in the target network based on current PLMN in use and its policy if the source E-UTRAN has no knowledge of last used 5GS PLMN ID or if the last used 5GS PLMN is unavailable. The source E-UTRAN shall indicate the selected PLMN ID to be used in the target network to the MME as part of TAI in the HO Required message.
In case of handover from a shared E-UTRAN, the MME sends the last used EPS PLMN ID to AMF via N26, AMF further sends the last used EPS PLMN ID to NG-RAN to help NG-RAN to re-route the UE back to the last used EPS PLMN by selecting the suitable dedicated target frequency list (for idle mode mobility) or target cell (for connected mode mobility). The AMF stores the last used EPS PLMN ID in UE's MM context, includes the last used EPS PLMN ID in the equivalent PLMNs list and provides to UE in the Registration accept message. NG-RAN stores the last used EPS PLMN ID in the UE's context and sends to target E-UTRAN during intra-E-UTRAN handover procedure.
In case the PDN Type of a PDN Connection in EPS is non-IP, and is locally associated in UE and SMF to PDU Session Type Ethernet or Unstructured, the PDU Session Type in 5GS shall be set to Ethernet or Unstructured respectively.

NOTE 1:
Interworking between EPS and 5GS is supported with IP address preservation by assuming SSC mode 1 in this release of the specification.

NOTE 2:
The IP address continuity can't be supported, if PGW-C+SMF in the HPLMN doesn't provide the mapped QoS parameters.

Editor's note:
It is FFS how the SSC mode parameters is determined in the UE and network when UE is in EPS.

Editor's note:
Indirect forwarding for home-routed roaming is FFS.

4.11.1.2.2.2
Preparation phase

Figure 4.11.1.2.2.2-1 shows the preparation phase of the Single Registration-based Interworking from EPS to 5GS procedure.
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Figure 4.11.1.2.2.2-1: EPS to 5GS handover using N26 interface, preparation phase

This procedure applies to the Non-Roaming (TS 23.501 [2] Figure 4.3.1-1), Home-routed roaming (TS 23.501 [2] Figure 4.3.2-1) and Local Breakout roaming Local Breakout (TS 23.501 [2] Figure 4.3.2-2) cases.

-
For non-roaming scenario, V-SMF, v-UPF and v-PCF+v-PCRF are not present

-
For home-routed roaming scenario, the SMF+PGW-C and UPF+PGW-U are in the HPLMN. v-PCF+v-PCRF are not present

-
For local breakout roaming scenario, V-SMF and v-UPF are not present. SMF+PGW-C and UPF+PGW-U are in the VPLMN.


In local-breakout roaming case, the v-PCF+v-PCRF forwards messages between the SMF+PGW-C and the h-PCF+h-PCRF.

1.
The source E-UTRAN decides that the UE should be handed over to the NG-RAN.

2.
The E-UTRAN sends a Handover Required (Target NG-RAN Node ID, Source to Target Transparent Container) message to the MME. Source E-UTRAN node proposes the need for data forwarding per E-RAB to the target NG-RAN using Source to Target Transparent Container.
3.
The MME selects the target AMF and sends a Forward Relocation Request (Target NG-RAN Node ID, HO Transparent Container, Source to Target Transparent Container, EPS MM Context, EPS Bearer Context(s), Direct Forwarding Flag) message to the selected AMF.


The MME optionally includes the HO Transparent Container. If target network supports network slicing the AMF shall be selected as described in TS 23.501 [2] clause 5.15.7, the procedure continues as described in clause 4.11.2.2.4 from step 3 with selected AMF becoming intermediate AMF.
The AMF converts the received EPS MM Context into the 5GS MM Context. This includes converting the EPS security context into a mapped 5G security context. The MME UE context includes IMSI, ME Identity, UE security context, UE Network Capability, and EPS Bearer context(s). An EPS Bearer context includes the SMF + PGW-C address and V-CN Tunnel Info at the UPF + PGW-U for uplink traffic, and APN.
NOTE:
If the AMF holds a native 5G security context for the UE, the AMF may activate this native 5G security context by initiating a NAS SMC upon completing the handover procedure.


The MME includes Direct Forwarding Flag to inform the target AMF of the applicability of indirect data forwarding.
Editor's note:
Whether 5GS Security Context can be derived from the EPS Security Context should be clarified by SA3 study.

4.
The AMF invokes the Nsmf_PDUSession_UpdateSMContext service operation (EPS Bearer Context(s), AMF ID) on the SMF identified by the SMF + PGW-C address received in step 3.


For home-routed roaming scenario, the AMF selects default V-SMFs per PDU Session. The V-SMF selects the SMF + PGW-C using the SMF + PGW-C address. The AMF ID is the UE's GUAMI which uniquely identifies the AMF serving the UE.

Editor's note:
It is FFS whether and how to provide the SM context from MME to SMF via AMF during handover.

5.
If dynamic PCC is deployed, the SMF may initiate PDU Session Modification towards the h-PCF + h-PCRF to obtain the 5GS PCC Rules for the PDU Session. The h-PCF + h-PCRF does not apply the 5GS PCC Rules for the PDU Session.

6. The SMF+PGW-C modifies the PGW-U+UPF.

Editor's note:
The details of SMF+PGW-C and UPF interaction is FFS.
7.
The SMF + PGW-C sends a Nsmf_PDUSession_UpdateSMContext Response (PDU Session ID, N2 SM Information (PDU Session ID, QoS Rules, EPS Bearer Setup List, H-CN Tunnel-Info)) to the AMF. SMF includes mapping between QoS flows and EPS bearers as part of N2 SM Information container. NG-RAN can use the source to target transparent container and N2 SM Information container to determine which QoS flows have been proposed for forwarding and decide for which of those QoS flows it accepts the data forwarding or not. AMF stores an association of the PDU Session ID and the SMF ID.


In case the PDN Type of a PDN Connection in EPS is non-IP, and is locally associated in SMF to PDU Session Type Ethernet, the PDU Session Type in 5GS shall be set to Ethernet. In case the PDN type of a PDN Connection in EPS is non-IP, and is locally associated in UE and SMF to PDU Session Type Unstructured, the PDU Session Type in 5GS shall be set to Unstructured.


In case of PDU Session Type Ethernet, that was using PDN type non-IP in EPS, the SMF creates QoS rules based on the 5GS PCC Rules received from PCF.

8.
For home-routed roaming scenario only: The V-SMF selects a v-UPF and initiates an N4 Session Establishment procedure with the selected v-UPF. The V-SMF provides the v-UPF with packet detection, enforcement and reporting rules to be installed on the UPF for this PDU Session, including H-CN Tunnel Info. If CN Tunnel Info is allocated by the SMF, the V-CN Tunnel Info is provided to the v-UPF in this step.


The v-UPF acknowledges by sending an N4 Session Establishment Response message. If CN Tunnel Info is allocated by the UPF, the V-CN Tunnel info is provided to the V-SMF in this step.

9.
The AMF sends a Handover Request (Source to Target Transparent Container, N2 SM Information (PDU Session ID, QFI(s), QoS Profile(s), V-CN Tunnel Info), last used EPS PLMN ID, Handover Restriction List) message to the NG-RAN. If the last used EPS PLMN ID is not in the equivalent PLMNs list, the AMF adds the last used EPS PLMN ID into it and stores the last used EPS PLMN ID in UE's MM context.
10.
The NG-RAN sends a Handover Request Acknowledge (Target to Source Transparent Container, N2 SM response (PDU Session ID, list of accepted QFI(s) and AN Tunnel Info), N2 SM Information for PDU Forwarding (PDU Session ID, N3 Tunnel Info for PDU Forwarding)) message to the AMF. The NG-RAN includes one assigned TEID/TNL address per PDU Session (for which there is at least one QoS flow for which it has accepted the forwarding) within the SM Info container. It also includes the list of QoS flows for which it has accepted the forwarding. The NG-RAN stores the last used EPS PLMN ID in the UE context and sends to target NG-RAN during intra-NG-RAN handover procedure. The NG-RAN also uses the last used EPS PLMN ID to re-route the UE back to the last used EPS PLMN by selecting the suitable dedicated target frequency list (for idle mode mobility) or target cell (for connected mode mobility) according to operator's configuration.
11.
The AMF sends an Nsmf_PDUSession_UpdateSMContext Request (PDU Session ID, N2 SM response (list of accepted QFI(s) and AN Tunnel Info), (N2 SM Information for PDU Forwarding (PDU Session ID, N3 Tunnel Info for PDU Forwarding)) message to the SMF for updating N3 tunnel information. The SMF derives from this received list of QoS flows that should be mapped to the PDU Session and informs the UPF regarding this mapping.
12. SMF+PGW-C to AMF: Nsmf_PDUSession_UpdateSMContext Response (PDU Session ID, EPS Bearer Setup List).

This message is sent for each received Modify PDU Request message.

13.
SMF+PGW-C performs preparations for N2 Handover by indicating N3 UP address and Tunnel ID of NG-RAN to the UPF if N2 Handover is accepted by NG-RAN and by indicating the mapping between the TEID where the UPF receives data forwarded by the source eNB and the QFI + N3 Tunnel Info for PDU Forwarding where the UPF is to forward such data. If N2 Handover is not accepted by NG-RAN, SMF+PGW-C deallocates N3 UP address and Tunnel ID of the selected UPF.


The EPS Bearer Setup list is a list of EPS bearer Identifiers successfully handover to 5GC, which is generated based on the list of accepted QFI(s).
14.
The AMF sends the message Forward Relocation Response (Cause, Target to Source Transparent Container, Serving GW change indication, CN tunnel information for data forwarding, EPS Bearer Setup List, AMF Tunnel Endpoint Identifier for Control Plane, Addresses and TEIDs). The EPS Bearer Setup list is the combination of EPS Bearer Setup list from different SMF+PGW-C(s).
15.
If indirect data forwarding applies, the MME sends the Create Indirect Data Forwarding Tunnel Request/Response.
4.11.1.2.2.3
Execution phase

Figure 4.11.1.2.2.3-1 shows the Single Registration-based Interworking from EPS to 5GS procedure.
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Figure 4.11.1.2.2.3-1: EPS to 5GS handover using N26 interface, execution phase

1.
The MME sends a Handover Command (Target to Source Transparent Container, Bearers subject to forwarding, Bearers to Release) message to the E-UTRAN. Source E-UTRAN receives the list of E-RAB IDs for which forwarding has been accepted in the S1 HO Command message.

The Bearers subject to forwarding includes list of addresses and V-CN Tunnel Info allocated for forwarding. The Bearers to Release includes the list of bearers to be released.

2.
Towards the UE, the E-UTRAN commands handover to the NG-RAN. This message includes a transparent container including radio aspect parameters that the target NG-RAN has set-up in the preparation phase. The UE determines the successfully handed-over EPS bearers by correlating with the QFIs and Session IDs in the Handover command.


In case the PDN type of a PDN Connection in EPS is non-IP, and is locally associated in the UE to PDU Session Type Ethernet, the PDU Session Type in 5GS in the UE's SM context shall be set to Ethernet. In case the PDN Type of a PDN Connection in EPS is non-IP, and is locally associated in UE to PDU Session Type Unstructured, the PDU Session Type in 5GS in the UE's SM context shall be set to Unstructured.


The UE shall suspend the uplink transmission of the user plane data.

3.
Handover Confirm: the UE confirms handover to the NG-RAN.


The UE moves from the E-UTRAN and synchronizes with the target NG-RAN. The UE may resume the uplink transmission of user plane data only for those QFIs and Session IDs for which there are radio resources allocated in the NG-RAN.


The E-UTRAN forwards PDUs coming from the S-GW back to the S-GW using the S1 UL CN Tunnel Info for PDU Forwarding, the S-GW forwards the forwarded PDUs to the v-UPF using the V-CN Tunnel Info for PDU Forwarding, and the v-UPF forwards the PDUs to the NG-RAN using the N3 Tunnel Info for PDU Forwarding, adding the QFI information. The target NG-RAN prioritizes the forwarded packets over the fresh packets for those QoS flows for which it had accepted data forwarding.
4.
Handover Notify: the NG-RAN notifies to the AMF that the UE is handed over to the NG-RAN. The notification message includes the N2 SM Information (N3 DL AN Tunnel Info).

5.
Then the AMF knows that the UE has arrived to the target side and informs the MME by sending a Forward Relocation Complete Notification message.

6.
The MME responds with a Forward Relocation Complete Notification Ack message.

7.
AMF to PGW-C+SMF: Nsmf_PDUSession_UpdateSMContext Request (Handover Complete indication for PDU Session ID).


Handover Complete is sent per each PDU Session to the corresponding PGW-C+SMF to indicate the success of the N2 Handover.

8.
The SMF + PGW-C updates the UPF + PGW-U with the V-CN Tunnel Info.

9.
If PCC infrastructure is used, the SMF + PGW-C informs the h-PCF + h-PCRF about the change of, for example, the RAT type and the 5GS PCC Rules (created in step 6 of the preparation phase) should become active from this point.

10.
PGW-C+SMF to AMF: Nsmf_PDUSession_UpdateSMContext Response (PDU Session ID).


PGW-C+SMF indicates to the selected UPF that downlink User Plane for the indicated PDU Session may be switched to T-RAN. PGW-C+SMF confirms reception of Handover Complete.

11.
For home-routed roaming scenario: The V-SMF provides to the v-UPF with the N3 DL AN Tunnel Info and the N9 UL CN Tunnel Info.

12.
The UE performs the EPS to 5GS Mobility Registration Procedure from step 2 per clause 4.11.1.3.3. If the UE holds a native 5G-GUTI it also includes the native 5G-GUTI as an additional GUTI in the Registration Request. The additional GUTI enables the AMF to find the UE's 5G security context (if available).
13.
Resources in the source system and resources for PDU forwarding are released by the MME (TS 23.401 [13]). 
4.11.1.2.2.4
Target AMF selection with network slicing

When a serving MME receives a Handover Required message and the MME based on target TAI selects an AMF within a target network supporting network slices, an intermediate AMF shall be selected as described in TS 23.501 [2] clause 5.15.7.3.


[image: image3.emf]10. The procedure continues from step 3 of figure 4.9.1.3.2 - 1.   

   

UE  

2 .  Handover Required  

9 . Forward Relocation Request  

1. Handover initiation  

Source  MME  

Intermediate  AMF     

UDM   

Source RAN  

NSSF    

3 a . Forward Relocation Request   

7 . Slice Selection Re sponse  

6 . Slice Selection Re quest  

4 .  Nudm_SubscriberData_Get   Request    

5 .  Nudm_SubscriberData_Get  R esponse  

8 b. NF Discovery Response   

8 a.   NF Discovery Request   

NRF  

Target   AMF   

3b . Nsmf _ PDUSession_SliceContext Request  

3c .  Nsmf_PDUSession_SliceContext  R esponse    

PGW - C   + SMF   


Figure 4.11.1.2.2.4-1: Target AMF selection with network slicing
1.
This step is the same as step 1 in clause 4.11.1.2.2.2

2.
This step is the same as step 2 in clause 4.11.1.2.2.2
3a.
Source MME to Intermediate AMF: Forward Relocation Request (Target NG-RAN Node ID, HO Transparent Container, Source to Target Transparent Container, EPS MM Context, EPS Bearer Context(s)) 

The Source MME selects an intermediate AMF which has been configured in the DNS to perform AMF selection as described in clause 5.15.7.3 in TS 23.501 [2]. 
If provided by the Source MME, the HO Transparent Container includes a list of PDU Session ID and S-NSSAI, one tuple for each established PDN connection. 
3b.
Intermediate AMF to PGW-C+SMF: Nsmf_ PDUSession_SliceContext Request (SUPI, UE IP Adress, TEID)
If no HO Trasparent Container is received in the previous step, the intermediate AMF requests from each PGW-C+SMF the S-NSSAI, PDU session ID tuple.
3c.
PGW-C+SMF to Intermediate AMF: Nsmf_ PDUSession_SliceContext Response (S-NSSAI, PDU Session ID)
4.
Intermediate AMF to UDM: Nudm_SubscriberDataManagement_Get (SUPI, Slice selection data request).


The Intermediate AMF request UE's slice selection data from UDM by invoking the Nudm_SubscriberDataManagement_Get (see clause 5.2.3.3.1) service operation.
5.
UDM to Intermediate AMF: Response to Nudm_SubscriberDataManagement_Get with (Subscribed NSSAI).


UDM responds with slice selection data to initial AMF.

6.
Intermediate AMF to NSSF: Slice Selection request (Requested NSSAI, Subscribed NSSAI, TAI, PLMN ID of the SUPI).

The Intermediate AMF sends a Slice Selection Request to the NSSF. It sends to NSSF Subscribed NSSAI, PLMN ID of the SUPI and the target TAI. Requested NSSAI contains the S-NSSAIs associated to the established PDN connections.
7.
NSSF to Intermediate AMF: Slice Selection response (AMF Set or list of AMF addresses, Allowed NSSAI, [NSI ID], [NRF], [List of rejected (S-NSSAI(s), cause value(s))]).

The NSSF returns to Intermediate AMF the Allowed NSSAI and the target AMF Set or, based on configuration, the list of candidate AMF(s). When multiple Network Slice instances in the registration area are able to serve a given S-NSSAI and the NSSF has selected one of them to serve the UE, the NSSF may return a NSI ID associated with that given S-NSSAI. The NSSF may return the NRF(s) to be used to select NFs/services within the selected Network Slice instance(s). It may return also information regarding rejection causes for S-NSSAI(s) not included in the Allowed NSSAI.
NOTE:
The NRF(s) returned by the NSSF belong to any level of NRF (see clause 6.2.6 of TS 23.501 [2]) according to the deployment decision of the operator.

Editor's note: Logic during roaming is FFS.
8a.
[Conditional] Intermediate AMF to NRF: NF discovery request (NF type, AMF Set).


If the intermediate AMF does not locally store the target AMF address, the intermediate AMF sends an NF discovery request to the NRF to find a proper target AMF which has required NF capabilities to serve the UE. The NF type is set to AMF and the AMF Set is included in the NF discovery request.
8b.
NRF to AMF: NF discovery response (AMF pointer and AMF address (or list of AMFs, plus additional selection rules and NF capabilities)).


The NRF replies with the list of potential target AMF(s). The NRF may also provide the details of the services offered by the candidate AMF(s) along with the notification end-point for each type of notification service that the selected AMF had registered with the NRF, if available. As an alternative, it provides a list of potential target AMFs and their capabilities, and optionally, additional selection rules. Based on the information about registered NFs and required capabilities, a target AMF is selected by the intermediate AMF.
9.
Intermediate AMF to Target AMF: Forward Relocation Request (Target NG-RAN Node ID, HO Transparent Container, Subscribed NSSAI, Source to Target Transparent Container, EPS MM Context, EPS Bearer Context(s))
The Intermediate AMF selects a target AMF as described in clause 6.3.5 on "AMF Selection Function" in TS 23.501 [2]. The Intermediate AMF continues with the Handover resource allocation procedure by relaying, to the Target AMF, the Forward Relocation Request message as received from source AMF. The Intermediate AMF also includes the UE’s subscribed NSSAI.

10.
The Target AMF converts the received EPS MM Context into the 5GS MM Context. The MME UE context includes IMSI, ME Identity, UE security context, UE Network Capability, and EPS Bearer context(s). An EPS Bearer context includes the common SMF + PGW-C address and V-CN Tunnel Info at the UPF + PGW-U for uplink traffic, and APN.
Editor's note: Whether 5GS Security Context can be derived from the EPS Security Context should be clarified by SA3 study.
The Target AMF continues with the Handover from step 4 of figure 4.11.1.2.2.2-1.
***** End of 1st Change *****

***** 2nd Change *****

5.2.8.2.x
Nsmf_PDUSession_SliceContext service operation

Service operation name: Nsmf_PDUSession_SliceContext.

Description: This service operation is used by the NF Consumer to retrieve the slice context of an established PDU session. (e.g. during IWK to EPS, HO).
Input, Required: SUPI, UE IP Adress, TEID
Input, Optional: 

Output, Required: PDU Session ID, S-NSSAI.
Output, Optional: None
***** End of 2nd Change *****
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