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Abstract of the contribution: This paper provides the justifications for the study items to work on the open issues on network slicing that have not been fully addressed in Rel-15.  In addition, it also studies the upcoming requirements from SA1 for network slicing enhancement to support different business role models (i.e. FS_BMNS) and to introduce the user-centric authentication layer on top of the existing subscription authentication (i.e. FS_LUCIA). 
1.
Discussion
In Rel-15, there are several open issues which were agreed to be deferred from Rel-15. In addition, SA1 is studying additional requirements to support different business role models for network slicing for Rel-16 in FS_BMNS. In addition, SA1 also initiates the study, FS_LUCIA, for the introduction of user-centric authentication layer on top of the existing subscription authentication.  The intent of this paper is to propose to consolidate these outstanding open issues and possible new requirements from FS_BMNS and FS_LUCIA into one common study in Rel-16.   The list of those open issues are summarized in the following. 
(1) Network Slicing Isolation 
The fundamental principle of network slicing deployment is to support the isolation and non interference between network slices in the Data/Control /Management planes as well as safety and security for multi-tenancy in slices.  In Rel-15, there is no agreement on the definition of slice isolation and therefore, SA2 could not agree on the requirements for slice isolation support that may be within the SA2 scope to address.  This paper advocates that the isolation of the slices can be considered in at least four areas which may or may not be within SA2 scope, and some of them may have been satisfied by today Rel-15 network slicing design: 
· Isolation of traffic and security
Network Slice instances may be sharing the same physical or logical network resources, so the Network Slice instance should ensure that data flow of one Network Slice instance does not move to another Network Slice instance and that cyber-attacks are not possible.  
We believe that these particular slice isolation requirements have already been supported in Rel-15 based on the SMF, UPF and Policy framework and security architecture. 

· Isolation of capacity 

Each Network Slice would have been allocated with designated capacity which should not be exceeded.  Thus, it is required to ensure the isolation of bandwidth on the links, CPU and storage.  In Rel-15, , although the Network Data Analytic Function (NWDAF) services provide a load level information of a network slice instance, however how to manage a slice congestion has not been fully defined.  This paper would argue that, some aspects of the slice congestion management, similar to the UPCON feature in Rel-13, but are corresponding to the RAN congestion detection and reporting for the capacity designated for the given S-NSSAI(s) should be studied in Rel-16. This study includes how the slice specific congestion management works together with the NWDAF service.

· Isolation of storage 
Data related to particular slice should be contained in separate logical storage from other slice to ensure the privacy and security.  
We believe that the design of Network Slicing in Rel-15 has already provided the necessary capability (e.g. multi-level NRFs) within the scope of SA2 to support this requirement. 
· Isolation of accessing to a Network Slice instance 

Network Slice instances may be sharing the same physical or logical network resources but in certain cases, the operator might want to separate services accessible by a given UE into a separate Network Slice instance, isolated from any other Network Slice instance.  

We believe that this particular slice isolation requirement shall be investigated in the context of the Network Slicing co-existence (see below). 
	Observation#1: 

Rel-16 should consider the support for capacity isolation among the network slice instances by further studying some aspects of slice congestion management, similar to the UPCON feature in Rel-13, but are corresponding to the RAN congestion detection and reporting for the capacity designated for the given S-NSSAI(s) . The study includes how this slice specific congestion management relates with the NWDAF service.  


(2) Network Slicing co-existence 
There was intense debate in Rel-15 on the definitions and the problem statements related to the slice co-existence. So far, the only agreements are that the issue is divided into two categories, whether one slice cannot co-exist with some others because of subscription or policy or because of AMF capability.  SA2 agreed to defer the issue to the next phase, as described in the NOTE below in clause 5.15.1 in TS 23.501:

NOTE:
In this release of the specification it is assumed that in any (home or visited) PLMN it is always possible to select an AMF that can serve any combination of S-NSSAIs that will be provided as an Allowed NSSAI.
This paper proposes to resume the discussion on this open issue to determine the definition of Network Slicing co-existence by identifying all realistic deployment scenarios of Network Slicing co-existence impacting the UE and the network so that more robust and complete solution(s) can be developed. 
	Observation#2: 

Rel-16 should study the definition of Network Slicing co-existence by identifying all realistic deployment scenarios of Network Slicing co-existence that impacts the UE and the network so that more robust and complete solution(s) can be developed


(3) Allowed S-NSSAI applicability for multiple accesses 
According to clause 5.3.2.3 in TS 23.501:

When a UE registers with the network over the Non-3GPP access, the registration area for Non-3GPP access corresponds to a unique reserved TAI value (i.e. dedicated to Non-3GPP access). There is thus a unique Tracking Area for the Non-3GPP access to 5GC, that is called the N3GPP TAI.
The intent of the N3GPP TAI is not necessarily associated with UE location. Whereas, the Allowed NSSAI, as it is defined, is corresponding to the Registration Area decided by UE’s serving AMF corresponding to the UE’s serving service area.  Considering the UE may connect to N3IWF resided in HPLMN while the UE is attached to both 3GPP and Non-3GPP accesses, it is unclear on how the Allowed NSSAI together with NSSP of URSP are used to support the Non-3GPP access. 
This paper proposes to examine whether today definition of Allowed NSSAI is meaningful and applicable to UE to select the non-3GPP access when referring to the NSSP of URSP in all network slicing scenarios when UE is connecting to multiple accesses.  Thus, all practical deployment scenarios should be examined, and if needed, the necessary clarifications and/or changes to the use of the Allowed NSSAI and NSSP of URSP should be identified. 
In addition to the Non-3GPP access, the paper also proposes to investigate how the network slicing concept is applicable to the Dual Connectivity or Multi-Connectivity feature. 

	Observation#3: 

Rel-16 should examine whether today definition of Allowed NSSAI is meaningful and applicable to UE to select the non-3GPP access when referring to the NSSP of URSP in all network slicing scenarios when UE is connecting to multiple accesses.  Thus, all practical deployment scenarios for multiple accesses should be examined, and if needed, the necessary clarifications and/or changes to the use of the Allowed NSSAI and NSSP of URSP should be identified. The study includes also the enhancement of Dual Connectivity and Multi-Connectivity to support network slicing.


(4) Updating the additional Standardized SST value

In Rel-15, a set of Standardized SST values were defined.  As the 5G work is evolved in RAN, more types of services (e.g. V2X) may also be introduced.  
An LS has been sent to SA1 to seek for potential standardized values for SST.  This paper proposes to update the SA2 specifications on the additional Standardized SST values provided by SA1 after reviewing them within SA2 to support global interoperability for slicing, so that PLMNs can support the roaming use case more efficiently for the most commonly used Slice/Service Types.

	Observation#4: 

Rel-16 should update the SA2 specification on the additional Standardized SST values provided by SA1 after reviewing them within SA2 to support global interoperability for slicing, so that PLMNs can support the roaming use case more efficiently for the most commonly used Slice/Service Types.


(5) Network Slicing enhancement to support SA1 study outcome for business role models for network slicing and for user-centric authentication layer on top of the existing subscription authentication 
Currently, SA1 is studying the following topics in FS_BMNS for business role models for network slicing:
· Business role models for network slicing, (e.g., monitor, limited control, enhanced control, private slice)

· Trust relationships between MNOs and slice tenants under various business role models

· Security relationships between

· a UE and a private slice,

· a private slice and the network, and

· a private slice and other slices in the same network

· Relationship of business/stakeholder/management role models with slice characteristics (e.g., slice scalability, slice flexibility)

· 3GPP enhancements needed to support the business/stakeholder/management role models for slices

In addition, SA1 also initiates the study, FS_LUCIA, for the introduction of user-centric authentication layer on top of the existing subscription authentication, supporting various authentication mechanisms and interactions with external authentication systems as well as a degree of confidence (i.e. a value that allows differentiated service policies depending on the reliability of the user identifier).
Use cases for FS_LUCIA will be studied and potential requirements derived how to use the new user identifier within the 3GPP system e.g. to provide customized services and enhanced charging and how to provide this identifier to external entities to enable authentication for systems and services outside 3GPP.  

Use cases for use within 3GPP include

· providing different users using the same UE with customized services 

· identifying users of devices behind a gateway with a 3GPP subscription, but without the devices having a dedicated 3GPP subscription  

· using a user identifier being linked to a subscription to access 3GPP services via non-3GPP access.

Once SA1 has the stable outcome of these two studies, SA2 should enhance the existing network slicing design to support the SA1’s requirements. 
	Observation#5: 

Rel-16 should enhance the network slicing architecture in Rel-16 to support the SA1’s requirements coming from the results of the study, FS_BMNS, for network slicing to support various business role models, and FS_LUCIA, for the introduction of user-centric authentication layer on top of the existing subscription authentication. 


(6) Non-homogeneous network slicing deployment in a Registration Area

In Rel-15, the deployment of network slices in a single Registration Area was assumed to be homogeneous, i.e., a Registration Area is determined such that all S-NSSAI of the Allowed NSSAI are available in all Tracking Areas of the Registration Area. However, there could be a case, which an operator may not want to deploy all S-NSSAI of the Allowed NSSAI in all Tracking Areas of the Registration Area. In such case, it is to be studied how the mobility of a UE could be supported.
	Observation#6: 

Rel-16 should cover a network slicing deployment option, which all S-NSSAIs of the Allowed NSSAI are NOT available in all Tracking Areas of the Registration Area. 


2.
Proposal
Based on the six observations above, this paper proposes a phase-2 study on network slicing (please refer to S2-180073 for more specific objectives) to focus on the six main aspects as captured in the above observations. 
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