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Abstract of the contribution: This PCR proposes an update of the Namf_EventExposure service.
Discussion
This document proposes the new exposured event through which the AMF notifies PDU session(s) and corresponding SUPI of the consumer function.

We consider the following usecase as the example. As an operator deployment choice, a PCF may be deployed in a centric mode, i.e. serving all of the policies for a UE: this includes both access and mobility policies and session management policies. Such a PCF sits in a slice-shared level similar to the AMF. It serves all access and mobility aspects of the UE as well as any and all of the active PDU sessions of the UE.

Such a centric PCF may receive load level information from the NWDAF regarding a particular network slice instance. Based on this load information, the centric PCF may want to update the policies (e.g., modify or release) for all or some of the PDU sessions of the users, whose PDU sessions exist within that network slice instance. The issue 
However, as of now the centric PCF may not know for a UE PDU session, what slice instance has the PDU session.
This paper proposes to enhance the Namf_EventExposure service with the capability of being able to lookup PDU sessions and corresponding SUPI for a specific network slice instance. The centric PCF can then become a consumer for this service operation. It is proposed that this service operation will work in a Query Response mode of operation. 
The proposal is to exposure the UEs belonging to the particular network slice instance. The issue is that PCF cannot know the UE belonging to the particular network slice instance, especially when the SMF is shared among the multiple network slice instances.
Proposal
*************** Start of changes ***************

5.2.5.4.2
Npcf_SMPolicyControl_Get Service Operation

Service operation name: Npcf_SMPolicyControl_Get
Description: Provides the requested policy to the NF Consumer.
Known NF Consumers: SMF.
Inputs, Required: SUPI, PDU Session id, DNN, S-NSSAI, Subscription to notification indicator.

Inputs, Optional: Access Type, the IPv4 address and/or IPv6 network prefix, PEI, GPSI, User Location Information, UE Time Zone, Serving Network, RAT type, charging information, Session AMBR, default QoS information.

Outputs, Required: The requested PCC rules of the PDU Session, authorized session AMBR, authorized default QoS Information.
Outputs, Optional: None.

See clause 4.3.2.2.1 (step 6b), clause 4.3.2.2.2 (step 9b) for the detail usage of this service operation for SMF. In those steps, the SMF requests PCC Rules for the PDU Session from PCF/H-PCF.
*************** End of changes ***************
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