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Abstract of the contribution: This paper relates to OI#4h and proposes to update the handover procedure in 23.502 clause 4.9.1.3 to include handover when network slicing is supported. A change in 4.3.2 PDU Session establishment is proposed to create the premises for the handover of network slice information. This is a resubmission of S2-176981 with minor updates.
Discussion
[bookmark: _Hlk495419308]Note: the discussion and summary sections provided in this pCR are identical with the discussion and summary sections provided in the companion pCR S2-178551 addressing the changes in 23.501.
From TS 23.501 clause 5.15.1 Network slicing:
“Network slices may differ for supported features and network functions optimisations. The operator may deploy multiple Network Slice instances delivering exactly the same features but for different groups of UEs, e.g. as they deliver a different committed service and/or because they may be dedicated to a customer.
And from TS 23.502 clause 4.9, stipulating that handover within 5GS is supported, it is clear that network slicing at handover may take place in different network slice supporting 5GS scenarios.
In the context of network slicing, two actions shall be to be taken into considerations at handover: the selection of the best suited target AMF and the related preservation or deactivation of PDU sessions.
Let us consider first the handover when both source and target AMF are network slice supporting (the intra AMF case is trivial). 
At intra PLMN inter AMF N2 based handover (see 23.502 clause 4.9.1.3) the source AMF needs to select the best suitable target AMF considering the network slice(s) (S-NSSAI(s)) the UE is registered to. Based on the UE’s registered network slice(s), subscribed NSSAI and target TAI, the source AMF may, similarly as for registration with AMF relocation (see 23.502 clause 4.2.2.2.3), request the NSSF to select a target AMF. To further aid the selection of a target AMF the source AMF may provide the NSSF with an indication on network slice(s) with established/activated PDU sessions. 
From current text in TS 23.501 clause 5.15.5.2.2:
[bookmark: OLE_LINK9]If the Network Slice becomes no longer available upon a change of AMF (e.g. due to Registration Area change), the new AMF indicates to the old AMF that the PDU Session(s) corresponding to the relevant S-NSSAI shall be released. The old AMF informs the corresponding SMF(s) to release the indicated PDU Session(s). The SMF(s) release the PDU Session(s) as described in clause 4.3.4 of TS 23.502 [3]. Then the new AMF modifies the PDU Session Status correspondingly. The PDU Session(s) context is locally released in the UE after receiving the PDU Session Status in the Registration Accept message.
Proposal 1: At intra PLMN inter AMF N2 based handover let the source AMF request selection of target AMF(s) by indicating S-NSSAI(s) the UE is registered to, subscribed NSSAI and target TAI in a query to the NSSF. The source AMF may also indicate to NSSF network slices with established/activated PDU session. Let the NSSF respond with possible AMF(s) and an indication of S-NSSAI(s) not supported by selected AMF(s) in target TAI. 
Proposal 2: At intra PLMN inter AMF N2 based handover let the source AMF indicate to source RAN the PDU sessions not being subjects for handover (i.e. PDU sessions with activated User Plane connections for S-NSSAI(s) not supported at target location). And let source AMF, after handover, indicate to the corresponding SMF(s) if a UE is outside of the area the S-NSSAI is configured to cover. The SMF(s) shall then deactivate the PDU session(s) for the no longer supported S-NSSAI(s).

With network slicing being an optional feature there is also a need to support the cases of:
A. Handover from a non-slice supporting 5GC network to a slice supporting 5GC network.
B. Handover from a slice supporting 5GC network to a non-slice supporting 5GC network. 
Selecting target AMF when going to a non-slice supporting 5GC network (case B) is already described as part of the inter AMF handover procedure (see TS 23.502 clause 4.9.1.3). However, how to select target AMF when going from a non-slice supporting 5GC network to a slice supporting 5GC network (case A) is not yet described. 
In respect to the preservation of the PDU session at handover, for case (B) the PDU sessions are kept if the N2 handover for the PDU session(s) is accepted by the respective SMF (see 23.502 clause 4.9.1.3 step 6). For case (A), to keep the PDU session(s), the network slice (S-NSSAI) associated to the respective PDU session, should also be supported at the target location by the selected target network (including target AMF). PDU sessions belonging to, at target location, non-supported network slices shall be released according to TS 23.501 clause 5.15.5.2.2 (see above). However, how to associate a PDU session with an S-NSSAI when going from a non-slice supporting 5GC network to a slice supporting 5GC network (case A) is not yet described.
Observation1: Case (A), handover from a non-slice supporting 5GC network to a slice supporting 5GC network, needs to be described. Case (B), handover from a slice supporting 5GC network to a non-slice supporting 5GC network, is already handled by current specifications.

Selecting any AMF (regardless of the network slices supported by the AMF) serving the target location and using a similar method as described in EPS (see 23.401 clause 5.19.2a and 5.19.3) to redirect the UE to an appropriate AMF, violates network slice isolation as PDU sessions are handled by non-dedicated network slices until the handover procedure is concluded. The general principle for the above-mentioned EPS method is to conclude the handover procedure and then afterwards move the UE handling to the appropriate DCN, meaning that an appropriate dedicated network is only guaranteed to be used after handover is concluded.
To not violate network slice isolation the UE shall, at target location, only be served by an appropriate AMF, and a PDU sessions shall only be kept if it is associated to a network slice (S-NSSAI) supported at the target location by the selected appropriate AMF. 
But since the source network doesn’t support network slicing it will not be possible for the source AMF to directly select an appropriate target AMF based on target AMF supported network slices and network slices to be associated, at target location, to PDU sessions established by the UE.
Observation 2:  Selecting any target AMF at handover violates network slice isolation. An AMF that doesn’t support network slicing is not able to directly select an appropriate target AMF at inter AMF handover. 

[bookmark: _Hlk498009168][bookmark: _Hlk497998882]It is proposed that a non-slice supporting source AMF shall select an intermediate network slice supporting AMF, in the target location, and that the intermediate AMF, by help from NSSF, performs the selection of the appropriate target AMF, and then relay the request from the source AMF to the selected target AMF. Network slices (S-NSSAI(s)) associated to PDU sessions established by the UE and not supported by the selected target AMF in target location is also provided by the NSSF to the intermediate AMF and indicated to the selected target AMF together with the relayed request. In response to the source AMF, target AMF indicates PDU sessions belonging to not supported slices as PDU sessions IDs in the PDU session failed to be setup list. By this the UE will not get registered in and served by an inappropriate AMF and only PDU sessions belonging to supported network slices will be kept at target location.
Observation 3:  Using an intermediate network slice supporting AMF at the target location, without registering the UE, enables selection of an appropriate target AMF, if the intermediate AMF is provided with information on network slices (S-NSSAIs) to be associated, at target location, to PDU sessions established by the UE, subscribed NSSAI and target TAI. The intermediate AMF may also be provided with an indication of network slices with activated PDU session.

To provide the intermediate AMF with information on network slices (S-NSSAI(s)) to be associated, at target location, to PDU sessions established by the UE, it is proposed that the UE, based on provisioned NSSP, at creation of a PDU session associates an S-NSSAI to the PDU session ID and provides that information in a transparent container to the non-slice supporting source AMF. At handover, the source AMF includes the transparent container in the Forward Relocation Request message to the intermediate network slice supporting AMF which uses the content in the transparent container as described above. The source AMF also provides the UE’s subscribed NSSAI, if available, otherwise subscribed NSSAI is retrieved by the intermediate network slice supporting AMF from UDM. 
Proposal 3: At intra PLMN inter AMF N2 based handover from a non-slice supporting 5GC network to a slice supporting 5GC network let the source AMF select an intermediate AMF (which has been configured, in NRF, to perform AMF selection). Let the intermediate AMF, by help from NSSF, perform the selection of the appropriate target AMF based on S-NSSAIs associated to PDU sessions established by the UE, S-NSSAIs with activated PDU session, subscribed NSSAI and target TAI. 
Proposal 4: At creation of a PDU session by a UE in a non-slice supporting 5GC network, the UE shall, based on NSSP, associate an S-NSSAI with the PDU session ID for the created PDU session. The UE shall provide the serving AMF with a transparent container including a pair of PDU session ID and associated S-NSSAI per each created PDU session. The serving source AMF shall at inter AMF handover include the transparent container in the Forward Relocation Request message to the target AMF. Subscribed NSSAI shall also be included in the Forward Relocation Request message, if available at the serving source AMF.
Note: The corresponding proposed updates to TS 23.501 are provided in S2-178551.
[bookmark: _Hlk495419503]Summary

Proposal 1: At intra PLMN inter AMF N2 based handover let the source AMF request selection of target AMF(s) by indicating S-NSSAI(s) the UE is registered to, subscribed NSSAI and target TAI in a query to the NSSF. The source AMF may also indicate to NSSF network slices with established/activated PDU session. Let the NSSF respond with possible AMF(s) and an indication of S-NSSAI(s) not supported by selected AMF(s) in target TAI. 
Proposal 2: At intra PLMN inter AMF N2 based handover let the source AMF indicate to source RAN the PDU sessions not being subjects for handover (i.e. PDU sessions with activated User Plane connections for S-NSSAI(s) not supported at target location). And let source AMF, after handover, indicate to the corresponding SMF(s) if a UE is outside of the area the S-NSSAI is configured to cover. The SMF(s) shall then deactivate the PDU session(s) for the no longer supported S-NSSAI(s).

Observation1: Case (A), handover from a non-slice supporting 5GC network to a slice supporting 5GC network, needs to be described. Case (B), handover from a slice supporting 5GC network to a non-slice supporting 5GC network, is already handled by current specifications.
Observation 2:  Selecting any target AMF at handover violates network slice isolation. An AMF that doesn’t support network slicing is not able to directly select an appropriate target AMF at inter AMF handover. 
Observation 3:  Using an intermediate network slice supporting AMF at the target location, without registering the UE, enables selection of an appropriate target AMF, if the intermediate AMF is provided with information on network slices (S-NSSAIs) to be associated, at target location, to PDU sessions established by the UE, subscribed NSSAI and target TAI. The intermediate AMF may also be provided with an indication of network slices with activated PDU session.
Proposal 3: At intra PLMN inter AMF N2 based handover from a non-slice supporting 5GC network to a slice supporting 5GC network let the source AMF select an intermediate AMF (which has been configured, in NRF, to perform AMF selection). Let the intermediate AMF, by help from NSSF, perform the selection of the appropriate target AMF based on S-NSSAIs associated to PDU sessions established by the UE, S-NSSAIs with activated PDU session, subscribed NSSAI and target TAI. 
Proposal 4: At creation of a PDU session by a UE in a non-slice supporting 5GC network, the UE shall, based on NSSP, associate an S-NSSAI with the PDU session ID for the created PDU session. The UE shall provide the serving AMF with a transparent container including a pair of PDU session ID and associated S-NSSAI per each created PDU session. The serving source AMF shall at inter AMF handover include the transparent container in the Forward Relocation Request message to the target AMF. Subscribed NSSAI shall also be included in the Forward Relocation Request message, if available at the serving source AMF.
Proposal

[bookmark: _Toc476030922][bookmark: _Toc470196727][bookmark: _Toc493684473][bookmark: _Toc493684476]***** 1st Change *****
[bookmark: _Toc498414018]4.3.2	PDU Session establishment
[bookmark: _Toc498414019]4.3.2.1	General
A PDU Session establishments may correspond to:
-	a UE initiated PDU Session establishment procedure.
-	a Network triggered PDU Session establishment procedure. In this case the network sends the device trigger message to application(s) on the UE side. The payload included in Device Trigger Request message contains information on which application on the UE side is expected to trigger the PDU Session establishment request. Based on that information, the application(s) on the UE side trigger the PDU Session establishment procedure. For more detail refer to clause 5.2.6.
If the UE is simultaneously registered to a non-3GPP access via a N3IWF located in a PLMN different from the PLMN of the 3GPP access, the functional entities in the following procedure are located in the PLMN of the access used to exchange NAS with the UE for the PDU Session.
[bookmark: _Toc498414020]4.3.2.2	UE Requested PDU Session Establishment
Editor's note:	Impact to the home-routed roaming procedure due to mobility between 3GPP and non-3GPP access is FFS.
[bookmark: _Toc498414021]4.3.2.2.1	Non-roaming and Roaming with Local Breakout
Clause 4.3.2.2.1 specifies PDU Session establishment in the non-roaming and roaming with local breakout cases. The procedure is used to:
-	Establish a new PDU Session;
-	Handover an existing PDU Session between non-3GPP access and 3GPP access. The specific system behaviour in this case is further defined in clause 4.9.2; or
-	request a PDU Session for Emergency services.
In case of roaming, the AMF determines if a PDU Session is to be established in LBO or Home Routing. In the case of LBO, the procedure is as in the case of non-roaming with the difference that the AMF, the SMF, the UPF and the PCF are located in the visited network. PDU Sessions for Emergency services are never established in Home Routed mode.


Figure 4.3.2.2.1-1: UE-requested PDU Session Establishment for non-roaming and roaming with local breakout
The procedure assumes that the UE has already registered on the AMF thus unless the UE is Emergency registered the AMF has already retrieved the user subscription data from the UDM.
1.	From UE to AMF: NAS Message (S-NSSAI, DNN, PDU Session ID, Request type, Old PDU Session ID, N1 SM container (PDU Session Establishment Request)).
	In order to establish a new PDU Session, the UE generates a new PDU Session ID.
	When Emergency service is required and an Emergency PDU Session is not already established, a UE shall initiate the UE Requested PDU Session establishment procedure with a Request Type indicating "Emergency Request".
	The UE initiates the UE Requested PDU Session establishment procedure by the transmission of a NAS message containing a PDU Session Establishment Request within the N1 SM container. The PDU Session Establishment Request may include a PDU Type, SSC mode, Protocol Configuration Options.
	The Request Type indicates "Initial request" if the PDU Session Establishment is a request to establish a new PDU Session and indicates "Existing PDU Session" if the request refers to an existing PDU Session between 3GPP access and non-3GPP access or to an existing PDN connection in EPC.
	The Request Type indicates "Emergency Request" if the PDU Session Establishment is a request to establish a PDU Session for Emergency services. The Request Type indicates "Existing Emergency PDU Session" if the request refers to an existing PDU Session for Emergency services between 3GPP access and non-3GPP access.
	The NAS message sent by the UE is encapsulated by the AN in a N2 message towards the AMF that should include User location information and Access Technology Type Information.
	The PDU Session Establishment Request message may contain SM PDU DN Request Container containing information for the PDU Session authorization by the external DN.
	If the procedure is triggered for SSC mode 3 operation, the UE shall also include the Old PDU Session ID which indicates the PDU Session ID of the on-going PDU Session to be released, in NAS message. The Old PDU Session ID is an optional parameter which is included only in this case.
	The AMF receives from the AN the NAS SM message (built in step 1) together with User Location Information (e.g. Cell Id in case of the RAN).
	The UE shall not trigger a PDU Session establishment for a PDU Session corresponding to a LADN when the UE is outside the area of availability of the LADN.
2.	The AMF determines that the message corresponds to a request for a new PDU Session based on that Request Type indicates "initial request" and that the PDU Session ID is not used for any existing PDU Session(s) of the UE. If the NAS message does not contain an S-NSSAI, the AMF may determine a default S-NSSAI for the requested PDU Session either according to the UE subscription, if it contains only one default S-NSSAI, or based on operator policy.
	The AMF selects an SMF as described in clause 4.3.2.2.3 . If the Request Type indicates "Initial request" or the request is due to handover from EPS, the AMF stores an association of the S-NSSAI, the PDU Session ID and the SMF ID.
	If the Request Type is "initial request" and if the Old PDU Session ID indicating the existing PDU Session is also contained in the message. In that case, the AMF selects an SMF as described in clause 4.3.5.2 and stores an association of the new PDU Session ID and the selected SMF ID.
	The case where the Request Type indicates "Existing PDU Session", and either the AMF does not recognize the PDU Session ID or the subscription context that the AMF received from UDM during the Registration or Subscription Profile Update Notification procedure does not contain an SMF ID corresponding to the PDU Session ID constitutes an error case.
	The AMF shall reject a request coming from an UE when the UE is registered for Emergency services and the Request Type indicates neither "Emergency Request" nor "Existing Emergency PDU Session",  When the Request Type indicates "Emergency Request", the AMF is not expecting any S-NSSAI and DNN value provided by the UE and uses locally configured values instead.
	If the Request Type indicates "Emergency Request" or "Existing Emergency PDU Session", the AMF selects the SMF as described in TS 23.501 [2], clause 5.16.4.
3.	From AMF to SMF: Either Nsmf_PDUSession_CreateSMContext Request (SUPI or PEI, DNN, S-NSSAI, PDU Session ID, AMF ID, Request Type, N1 SM container (PDU Session Establishment Request), User location information, Access Type, PEI, GPSI) or Nsmf_PDUSession_UpdateSMContext Request (SUPI, DNN, S-NSSAI, PDU Session ID, AMF ID, Request Type, N1 SM container (PDU Session Establishment Request), User location information, Access Type, RAT type, PEI).
	If the AMF does not have an association with an SMF for the PDU Session ID provided by the UE (e.g when Request Type indicates "initial request"), the AMF invokes the Nsmf_PDUSession_CreateSMContext Request, but if the AMF already has an association with an SMF for the PDU Session ID provided by the UE (e.g when Request Type indicates "existing PDU Session"), the AMF invokes the Nsmf_PDUSession_UpdateSMContext Request.
	The AMF ID is the UE's GUAMI which uniquely identifies the AMF serving the UE. The AMF forwards the PDU Session ID together with the N1 SM container containing the PDU Session Establishment Request received from the UE. The PEI is defined in TS 23.501 [2] clause 5.9.3. The GPSI shall be included if available at AMF. The AMF provides the PEI instead of the SUPI when the UE has registered for Emergency services without providing a SUPI. In case the UE has registered for Emergency services but has not been authenticated the AMF indicates that the SUPI has not been authenticated.
	If the Old PDU Session ID is included in step 1, and if the SMF is not to be reallocated, the AMF also includes Old PDU Session ID in the Nsmf_PDUSession_CreateSMContext Request.
	In the local breakout case, if the V-SMF is not able to process some part of the N1 SM information then Home Routed Roaming is required, and the V-SMF responds to the AMF that it is not the right SMF to handle the N1 SM message by invoking Nsmf_PDUSession_CreateSM Response service operation. The V-SMF includes a proper N11 cause code triggering the AMF to proceed with home routed case. The procedure starts again at step 2 of clause 4.3.2.2.2.
4.	If Request Type indicates neither "Emergency Request" nor "Existing Emergency PDU Session" and, if the SMF has not yet registered and subscription data is not available, then the SMF registers with the UDM, retrieves subscription data and subscribes to be notified when subscription data is modified.
Editor's note:	Whether registration and subscription data retrieval happen in 1 or 2 steps and the use of corresponding service operations is FFS. Whether indicating "subscriber data retrieval" in the Nudm_UEContext_Management service is possible is FFS.
	If the Request Type in step in step 3 indicates "Existing PDU Session" or "Existing Emergency PDU Session" the SMF determines that the request is due to handover between 3GPP access and non-3GPP access or due to handover from EPS. The SMF identifies the existing PDU Session based on the PDU Session ID. In such a case, the SMF does not create a new SM context but instead updates the existing SM context and provides the representation of the updated SM context to the AMF in the response.
	If the Request Type is "Initial request" and if the Old PDU Session ID is included in Nsmf_PDUSession_CreateSMContext Request, the SMF identifies the existing PDU Session to be released based on the Old PDU Session ID.
	Subscription data includes the authorized PDU type(s), authorized SSC mode(s), default 5QI/ARP, subscribed Session-AMBR.
	Static IP address/prefix may be included in the subscription data if the UE has subscribed to it.
	The SMF checks the validity of the UE request: it checks
-	whether the UE request is compliant with the user subscription and with local policies;
-	(If the DNN corresponds to an LADN), whether the UE is located within the LADN service area based on the UE location reporting from the AMF.
	If the UE request is considered as not valid, the SMF decides to not accept to establish the PDU Session.
5.	From SMF to AMF: Either Nsmf_PDUSession_CreateSMContext Response(Cause, SM Context ID or N1 SM container (PDU Session Reject(Cause))) or an Nsmf_PDUSession_UpdateSMContext Response depending on the request received in step 3.
	If the SMF received Nsmf_PDUSession_CreateSMContext Request in step 3 and the SMF is able to process the PDU Session establishment request, the SMF creates an SM context and responds to the AMF by providing an SM context Identifier.
	When the SMF decides to not accept to establish a PDU Session, the SMF rejects the UE request via NAS SM signalling including a relevant SM rejection cause by responding to the AMF with Nsmf_PDUSession_CreateSMResponse. The SMF also indicates to the AMF that the PDU Session ID is to be considered as released, deregisters from UDM for this PDU Session and the rest of the procedure is skipped.
[bookmark: _Hlk495960015]	If the Request Type in step 3 indicates "Existing PDU Session", the SMF does not perform secondary authorization/authentication.
6.	SMF to DN via UPF
	If the SMF needs perform secondary authorization/authentication during the establishment of the PDU Session by a DN-AAA server as described in TS 23.501 [2] clause 5.6.6, the SMF selects an UPF as described in TS 23.501 [2] clause 6.3.3 and triggers the PDU Session establishment authentication/authorization as described in clause 4.3.2.3.
	If the PDU Session establishment authentication/authorization fails, the SMF proceeds to step 18 and the PDU Session establishment procedure is stopped.
	If the Request Type received in step 3 indicates "Emergency Request" or "Existing Emergency PDU Session", the SMF shall not perform secondary authorization/authentication.
7a.	If dynamic PCC is deployed, the SMF performs PCF selection. If the Request Type indicates "Existing PDU Session" the SMF shall use the PCF already selected for the PDU Session.
	If dynamic PCC is not deployed, the SMF may apply local policy.
7b.	The SMF may invoke the Npcf_SMPolicyControl_Get operation (see clause 5.2.5.4.2) to establish a PDU Session with the PCF and get the default PCC Rules for the PDU Session. The GPSI shall be included if available at AMF. If the Request Type in step 3 indicates "Existing PDU Session", the SMF may notify an event previously subscribed by the PCF by invoking the Nsmf_EventExposure_Notify operation and the PCF may update policy information in the SMF by invoking Npcf_SMPolicyControl_UpdateNotify operation (see clause 5.2.5.5.3 for details). The PCF may provide authorized Session-AMBR and the authorized 5QI/ARP to SMF.
	The PCF, based on the Emergency DNN, sets the ARP of the PCC rules to a value that is reserved for Emergency services as described in TS 23.503 [20].
7c.	The PCF subscribes to the IP allocation/release event in the SMF (and may subscribe other events) by invoking the Nsmf_EventExposure_Subscribe operation.
NOTE 1:	The purpose of step 6 is to receive PCC rules before selecting UPF. If PCC rules are not needed as input for UPF selection, step 6 can be skipped.
8.	If the Request Type in step 3 indicates "Initial request", the SMF selects an SSC mode for the PDU Session as described in TS 23.501 [2] clause 5.6.9.3. If step 5 is not performed, the SMF also selects one or more UPFs as needed as described in TS 23.501 [2] clause 6.3.3. In case of PDU Type IPv4 or IPv6, the SMF allocates an IP address/prefix for the PDU Session as described in TS 23.501 [2] clause 5.8.1. In case of PDU Type IPv6, the SMF also allocates an interface identifier to the UE for the UE to build its link-local address. For Unstructured PDU Type the SMF may allocate an IPv6 prefix for the PDU Session and N6 point-to-point tunnelling (based on UDP/IPv6) as described in TS 23.501 [2] clause 5.6.10.3.
	If the Request Type in Step 3 is "Existing PDU Session", the SMF maintains the same IP address/prefix that has already been allocated to the UE in the source network.
	If the Request Type in step 3 indicates "Existing PDU Session" referring to an existing PDU Session moved between 3GPP access and non-3GPP access the SMF maintains the SSC mode of the PDU Session, the current PDU Session Anchor and IP address.
NOTE 2:	The SMF may decide to trigger e.g. new intermediate UPF insertion or UPF relocation as described in step 5 in clause 4.2.3.2.
	If the Request Type indicates "Emergency Request", the SMF selects the UPF as described in TS 23.501 [2], clause 5.16.4 and selects SSC mode 1.
9a.	SMF may invoke the Nsmf_EventExposure_Notify service operation to report some event to the PCF that has previously subscribed. If Request Type is "initial request" and dynamic PCC is deployed and PDU Type is IPv4 or IPv6, SMF notifies the PCF (that has previously subscribed) with the allocated UE IP address/prefix.
9b.	PCF may provide updated policies to the SMF by invoking the Npcf_SMPolicyControl_UpdateNotify service operation (see clause 5.2.5.5.3). The PCF may provide authorized Session-AMBR and the authorized 5QI/ARP to SMF.
10.	If Request Type indicates "initial request" and step 5 was not performed, the SMF initiates an N4 Session Establishment procedure with the selected UPF, otherwise it initiates an N4 Session Modification procedure with the selected UPF:
10a.	The SMF sends an N4 Session Establishment/Modification Request to the UPF and provides Packet detection, enforcement and reporting rules to be installed on the UPF for this PDU Session. If CN Tunnel Info is allocated by the SMF, the CN Tunnel Info is provided to UPF in this step. If the selective deactivation required for this PDU Session, the SMF determine the Inactivity Timer and it provides to the UPF.
10b.	The UPF acknowledges by sending an N4 Session Establishment/Modification Response. If CN Tunnel Info is allocated by the UPF, the CN Tunnel Info is provided to SMF in this step.
	If multiple UPFs are selected for the PDU Session, the SMF initiate N4 Session Establishment/Modification procedure with each UPF of the PDU Session in this step.
	If the Request Type indicates "Existing PDU Session", and the SMF creates CN Tunnel Info, then this step is skipped. Otherwise, this step is performed to obtain the CN Tunnel Info from the UPF using the N4 Session Modification Procedure.
11.	SMF to AMF: Namf_Communication_N1N2MessageTransfer (PDU Session ID, Access Type, N2 SM information (PDU Session ID, QoS Profile(s), CN Tunnel Info, S-NSSAI, Session-AMBR, PDU Session Type), N1 SM container (PDU Session Establishment Accept (QoS Rule, SSC mode, S-NSSAI, allocated IPv4 address, interface identifier, Session-AMBR, PDU Session Type))). In case of multiple UPFs are used for the PDU Session, the CN tunnel Info contain tunnel information related with the UPF that terminates N3.
	The N2 SM information carries information that the AMF shall forward to the (R)AN which includes:
-	The CN Tunnel Info corresponds to the Core Network address of the N3 tunnel corresponding to the PDU Session.
-	One or multiple QoS profiles and the corresponding QoS Flow Identifiers can be provided to the (R)AN. This is further described in TS 23.501 [2] clause 5.7.
-	The PDU Session ID may be used by AN signalling with the UE to indicate to the UE the association between AN resources and a PDU Session for the UE.
	S-NSSAI is corresponding to the PDU Session.
	The N1 SM container contains the PDU Session Establishment Accept that the AMF shall provide to the UE.
	Multiple QoS Rules may be included in the PDU Session Establishment Accept within the N1 SM and in the N2 SM information.
	The Namf_Communication_N1N2MessageTransfer further contains the PDU Session ID and information allowing the AMF to know which access towards the UE to use.
NOTE 3:	The access information is to deal with the case where a UE is simultaneously connected over 3GPP and Non 3GPP access.
12.	AMF to (R)AN: N2 PDU Session Request (N2 SM information, NAS message (PDU Session ID, N1 SM container (PDU Session Establishment Accept))).
	The AMF sends the NAS message containing PDU Session ID and PDU Session Establishment Accept targeted to the UE and the N2 SM information received from the SMF within the N2 PDU Session Request to the (R)AN.
13.	(R)AN to UE: The (R)AN may issue AN specific signalling exchange with the UE that is related with the information received from SMF. For example, in case of a 3GPP RAN, an RRC Connection Reconfiguration may take place with the UE establishing the necessary RAN resources related to the QoS Rules for the PDU Session request received in step 10.
	(R)AN also allocates (R)AN N3 tunnel information for the PDU Session. In case of Dual Connectivity, the Master RAN node may assign some (zero or more) QFIs to be setup to a Master RAN node and others to Secondary RAN node. The AN Tunnel Info includes a tunnel endpoint for each involved RAN node, and the QFIs assigned to each tunnel endpoint. A QFI can be assigned to either the Master RAN node or the Secondary RAN node and not to both.
	(R)AN forwards the NAS message (PDU Session ID, N1 SM container (PDU Session Establishment Accept)) provided in step 11 to the UE. (R)AN shall only provide the NAS message to the UE if the necessary RAN resources are established and the allocation of (R)AN tunnel information are successful.
	If the UE is provisioned with NSSP, the UE associates an S-NSSAI to the established PDU session. The UE includes the S-NSSAI and PDU session ID pair, together with other existing S-NSSAI, PDU session ID pairs, in the HO container. The HO container is included in the NAS message to AMF.
14.	(R)AN to AMF: N2 PDU Session Response (PDU Session ID, Cause, N2 SM information (PDU Session ID, AN Tunnel Info, List of accepted/rejected QFI(s))).
	The AN Tunnel Info corresponds to the Access Network address of the N3 tunnel corresponding to the PDU Session.
	The AMF stores the HO container in the UE context.
15.	AMF to SMF: Nsmf_PDUSession_UpdateSMContext Request (N2 SM information, Request Type).
	The AMF forwards the N2 SM information received from (R)AN to the SMF.
[bookmark: _GoBack]Editor's note:	It is FFS if steps are needed to indicate from the UE to the core network that the UE has successfully established the PDU Session, or whether it is sufficient with a successful establishment in (R)AN indicated in step 12. For example, it is FFS if the UE shall send a NAS PDU Session Establishment Complete message to indicate that the UE has successfully established the PDU Session.
16a.	The SMF initiates an N4 Session Modification procedure with the UPF. The SMF provides AN Tunnel Info to the UPF
	For a PDU Session of Ethernet PDU Type, the SMF may provide Ethernet Packet Filter Set(s) and forwarding rule(s) to the UPF.
NOTE 4:	If the PDU Session Establishment Request was due to mobility between 3GPP and non-3GPP access or mobility from EPC, the downlink data path is switched towards the target access in this step.
16b.	The UPF provides an N4 Session Modification Response to the SMF.
	If multiple UPFs are used in the PDU Session, the UPF in step 15 refers to the UPF terminating N3.
17.	SMF to AMF: Nsmf_PDUSession_UpdateSMContext Response (Cause).
	The SMF may subscribe to the UE mobility event notification from the AMF (e.g location reporting, UE moving into or out of area of interest), after this step by invoking Namf_EventExposure_Subscribe service operation as specified in clause 5.2.2.3.2. For LADN, the SMF subscribes to the UE moving into or out of LADN service area event notification by providing the LADN DNN as an indicator for the area of interest (see clause 5.6.5 and 5.6.11 of TS 23.501 [2]).
	After this step, the AMF forwards relevant events subscribed by the SMF..
18.	[Conditional] SMF to AMF: Nsmf_PDUSession_SMContextStatusNotify ()
	If during the procedure, any time after step 5, the PDU Session establishment is not successful, the SMF informs the AMF by invoking Nsmf_PDUSession_SMContextStatusNotify. The SMF also releases any N4 session(s) created, any PDU Session address if allocated (e.g IP address) and releases the association with PCF, if any.
	If the PDU Session Establishment request is due to a handover from EPC, the SMF (SMF+PGW-C) shall initiate the PDN GW Initiated PDN Disconnection procedure in EPC as defined in clause 5.4.4.1 of TS 23.401 [13].
19.	SMF to UE, via UPF: In case of PDU Type IPv6, the SMF generates an IPv6 Router Advertisement and sends it to the UE via N4 and the UPF.
20.	If the Request Type received in step 3 does not indicate "Emergency Request", if the SMF identity is not included in the DNN subscription context, either stored already in SMF if it was previously registered or provided in steps 4a-4b by the UDM, the SMF invokes the Nudm_UEContextManagement_Update service operation including the SMF address, the DNN and the PDU Session Id. The UDM stores the SMF identity, SMF address and the associated DNN and PDU Session Id.
	If the Request Type received in step 3 indicates "Emergency Request"
-	For an authenticated non-roaming UE, based on operator configuration (e.g. related with whether the operator uses a fixed SMF for Emergency calls, etc.), the SMF may register the PDU Session ID onto the UDM: the SMF invokes the Nudm_UEContextManagement_Update service operation including the SMF address, an indication of Emergency services and the PDU Session ID. The UDM shall store the SMF address as part of the UE context for Emergency services.
-	For an unauthenticated UE or a roaming UE, the SMF shall not register the PDU Session ID onto the UDM
[bookmark: _Toc498414022]4.3.2.2.2	Home-routed Roaming
This procedure is used in case of home-routed roaming scenarios.


Figure 4.3.2.2.2-1: UE-requested PDU Session Establishment for home-routed roaming scenarios
1.	This step is the same as step 1 in clause 4.3.2.2.1.
2.	As in step 2 of clause 4.3.2.2.1 with the addition that the AMF also selects a SMF in HPLMN. The AMF stores the association of the S-NSSAI, the PDU Session ID and the SMF ID in VPLMN.
	In step 3 of clause 4.3.2.2.1, in local breakout roaming case, if V-SMF responds to AMF indicating that V-SMF is not able to process some part of the N1 SM information, the AMF proceeds with home routed case from this step and may select an SMF in the VPLMN different from the V-SMF selected earlier.
3a.	As in step 3 of clause 4.3.2.2.1 with the addition that the AMF also provides the identity of the SMF in HPLMN it has selected in step 2 The AMF ID is the UE's GUAMI which uniquely identifies the AMF serving the UE. The H-SMF is provided when the PDU Session is home-routed. The N1 SM container contains the PDU Session Establishment Request received from the UE. GPSI shall be provided to the V-SMF by the AMF if available at AMF.
Editor's note:	The parameter S-NSSAI may need to be updated to reflect agreements regarding slice selection parameters. This is FFS.
3b:	This step is the same as step 5 of clause 4.3.2.2.1.
4.	The V-SMF selects a UPF in VPLMN as described in TS 23.501 [2], clause 6.3.3.
5.	The V-SMF initiates an N4 Session Establishment procedure with the selected V-UPF:
5a.	The V-SMF sends an N4 Session Establishment Request to the V-UPF. If CN Tunnel Info is allocated by the SMF, the CN Tunnel Info is provided to V-UPF in this step.
5b.	The V-UPF acknowledges by sending an N4 Session Establishment Response. If CN Tunnel Info is allocated by the V-UPF, the CN Tunnel Info is provided to V-SMF in this step.
6.	V-SMF to H-SMF: Nsmf_PDUSession_Create Request (SUPI, GPSI (if available), DNN, S-NSSAI, PDU Session ID, V-SMF ID, V-CN-Tunnel-Info, PDU type, Protocol Configuration Options, User location information, SM PDU DN Request Container). Protocol Configuration Options may contain information that H-SMF may needs to properly establish the PDU Session (e.g. SSC mode or SM PDU DN Request Container to be used to authenticate the UE by the DN-AAA as defined in clause 4.3.2.3).
7-12.	These steps are the same as steps 4-10 in clause 4.3.2.2.1 with the following differences:
-	These steps are executed in Home PLMN;
-	The H-SMF stores an association of the PDU Session and V-SMF ID for this PDU Session for this UE.
-	The H-SMF does not provides the Inactivity Timer to the H-UPF as described in step 9a in clause 4.3.2.2.1.
-	Step 5 of clause 4.3.2.2.1 is not executed.
13.	H-SMF to V-SMF: Nsmf_PDUSession_Create Response (QoS Rule, Protocol Configuration Options including session level information that the V-SMF is not expected to understand , PDU Session Type, H-CN Tunnel Info, QoS profile(s), Session-AMBR)
	The information that the H-SMF may provide in Protocol Configuration Options is the same than defined for step 11 of Figure 4.3.2.2.1-1.
	The H-CN Tunnel Info contains the tunnel information for uplink traffic towards H-UPF.
	Multiple QoS Rules may be included in the Create PDU Session Response.
14-18.	These steps are the same as steps 11-15 in clause 4.3.2.2.1 with the following differences:
-	These steps are executed in Visited PLMN;
-	The V-SMF stores an association of the PDU Session and H-SMF ID for this PDU Session for this UE.
19a.	The V-SMF initiates an N4 Session Modification procedure with the V-UPF. The V-SMF provides Packet detection, enforcement and reporting rules to be installed on the V-UPF for this PDU Session, including AN Tunnel Info, H-CN Tunnel Info and V-CN Tunnel Info.
19b.	The V-UPF provides a N4 Session Modification Response to the V-SMF.
	After this step, the V-UPF delivers any down-link packets to the UE that may have been buffered for this PDU Session.
20.	This step is the same as step 17 in clause 4.3.2.2.1. with the following differences:
-	The SMF is a V-SMF
21.	This step is same as step 18 in clause 4.3.2.2.1.
22.	H-SMF to UE, via H-UPF and V-UPF in VPLMN: In case of PDU Type IPv6, the H-SMF generates an IPv6 Router Advertisement and sends it to the UE via N4 and the H-UPF and V-UPF.
23.	H-SMF may register the address to UDM as Step 19 of 4.3.2.2.1. The UDM stores the H-SMF identity and the associated DNN.
NOTE:	The SMF in HPLMN can initiate step 21 already after step 13.
***** End of 1st Change *****

[bookmark: _Toc498414075]***** 2nd Change *****
4.9.1.3	Inter NG-RAN node N2 based handover
[bookmark: _Toc498414076]4.9.1.3.1	General
Clause 4.9.1.3 includes details regarding the inter NG-RAN node N2 based handover without Xn interface.
The source RAN decides to initiate an N2-based handover to the target RAN. This can be triggered, for example, due to new radio conditions or load balancing, if there is no Xn connectivity to the target RAN, an error indication from the target RAN after an unsuccessful Xn-based handover (i.e. no IP connectivity between T-RAN and S-UPF), or based on dynamic information learnt by the S-RAN.
The availability of a direct forwarding path is determined in the source RAN and indicated to the SMFs. If IP connectivity is available between the source and target RAN and security association(s) is in place between them, a direct forwarding path is available.
If a direct forwarding path is not available, indirect forwarding may be used. The SMFs use the indication from the source RAN to determine whether to apply indirect forwarding.
In case of handover to a shared network, the source NG-RAN determines a PLMN to be used in the target networkbased on current PLMN in use. The source NG-RAN shall indicate the selected PLMN ID to be used in the target network to the AMF as part of the Tracking Area sent in the HO Required message.
If the AMF receives a rejection to a N2 interface procedure (e.g. NAS message transfer; Location reporting control; QoS Flow establishment/modification/release; etc.) from the NG-RAN with an indication that an Inter NG-RAN node handover procedure is in progress, the AMF shall reattempt the same N2 interface procedure either when the handover is complete or the handover is deemed to have failed if the AMF is still the serving AMF. If the Inter NG-RAN node handover changes the serving AMF, the source AMF shall terminate any other ongoing N2 interface procedures except the handover procedure.
In order to minimize the number of procedures rejected by NG-RAN, the AMF should pause non-handover related N2 interface procedures (e.g. downlink NAS message transfer, Location report control, etc.) while a handover is ongoing (i.e. from the time that a Handover Required has been received until either the Handover procedure has succeeded (Handover Notify) or failed (Handover Failure)) and continue them once the Handover procedure has completed if the AMF is still the serving AMF.
If during the handover procedure the AMF detects that the AMF needs be relocated, the AMF shall reject any SMF initiated N2 request received since handover procedure started and shall include an indication that the request has been temporarily rejected due to handover procedure in progress.
Upon reception for a SMF initiated N2 request(s) with an indication that the request has been temporarily rejected due to handover procedure in progress. The SMF start a locally configured guard timer. The SMF shall re-attempt, up to a pre-configured number of times, when either it detects that the handover is completed or has failed using message reception or at expiry of the guard timer.
[bookmark: _Toc498414077]4.9.1.3.2	Preparation phase



Figure 4.9.1.3.2-1: Inter NG-RAN node N2 based handover, Preparation phase
1.	S-RAN to S-AMF: Handover Required (Target ID, Source to Target transparent container, SM N2 info list, PDU Session IDs).
	Target ID includes the selected PLMN ID.
	Source to Target transparent container includes RAN information created by S-RAN to be used by T-RAN, and is transparent to 5GC.
	All PDU Sessions handled by S-RAN (i.e. all existing PDU Sessions with active UP connections) shall be included in the Handover Required message, indicating which of those PDU Session(s) are requested by S-RAN to handover. The SM N2 info also includes Direct Forwarding Path Availability, and which QoS Flows are subject to data forwarding.
	Direct Forwarding Path Availability indicates whether direct forwarding is available from the S-RAN to the T-RAN. This indication from S-RAN can be based on e.g. the presence of IP connectivity and security association(s) between the S-RAN and the T-RAN.
2.	T-AMF Selection: When the S-AMF can't serve the serve the UE anymore, the S-AMF selects the T-AMF as described in clause 6.4.5 on "AMF Selection Function" in TS 23.501 [2].
3.	[Conditional]S-AMF to T-AMF: Namf_Communication_CreateUEContext Request (N2 Information (Target ID, HO Transparent Container, Subscribed S-NSSAIs (if available), Source to Target transparent container, SM N2 information list, Service area restriction), UE context information containing SUPI and the list of PDU Session IDs along with the corresponding SMF information).
	The S-AMF initiates Handover resource allocation procedure by invoking the Namf_Communication_CreateUEContext service operation towards the T-AMF.
	If S-AMF supports network slicing the S-AMF selects the T-AMF as described in clause 4.9.1.3.2.1.
If S-AMF does not support network slicing but T-AMF supports network slicing the procedure continues as described in clause 4.9.1.3.2.1 from step 5b with T-AMF becoming intermediate AMF.
	When the S-AMF can still serve the UE, this step and step 12 are not needed and the S-AMF acts also as the T-AMF.
	If Service area restrictions are available in the S-AMF, they may be forwarded to the T-AMF as described in clause 5.3.4.1.2 in TS 23.501 [2].
4.	[Conditional]T-AMF to SMF: Nsmf_PDUSession_UpdateSMContext (PDU Session ID, Target ID, T-AMF ID).
	For each PDU Session indicated by S-RAN as an N2 Handover candidate and for PDU session on network slices supported in T-RAN, the AMF invokes the Nsmf_PDUSession_UpdateSMContext Request per PDU Session to the associated SMF.
	PDU Session ID indicates a PDU Session candidate for N2 Handover. Target ID as the UE location information.
	If the (T-)AMF detects that the UE moves into a non-allowed area based on Service area restrictions, the (T-)AMF notifies each SMF corresponding to the list of PDU Sessions received from the Handover Required message that the UE is only reachable for regulatory prioritized services.
5.	[Conditional] Based on the Target ID, SMF checks if N2 Handover for the indicated PDU Session can be accepted. The SMF checks also the UPF Selection Criteria according to clause 6.3.3 of TS 23.501 [2]. If UE has moved out of the service area of the UPF connecting to RAN, SMF selects a new intermediate UPF. If the PDU Session corresponds to a LADN and the UE is outside the area of availability of the LADN, then the SMF moves to step 6c.
6a.	[Conditional] SMF to T-UPF (intermediate): N4 Session Establishment Request.
	If the SMF selects a new intermediate UPF, i.e the target UPF (T-UPF), for the PDU Session and if CN Tunnel Info is allocated by the T-UPF, an N4 Session Establishment Request message is sent to the T-UPF, providing Packet detection, enforcement and reporting rules to be installed on the T-UPF. The PDU Session Anchor Tunnel Info for this PDU Session is also provided to the T-UPF.
6b.	T-UPF (intermediate) to SMF: N4 Session Establishment Response.
	The T-UPF sends an N4 Session Establishment Response message to the SMF with DL CN Tunnel Info and UL CN Tunnel Info (i.e. N3 tunnel info). The SMF starts a timer to release the resource of S-UPF,, to be used in step 12a of the Execution Phase.
	If steps 6a and 6b are performed for a PDU Session, steps 6c and 6d are skipped.
6c,d.	[Conditional] SMF to S-UPF: N4 Session Modification Request/Response.
	If the PDU Session corresponds to a LADN and the UE is outside the area of availability of the LADN, the SMF updates the N4 session of the UPF(s) corresponding to the PDU Session to deactivate the corresponding UP connection. The SMF may notify the UPF that originated the Data Notification to discard downlink data for the PDU Sessions and/or to not provide further Data Notification messages.
7.	SMF to T-AMF: Nsmf_PDUSession_UpdateSMContext Response (PDU Session ID, SM N2 Information).
	If N2 handover for the PDU Session is accepted, the SMF includes in the Nsmf_PDUSession_UpdateSMContext response the SM N2 Information containing the N3 UP address and the UL CN Tunnel ID of the UPF and the QoS parameters indicating that the SM N2 Information is for the Target NG-RAN.
	If N2 handover for the PDU Session is not accepted as described in step 4, the SMF does not include an SM N2 Information regarding the PDU Session to avoid establishment of radio resources at the target RAN. If the SMF is notified that the UE is only reachable for regulatory prioritized services, the SMF does not include any SM N2 info regarding the PDU Session for non regulatory prioritized services to avoid establishment of radio resources at the target RAN.
	The SMF sends an Nsmf_PDUSession_UpdateSMContext response without including the CN Tunnel Info to the AMF for the PDU Session(s) which is to be released, and then release the PDU Session(s) in a separate procedure as defined in clause 4.3.4.
8.	AMF supervises the Nsmf_PDUSession_UpdateSMContext Response messages from the involved SMFs. The lowest value of the Max delay indications for the PDU Sessions that are candidates for handover gives the maximum time AMF may wait for Nsmf_PDUSession_UpdateSMContext Response messages before continuing with the N2 Handover procedure. At expiry of the maximum wait time or when all Nsmf_PDUSession_UpdateSMContext Response messages are received, AMF continues with the N2 Handover procedure (Handover Request message in step 9).
NOTE:	The delay value for each PDU Session is locally configured in the AMF and implementation specific.
9.	T-AMF to T-RAN: Handover Request (Source to Target transparent container, MM N2 Information, SM N2 Information list, Handover Restriction List).
	T-AMF determines T-RAN based on Target ID. T-AMF may allocate a 5G-GUTI valid for the UE in the AMF and target TAI.
	Source to Target transparent container is forwarded as received from S-RAN. MM N2 Information includes e.g. security information and Handover Restriction List if available in the T-AMF.
	SM N2 Information list includes SM N2 Information received from SMFs for the T-RAN in the Nsmf_PDUSession_UpdateSMContext Response messages received within allowed max delay supervised by the T-AMF mentioned in step 8. SM N2 Information also indicates which QoS Flows are subject to data forwarding.
	Handover Restriction List is sent if available in the Target AMF.
10.	T-RAN to T-AMF: Handover Request Acknowledge (Target to Source transparent container, SM N2 response list, PDU Sessions failed to be setup list, T-RAN SM N3 forwarding Information list).
	Target to Source transparent container includes a UE container with an access stratum part and a NAS part. The UE container is sent transparently via T-AMF, S-AMF and S-RAN to the UE.
	The information provided to the S-RAN also contains a list of PDU Session IDs indicating PDU Sessions failed to be setup and reason for failure (SMF decision, SMF response too late, or T-RAN decision).
	The SM N2 response list includes, per each received SM N2 Information and by SMF accepted PDU Session for N2 Handover, a PDU Session ID and an SM N2 response indicating the PDU Session ID and if T-RAN accepted the N2 Handover request for the PDU Session. For each PDU Session accepted by the T-RAN for N2 Handover, the SM N2 response includes N3 UP address and Tunnel ID of T-RAN.
	The T-RAN SM N3 forwarding info list includes, per each PDU Session accepted by the T-RAN and has at least one QoS Flow subject for data forwarding, N3 UP address and Tunnel ID of T-RAN for receiving forwarded data if necessary.
11.	[Conditional] T-AMF to SMF: Nsmf_PDUSession_UpdateSMContext Request (PDU Session ID, Cause).
	When an Nsmf_PDUSession_UpdateSMContext Response message arriving too late (see step 8), or the PDU Session with SMF involvement is not accepted by T-RAN, this message is sent to the corresponding SMF allowing the SMF to deallocate a possibly allocated N3 UP address and Tunnel ID of the selected UPF. A PDU Session handled by that SMF is considered deactivated and handover attempt is terminated for that PDU Session.
12a.	AMF to SMF: Nsmf_PDUSession_UpdateSMContext Request (PDU Session ID, SM N2 response, T-RAN SM N3 forwarding Information list).
	For each SM N2 response received from the T-RAN (included in SM N2 response list), AMF sends the received SM N2 response to the SMF indicated by the respective PDU Session ID.
	If no new T-UPF is selected, SMF stores the N3 tunnel info of T-RAN from the SM N2 response if N2 handover is accepted by T-RAN.
12b.	[Conditional] SMF to T-UPF: N4 Session Modification Request (T-RAN SM N3 forwarding Information list, indication to allocate a DL forwarding tunnel for indirect forwarding)
	If the SMF selected a T-UPF in step 6a, the SMF updates the T-UPF by providing the T-RAN SM N3 forwarding information list by sending a N4 Session Modification Request to the T-UPF.
	If indirect forwarding applies based on indication from NG-RAN and the UPF is relocated and if the SMF decides to setup the indirect forwarding tunnel on the same T-UPF, the SMF also requests in the N4 Session Modification Request message to the T-UPF, to allocate a DL forwarding tunnel for indirect forwarding.
	Indirect forwarding may be performed via a UPF which is different from the T-UPF, in which case the SMF selects a T-UPF for indirect forwarding.
12c.	[Conditional] T-UPF to SMF: N4 Session Modification Response (T-UPF SM N3 forwarding Information list).
	The T-UPF allocates tunnel information and returns an N4 Session Modification Response message to the SMF.
	The T-UPF SM N3 forwarding info list includes T-UPF N3 address, T-UPF N3 Tunnel identifiers for forwarding data
12d.	[Conditional] SMF to S-UPF: N4 Session Modification Request (T-RAN SM N3 forwarding Information list or T-UPF SM N3 forwarding Information list, indication to allocate a DL forwarding tunnel for indirect forwarding).
	If the UPF is relocated, this message includes the T-UPF SM N3 forwarding info list. If the UPF is not relocated, this message includes the T-RAN SM N3 forwarding info list.
	If indirect forwarding applies based on indication from NG-RAN the SMF indicates in the N4 Session Modification Request message to the S-UPF to allocate a DL forwarding tunnel for indirect forwarding.
	Indirect forwarding may be performed via a UPF which is different from the S-UPF.
12e.	[Conditional] S-UPF to SMF: N4 Session Modification Response (S-UPF SM N3 forwarding Information list).
	The S-UPF allocates tunnel information and returns an N4 Session establishment Response message to the SMF.
	The S-UPF SM N3 forwarding Information list includes S-UPF N3 address, S-UPF N3 Tunnel identifiers for forwarding data for both UL and DL.
12f.	SMF to T-AMF: Nsmf_PDUSession_UpdateSMContext Response (N2 SM Information).
	The SMF sends an Nsmf_PDUSession_UpdateSMContext Response message per PDU Session to T-AMF.
	The SMF creates an N2 SM information containing the DL forwarding tunnel information to be sent to the S-RAN by the AMF. The SMF includes this information in the Nsmf_PDUSession_UpdateSMContext response. The DL forwarding tunnel information can be one of the following information:
-	If direct forwarding applies, then the SMF includes the T-RAN N3 forwarding information the SMF received in step 12a.
-	If the indirect forwarding tunnel is setup in step 12b or 12d, then the SMF includes the T-UPF or S-UPF DL forwarding information containing the N3 UP address and the DL Tunnel ID of the UPF.
	The SMF starts an indirect data forwarding timer, to be used to release the resource of indirect data forwarding tunnel.
13.	[Conditional] T-AMF to S-AMF: Namf_Communication_CreateUEContext Response (N2 information necessary for S-AMF to send Handover Command to S-RAN including Target to Source transparent container, N2 SM information (PDU Sessions failed to be setup list,  and the N3 DL forwarding Information)).
	AMF supervises the Nsmf_PDUSession_UpdateSMContext Response message from the involved SMFs. At expiry of the maximum wait time or when all Nsmf_PDUSession_UpdateSMContext Response messages are received, T-AMF sends the Namf_Communication_CreateUEContext Response to the S-AMF.
	The Target to Source transport container is received from the T-RAN. The N2 SM Information is received from the SMF in step 12f.
[bookmark: _Toc493855898]4.9.1.3.2.1	Target AMF selection with network slicing
When a serving AMF receives a Handover Required message, the AMF may need to select a target AMF based on network slices the UE is registered to or network slices associated to PDU sessions established by the UE, subscribed slices and target location. This is the case when network slicing is supported at target location and the target location is not served by the serving AMF.


Figure 4.9.1.3.2.1-1: Target AMF selection with network slicing
1.	This step is the same as step 1 in clause 4.9.1.3.2
2.	This step is the same as step 2 in clause 4.9.1.3.2
3.	[Conditional] Source AMF to NSSF: Slice Selection request (Requested NSSAI, S-NSSAI status, Subscribed S-NSSAIs, TAI, PLMN ID of the SUPI).
If the Source AMF is network slice supporting, the Source AMF sends a Slice Selection Request to the NSSF. It sends to NSSF S-NSSAIs the UE is registered to, Subscribed S-NSSAIs, PLMN ID of the SUPI and the target TAI. Requested NSSAI contains the S-NSSAIs the UE is registered to. S-NSSAI status indicates S-NSSAIs with established/activated PDU sessions.
If the Source AMF does not support network slice functionality the procedure continues at step 5b.
4.	[Conditional] NSSF to Source AMF: Slice Selection response (AMF Set or list of AMF addresses, List of (Allowed S-NSSAI))
	The NSSF returns to Source AMF the AMF Set (or a list of candidate AMF addresses) of the AMFs that serve at least the selected NSIs for the selected S-NSSAI combination (i.e. the Allowed S-NSSAIs). The NSSF also provides the Allowed NSSAI and, if needed, the NSI ID for each NSI selected for each of the S-NSSAIs that Allowed NSSAI includes.
Editor's note:	Whether NSI ID is needed is FFS.
Editor's note:	Logic during roaming is FFS.
5a.	[Conditional] Source AMF to Target AMF: Namf_Communication_CreateUEContext Request (N2 Information (Target ID, HO Transparent Container, Subscribed S-NSSAIs (if available), Source to Target transparent container, SM N2 information list, Service area restriction), UE context information containing SUPI and the list of PDU Session IDs along with the corresponding SMF information).
When the Source AMF can select an appropriate AMF, the Source AMF selects a target AMF as described in clause 6.3.5 on "AMF Selection Function" in TS 23.501 [2]. The Source AMF initiates Handover resource allocation procedure by sending Namf_Communication_CreateUEContext Request message to the Target AMF.
The procedure continues at step 11.
5b.	[Conditional] Source AMF to Intermediate AMF: Namf_Communication_CreateUEContext Request Request (N2 Information (Target ID, HO Transparent Container, Subscribed S-NSSAIs (if available), Source to Target transparent container, SM N2 information list, Service area restriction), UE context information containing SUPI and the list of PDU Session IDs along with the corresponding SMF information).
When the Source AMF cannot select an appropriate AMF (e.g. due to not supporting network slice functionality), the Source AMF selects an intermediate AMF which has been configured in the NRF to perform AMF selection as described in clause 6.3.5 on "AMF Selection Function" in TS 23.501 [2]. The Source AMF initiates Handover resource allocation procedure by sending a Namf_Communication_CreateUEContext Request message to the Intermediate AMF. If available, the Source AMF also includes the UE’s subscribed S-NSSAIs.
The HO Transparent Container includes a list of PDU session ID and S-NSSAI, one tuple for each established PDU session. 
6.	[Conditional] Intermediate AMF to UDM: Nudm_SubscriberDataManagement_Get (SUPI, Slice selection data request).
	If subscribed S-NSSAIs is not provided by source AMF, the Intermediate AMF request UE's slice selection data from UDM by invoking the Nudm_SubscriberDataManagement_Get (see clause 5.2.3.3.1) service operation.
7.	UDM to Intermediate AMF: Response to Nudm_SubscriberDataManagement_Get with (Subscribed NSSAI).
	UDM responds with slice selection data to initial AMF.
8.	[Conditional] Intermediate AMF to NSSF: Slice Selection request (Requested NSSAI, S-NSSAI status, Subscribed S-NSSAIs, TAI, PLMN ID of the SUPI).
The Intermediate AMF sends a Slice Selection Request to the NSSF. It sends to NSSF S-NSSAIs the UE is registered to, Subscribed S-NSSAIs, PLMN ID of the SUPI and the target TAI. Requested NSSAI contains the S-NSSAIs associated to the established PDU sessions. S-NSSAI status indicates S-NSSAIs with established/activated PDU sessions.
9.	[Conditional] NSSF to Intermediate AMF: Slice Selection response (AMF Set or list of AMF addresses, List of (Allowed S-NSSAI))
	The NSSF returns to Intermediate AMF the AMF Set (or a list of candidate AMF addresses) of the AMFs that serve at least the selected NSIs for the selected S-NSSAI combination (i.e. the Allowed S-NSSAIs). The NSSF also provides the Allowed NSSAI and, if needed, the NSI ID for each NSI selected for each of the S-NSSAIs that Allowed NSSAI includes.
Editor's note:	Whether NSI ID is needed is FFS.
Editor's note:	Logic during roaming is FFS.
10.	[Conditional] Intermediate AMF to Target AMF: Namf_Communication_CreateUEContext Request Request (N2 Information (Target ID, HO Transparent Container, Subscribed S-NSSAIs (if available), Source to Target transparent container, SM N2 information list, Service area restriction), UE context information containing SUPI and the list of PDU Session IDs along with the corresponding SMF information).
The Intermediate AMF selects a target AMF as described in clause 6.3.5 on "AMF Selection Function" in TS 23.501 [2]. The Intermediate AMF continues with the Handover resource allocation procedure by relaying, to the Target AMF, the Namf_Communication_CreateUEContext Request message as received from source AMF.
11.	The Target AMF continues with the Handover procedure from step 3 of figure 4.9.1.3.2-1.
[bookmark: _Toc498414078]4.9.1.3.3	Execution phase




Figure 4.9.1.3.3-1: inter NG-RAN node N2 based handover, execution phase
NOTE:	Registration of serving AMF with the UDM is not shown in the figure for brevity.
1.	S-AMF to S-RAN:  Handover Command (Target to Source transparent container, PDU Sessions failed to be setup list, SM forwarding info list).
	Target to Source transparent container is forwarded as received from S-AMF.
	The SM forwarding info list includes T-RAN SM N3 forwarding info list for direct forwarding or S-UPF SM N3 forwarding info list for indirect data forwarding
	S-RAN uses the PDU Sessions failed to be setup list and the indicated reason for failure to decide whether to proceed with the N2 Handover procedure.
2.	S-RAN to UE:  Handover Command (UE container).
	UE container is a UE part of the Target to Source transparent container which is sent transparently from T-RAN via AMF to S-RAN and is provided to the UE by the S-RAN.
3.	Uplink packets are sent from T-RAN to T-UPF and UPF (PSA). Downlink packets are sent from UPF (PSA) to S-RAN via S-UPF. The S-RAN should start forwarding of downlink data from the S-RAN towards the T-RAN for QoS Flows subject to data forwarding. This may be either direct (step 3a) or indirect forwarding (step 3b).
4.	UE to T-RAN: Handover Confirm.
	After the UE has successfully synchronized to the target cell, it sends a Handover Confirm message to the T-RAN. Handover is by this message considered as successful by the UE.
5.	T-RAN to T-AMF: Handover Notify.
	Handover is by this message considered as successful in T-RAN.
6a.	[Conditional]T-AMF to S-AMF: Namf_Communication_N2InfoNotify.
	The T-AMF notifies to the S-AMF about the N2 handover notify received from the T-RAN by invoking the Namf_Communication_N2InfoNotify.
	A timer in S-AMF is started to supervise when resources in S-RAN shall be release.
6b.	[Conditional]S-AMF to T-AMF: Namf_Communication_N2InfoNotify ACK.
	The S-AMF acknowledges by sending the Namf_Communication_N2InfoNotify ACK to the T-AMF.
7.	T-AMF to SMF: Nsmf_PDUSession_UpdateSMContext Request (Handover Complete indication for PDU Session ID).
	Handover Complete is sent per each PDU Session to the corresponding SMF to indicate the success of the N2 Handover.
	T-AMF also registers itself as the serving AMF with the UDM by using Nudm_UECM_Registration.
8a.	[Conditional] SMF to T-UPF (intermediate): N4 Session Modification Request.
	If new T-UPF is inserted or an existing intermediate S-UPF is relocated, the SMF shall send N4 Session Modification Request indicating DL AN Tunnel Info of T-RAN to the T-UPF.
8b.	[Conditional] T-UPF to SMF: N4 Session Modification Response.
	The T-UPF acknowledges by sending N4 Session Modification Response message to SMF.
9a.	[Conditional] SMF to S-UPF (intermediate): N4 Session Modification Request.
	If UPF is not relocated, the SMF shall send N4 Session Modification Request indicating DL AN Tunnel Info of T-RAN to the S-UPF.
9b.	[Conditional] S-UPF to SMF: N4 Session Modification Response.
	The S-UPF acknowledges by sending N4 Session Modification Response message to SMF.
10a.	[Conditional] SMF to UPF (PSA): N4 Session Modification Request.
	For non-roaming or local breakout roaming scenario, the SMF sends N4 Session Modification Request message to PDU Session Anchor UPF, UPF (PSA), providing N3 AN Tunnel Info of T-RAN or the DL CN Tunnel Info of T-UPF if a new T-UPF is inserted or an existing intermediate S-UPF is relocated. If the existing intermediate S-UPF terminating to N9 toward the H-UPF (PDU Session Anchor) is relocated for the home routed roaming scenario, the V-SMF invokes an Nsmf_PDUSession_Update Request service operation toward the H-SMF.
	If T-UPF is not inserted or an existing intermediate S-UPF is not relocated, steps 10a and step 10b are skipped.
10b.	[Conditional] UPF (PSA) to SMF: N4 Session Modification Response.
	The UPF (PSA) sends N4 Session Modification Response message to SMF. In order to assist the reordering function in the T-RAN, the UPF (PSA) sends one or more "end marker" packets each QoS Flow that require reordering on the old path immediately after switching the path, the source UPF shall forward the "end marker" packets to the source RAN. At this point, UPF (PSA) starts sending downlink packets to the T-RAN, via T-UPF if a new T-UPF is inserted or an existing intermediate S-UPF is relocated. In case of home routed roaming scenario, the H-SMF responds with the Nsmf_PDUSession_Update Response service operation once the H-UPF (PDU Session Anchor) is updated with the UL tunnel information of the T-UPF.
	When there are multiple UPFs(PSA), step 10a and step 10b are performed for each UPFs(PSA).
11.	SMF to T-AMF: Nsmf_PDUSession_UpdateSMContext Response (PDU Session ID).
	SMF confirms reception of Handover Complete.
12.	The UE may initiate mobility Registration procedure as described in clause 4.2.2.2.2.
	The target AMF knows that it is a Handover procedure and therefore the target AMF performs only a subset of the Registration procedure, specifically the step 5,6,10 for the context transfer between source AMF and target AMF are skipped.
13a.	[Conditional] SMF to S-UPF (intermediate): N4 Session Release Request.
	If there is a source intermediate UPF, the SMF initiates resource release, after timer in step 7 or indirect data forwarding timer expires, by sending an N4 Session Release Request (Release Cause) to source UPF. This message is also used to release the indirect data forwarding resource in S-UPF.
13b.	S-UPF to SMF: N4 Session Release Response.
	The S-UPF acknowledges with an N4 Session Release Response message to confirm the release of resources.
	In case of indirect data forwarding, the resource of indirect data forwarding is also released.
14a.	AMF to S-RAN: UE Context Release Command ().
	After the timer in step 6a expires, the AMF sends UE Context Release Command.
14b.	S-RAN to AMF: UE Context Release Complete ().
	The source RAN releases its resources related to the UE and responds with a UE Context Release Complete () message.
14c.	[Conditional] S-AMF to SMF: Nsmf_PDUSession_ReleaseSMContext Request
The S-AMF initiates release of the SM Context of the PDU Sessions in not supported network slices at target location.
14d.	[Conditional] SMF to S-AMF: Nsmf_PDUSession_ReleaseSMContext Response
The SMF acknowledges the release request.

15a.	[Conditional] SMF to T-UPF: N4 Session Modification Request.
	If indirect forwarding applies and UPF is relocated, after timer of indirect data forwarding expires, the SMF sends N4 Session Modification Request to T-UPF to release the indirect data forwarding resource.
15b.	[Conditional] T-UPF to SMF: N4 Session Modification Response.
	The T-UPF acknowledges with an N4 Session Modification Response message to confirm the release of indirect data forwarding resources.

***** End of 2nd Change *****
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1 1 . The procedure continues  from step 3 of figure 4.9.1.3.2 - 1 .   
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