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Abstract of the contribution: Addresses the editor’s notes captured on whether the UE can provide information to assist the PCF in deciding UE Policy Delivery
1. Discussion
In SA2 #123 during the discussion on how the PCF deliver UE policies to the UE over N1 reference points two additional open points were raised that were captured in the following editor’s notes.
Editor´s note: How to handle policy information that cannot fit into the specified size limit for policy delivery over NAS (maximum one NAS PDU) is FFS

Editor’s Note: It is FFS whether UE can provide information to assist the PCF to decide the UE Policies delivery.    

The UE Policy size can be a constraint given that the UE policy can include Access Network Discovery and Selection Policies and/or UE Routing Selection Policies. Each ANDSP and URSP policies can contain a number of rules, possibly in priority order as well as validity conditions (the latter is particularly true for rules within ANDSP policies). 
SA2 has agreed that UE policies are delivered to the UE over N1 hence a mechanism is required to minimise the NAS signalling overhead and send UE policies to the UE only when it is required.

Observation 1: A mechanism is required to minimise the NAS signalling impact for UE policy delivery

The decision point for UE Policy is the PCF taking into account information provided by the UDR. Currently, the triggers for the PCF to deliver UE policy to the UE is either due to a trigger from the UDR or based from an indication from the AMF, at UE Context Establishment during registration or at UE Context Modification due to, for example, UE mobility (see section 4.2.4 of 3GPP TS 23.502).
At any of the above cases when the PCF makes a decision on UE Policy, the PCF does not have information:

· Whether a UE has already installed UE policies for this PLMN

· If the UE Policies installed at the UE are up to date. 
Currently, as there is no procedure defined on how the PCF is aware whether policies are installed at the UE, the only option is for the PCF to provide UE Policies at any point the AMF is triggered to contact the PCF that in result increases the NAS signalling burden. Clearly a solution is required where both the UE and the PCF are involved in order to ensure the right policies are used in a PLMN.

Observation 2: The UE Policy management mechanism requires both UE and the PCF to be involved 
A method to ensure that policies are installed in a UE is by including in the UE Policy the following information.
· PCF additionally includes within the UE Policy:

· Policy ID: A version number that is set by the network and identifies a certain UE Policy
· Freshness: A parameter set by the network indicating to the UE when UE policies should be refreshed
· Both additional parameters are provided to the UE during UE Policy delivery over N1 

Proposal 1: UE Policy includes a parameter to denote the version of the policy and a parameter indicating to the UE when UE policies should be refreshed.
The version number allows the PCF to decide if there is an updated policy available for a UE. The UE uses the additional parameters to determine when the existing UE Policies are required to be refreshed. When this “Freshness” parameter expires the UE would need to request new UE policies from the network.
It is important to note that this refresh parameter is NOT a parameter to evaluate the validity of UE policy. It is a parameter that is configured by the network and is used by the UE to indicate to the network that its policies need to be refreshed. When this “Freshness” parameter expires the UE can still use the existing UE policies for WLAN selection and/or routing of traffic.
As there is no direct interface between the UE and the PCF a new procedure is required where a request of UE policies is sent transparently to the PCF. We propose to use the Registration Request procedure for this purpose.
The proposed UE policy management procedure is as follows:

· When the UE registers with a PLMN and sends a Registration request, if the UE has no policy or the existing policy (with a particular policy ID) requires to be refreshed for this PLMN (based on the refresh parameter), the UE includes a "policy id" within the Registration Request. The AMF notifies the PCF and the PCF determines (based on the "policy id") if new policy should be provided to UE. The PCF in that case provides a new UE Policy to the UE using the UE Policy Delivery mechanism and includes a new Policy ID and new Freshness parameter.
NOTE: If the UE has no stored UE policy for this PLMN the UE sets the Policy ID to zero.
· When the UE registers with a PLMN and the UE has an existing policy (with a policy ID) and the refresh parameter indicates that this policy is still fresh for this PLMN, the UE does NOT include the Policy ID in the Registration Request. The PCF in this case understands that the UE is using up-to-date UE policies and does not update the UE Policy (unless triggered by the UDR).
· When the UE sends a Registration request with "policy id" but receives no message from PCF (no new policy, no new Freshness), the UE assumes that the network does not support policies and does not include further the "policy id" in a Registration request.

Proposal 2: UE request for new UE policies by including the version of the existing policy stored in the UE within a registration request. The request is sent transparently by the AMF to the PCF. The PCF decides if the version ID is still applicable for the UE. If new Policies are required the PCF provides new policies by using the UE Policy Delivery mechanism. The new policies include a new Policy ID and new Freshness parameter.
UE policies can be provided by the HPLMN and/or the VPLMN (when roaming). So, the UE may have multiple policies. For example, a UE may store the following information:

· HPLMN Policy, HPLMN Policy id, HPLMN refresh
· VPLMN-1 Policy, VPLMN-1 Policy id, VPLMN-1 refresh

The UE policy mechanism solution is particularly helpful in roaming scenarios. When the UE is roaming it can determine whether the UE policies in the VPLMN (based on the VPLMN Policy ID/Freshness parameter), HPLMN (based on the HPLMN Policy ID/Freshness parameter) or both policies need to requested or refreshed. 
In order to reduce the impact on the AMF it is also proposed the PCF to subscribe from the AMF to be notified when the UE includes a Policy ID in a registration request. Such approach will simplify the implementation of the UE Policy delivery mechanism.
The figure below shows an overview of the procedure for the UE to request for updated UE Policies in the non-roaming case. In the roaming case the message exchange between the AMF and the H-PCF is delivered via the V-PCF.
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Figure 1 – UE Policy request procedure – non-roaming

2. Proposal
It is proposed to agree on the following proposals:
Proposal 1: UE Policy includes a parameter to denote the version of the policy and a parameter indicating to the UE when UE policies should be refreshed.

Proposal 2: UE request for new UE policies by including the version of the existing policy stored in the UE within a registration request. The request is sent transparently by the AMF to the PCF. The PCF decides if the version ID is still applicable for the UE. If new Policies are required the PCF provides new policies by using the UE Policy Delivery mechanism. The new policies include a new Policy ID and new Freshness parameter.

P-CRs have also been prepared for 23.502 (S2-178557) and 23.503 (S2-178558) including changes to support the above proposals.
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